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Introduction
SMF Service Area

The ETSUN study includes in the scope to investigate mechanisms to support deployments where a SMF is not able / allowed to control UPF(s) throughout the same PLMN.

Solution describes extensions to the rel-15 architecture where in non-roaming and LBO scenarios an additional SMF (I-SMF) can be inserted to manage a PDU Session. The I-SMF is inserted whenever the (single) SMF assigned for the PDU Session does not have access/control of a UPF serving the new UE location. This happens when the UE moves to a location where the UPF currently having N3 cannot serve the PDU Session and the SMF cannot find another UPF that could be inserted. 

Observation 1: An SMF Service Area suitable for these scenarios can be defined as: 

SMF Service Area: The union of all UPF Services Areas of the UPFs that can be accessed/controlled by the SMF. 

For a definition of UPF Service Area, see TS 23.501. 

See example in Figure 1 below for an illustration. SMF1 has SMF SA = TA1-TA3, while SMF2 has SMF SA TA2-TA5, based on the deployed UPF and SMF topology. If SMF1 is serving the PDU Session and the UE moves from TA3 to TA4, the UPF3 can no longer serve the N3 connection for that PDU Session. Furthermore, SMF1 cannot access a UPF that can serve N3 at the UE’s new location.  
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Relation between SMF SA and AMF SA?

One question is whether there is any relation between AMF service areas and SMF service areas. If they can be aligned it would reduce the impact to the rel-15 procedures since there is only a need to support SMF change in procedures that support AMF change. Other procedures that do not support AMF change (e.g. Service Request, Xn handover) would also not need to support SMF change. However, if there is no relation between AMF SA and SMF SA, SMF change would need to be supported also in procedures where there is no AMF change. 
In what cases can we assume a relation between AMF SA and SMF SA?

Use Case 1 describes mobility across Region in one operator’s network. If the SMF SA covers a whole Region, and it can be assumed that UE mobility across a Region border implies an AMF change, then an SMF change would always be accompanied by AMF change. This would allow SMF change to be supported only in procedures with AMF change. However, in Use Case 3 it is more difficult to make such assumption since moving in/out of Corporate premises probably would not require an AMF change, unless the Corporate premise also has a dedicated AMF. 

Another possibility to always assume AMF change at the same time as SMF change is if the SMF SAs are configured to be aligned with AMF SAs, independent of any Region borders or Corporate premises. An AMF should then always select an SMF within “its own SA”. Whenever the UE moves out of the serving AMF SA, it would also result in a SMF change. However, aligning AMF SA and SMF SA in this way risk creating issues: 
· Breaks MM-SM split and restricts an operator’s flexibility to deploy AMFs and UPFs independently since it forces SMF/UPF coverage areas to be aligned with AMF coverage areas. This alignment was not required in EPC (MME coverage area was independent of SGW coverage area).

· Unclear how such alignment would work with network slicing, where e.g. an AMF service area may be adjusted due to the set of NW slices the AMF supports. An SMF may support a different set of NW slices and it may thus be desirable for the SMF to have a different service area.
· In the Corporate premise use case (UC3) it would require a logical AMF SA covering the corporate premise only. Other AMF SAs must not overlap with the Corporate premise. 

· Care needs to be taken in case of overlapping SAs, to ensure that an AMF selects an SMF with the same SA as itself and not an SMF with a different SA that partially overlaps. (may not be an issue but we probably need to tweak the SMF selection logic to add some SA index)
Observation 2: Requiring AMF SA to be aligned with SMF SA creates restrictions and is not desired. 
Impact to Rel-15 Procedures

With no alignment between AMF SA and SMF SA, an SMF insertion/relocation/removal may happen while the UE is served by one AMF. Basically, it may happen anytime the UE moves out of a UPF Service Area (and a new I-UPF serving the new UE location need to be selected) and such UPF change cannot be done by the existing SMF.

The current procedures in 23.502 supporting UPF change are: 

· Mobility Registration

· UE-initiated Service Request

· NW-triggered SR

· Xn based inter NG-RAN handover with insertion of intermediate UPF
· Xn based inter NG-RAN handover with re-allocation of intermediate UPF
· Inter NG-RAN node N2 based handover
An option to limit impact to procedures would be if the AMF can ensure that the Registration Area only includes TAI values that belong to the SMF SA of the current SMF. In that case impact to Service Request can be avoided. This can be compared to EPC where MME ensures that the TAI List is contained within the SGW Service Area, since SGW relocation during Service Request is not supported. However, in 5G the UE may be served by multiple SMFs if the UE has multiple PDU Sessions, each with its own SMF SA, and the overlap (intersection) of all SMF SAs may be small (possible only a single TA). Therefore, this approach does not seem suitable for 5G. 

Observation 3:  The procedures listed in the bullet list above need to be extended to support I-SMF insertion/change/removal.

It can be noted that also the procedures for SSC modes and insertion/change/removal of UL CL and BP involve change of UPF. However, these procedures are not mobility procedures where UE is moving to a new location during the procedure as such, and there is thus no case where the current serving UPF can no longer serve the PDU Session. 

Proposal

It is proposed to update TR 23.726 as follows

***** First Change *****

6.1
Solution #1: Mobility between service areas

Editor's note:
solution 1 and 3 have the same name. this should be fixed
6.1.1
Overview

In this solution the SMF Service Area of an SMF is assumed to constitute of the union of the UPF Service Areas of all UPFs that can be controlled by that SMF.

This solution applies to Key Issue 1 and 4 and describes how a UE can move in the network between two SMF service areas where the SMF in service area 1 is not connected via N4 to the UPF(s) in service area 2. The service area can for example be an administrative area either within one PLMN, or in different PLMNs.

6.1.2
Description of the solution

6.1.2.1
Overview
Editor's note:
This clause outlines solution principles and documents any assumptions made.

In this solution, there are two SMFs introduced and used within a PLMN. The following terminology is used:

-
Anchor SMF (A-SMF) is the SMF serving the PDU Session when a single SMF is used as defined for non-roaming and LBO scenarios in rel-15. The A-SMF is thus the SMF that controls the PDU Session Anchor UPF(s) that were allocated before the I-SMF is inserted.. This SMF has the PCC and UDM interfaces, performs UE IP address allocation, etc.

-
Intermediate SMF (I-SMF) is the SMF that controls a UPF not controlled by A-SMF and has the N3 interface. This is an intermediate UPF between RAN and the PDU Session Anchor UPF. An I-SMF is inserted, relocated or removed as needed.

6.1.2.2
Non-roaming and LBO network architecture

In the proposed solution, the I-SMF is included "between" the AMF and the A-SMF when the UE is in a location where the A-SMF cannot control UPFs serving that location. The I-SMF is only inserted when needed. When no I-SMF is allocated for the PDU Session, the PDU Session is served by a single SMF (the A-SMF) as described in the non-roaming architecture in TS 23.501 [2]. The interface between AMF and I-SMF is the existing N11. This means that the AMF communicates with the I-SMF when an I-SMF is present in the network. Figure 6.1.2-1 shows the non-roaming reference architecture when an I-SMF has been inserted.
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Figure 6.1.2-1: Non-Roaming system architecture in reference point representation
Functionality of I-SMF includes:

-
Session management (e.g. support of Nsmf_PDUSession_CreateSMContext, Nsmf_PDUSession_UpdateSMContext, Nsmf_PDUSession_ReleaseSMContext service operations).

-
N11 termination, incl. termination of SM parts of NAS messages and N2.

-
UPF selection and control.

-
Handling of buffering and downlink data notifications in case N3 connection is inactive.

The A-SMF supports interfaces to PCF, UDM and charging systems, UE IP address management, etc.

6.1.2.3
Home-routed roaming architecture

In the proposed solution, inter-PLMN mobility is supported, i.e. mobility between HPLMN and a VPLMN as well as mobility between two VPLMNs for home-routed PDU Sessions.

The network architecture for these cases re-use the non-roaming and home-routed architectures defined in TS 23.501, clause 4.2.8.2.

In case of mobility within a VPLMN to an area where V-SMF cannot control a UPF serving the UE location, the V-SMF is reallocated.
Editor's note:
In case of mobility within VPLMN to an area where V-SMF cannot control a UPF serving the UE location, it is FFS whether an I-SMF can be inserted in VPLMN.

Editor's note:
Slicing aspects due to inter-PLMN mobility are FFS.

6.1.2.4
Network architecture and relation to use cases

In use case #1 in clause 5.1.1, an intermediate SMF is inserted between the AMF and anchor SMF, in a similar way as a v-SMF is used between AMF and H-SMF. The I-SMF controls the intermediate UPF(s), while the A-SMF controls the anchor UPF. The I-SMF is optional, and it is added in the path only when it is needed (when the UE is in an area where the A-SMF cannot control the UPF). The I-SMF can be added, changed or removed during the lifetime of the PDU session depending on UE mobility. An example scenario is shown in the figure below, showing mobility from region 1 where the PDU Session was established with a single SMF to region 2 where an I-SMF in the new (serving) region is allocated. In the figure it is assumed that AMF is relocated when moving across the border between regions. The SMF and UPF (PSA) in Region 1 is maintained for the PDU Session.
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Figure 6.1.2-1: Insertion of I-SMF in case of use case #1

In use case #2 in clause 5.1.1, a V-SMF is allocated in the serving PLMN. The V-SMF controls the UPF(s) in the VPLMN while the H-SMF controls the anchor UPF, as specified for home-routed roaming cases. An example scenario is shown in the figure below, showing mobility from PLMN A where the PDU Session was established with a single SMF to PLMN B where a V-SMF in the new (serving) PLMN is allocated. In the figure it is assumed that AMF is relocated when moving across the PLMNs. The SMF and UPF (PSA) in HPLMN is maintained for the PDU Session.
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Figure 6.1.2-1: Insertion of I-SMF in case of use case #1


Editor's note:
Further clarification and details on how SMF areas relate to regions (use case #1) and PLMN (use case #2) are FFS.
6.1.2.X 
Procedure impacts

General 

The following non-roaming procedures need enhancements to support insertion/relocation/removal of I-SMF:
-
Mobility Registration

-
UE-initiated Service Request

-
NW-triggered SR

-
Xn based inter NG-RAN handover with insertion of intermediate UPF

-
Xn based inter NG-RAN handover with re-allocation of intermediate UPF

-
Inter NG-RAN node N2 based handover

In addition, the following non-roaming procedure needs enhancements to support insertion of I-SMF:

-
PDU Session Establishment 

Mobility Registration with insertion of I-SMF
This procedure shows the difference to the mobility registration procedure in 23.501, clause 4.2.2.2, when a new I-SMF has to be inserted.
Editor’s note: Impact to mobility registration due to removal and change of I-SMF are FFS.
Editor’s note: Impact to other procedures are FFS.
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6.1.2.X-1.
Mobility registration with insertion of I-SMF
1. 
These steps are the same as steps 1-17 in clause 4.2.2.2
2. 
The AMF determines that an I-SMF has to be inserted and selects an I-SMF

3. 
The AMF sends a Nsmf_PDUSession_CreateSMContext Request to the I-SMF. The AMF includes the PDU Session ID as well as the identity of the SMF (A-SMF) serving the PDU Session.

4. 
The I-SMF selects a UPF 
5. 
The I-SMF requests establishment of the N4 session
6. 
The I-SMF requests SM context from the A-SMF. The I-SMF also includes the UP tunnel information for the N9 tunnel.
7. 
The I-SMF sends a Nsmf_PDUSession_CreateSMContext Response to the AMF
8. 
The A-SMF sends a N4 session modification to the UPF (A-UPF) with the updated tunnel information.

9. 
The AMF releases the SMContext towards the SMF (A-SMF). The AMF stores the SMF (A-SMF) identity information as part of the SM context for the PDU Session. The SMF (A-SMF) releases the SM context towards the AMF, but maintains the PDU Session and stores the AMF identity

10. These steps are the same as steps 19-23 in clause 4.2.2.2
6.1.3
Impact of the solution to existing entities

Editor's note:
This clause describes impacts to existing entities and interfaces.

6.1.4
Evaluation of the solution

Editor's note:
This clause provides an evaluation of the solution.

***** End of Changes *****

3GPP

SA WG2 TD


[image: image1]AMF

I-SMF

SMF
(A-SMF)

UPF
(PSA)

DN

RAN

UPF
(I-UPF)

N4

N4

Nxx

N11

N9

N3

N6

AMF

SMF 
(A-SMF)

PCF

UPF
(PSA)

DN

RAN

N4

N11

N3

N6

UDM

Region 1 of PLMN A

PCF

UDM

Region 2 of PLMN A

UE





Region 1 of PLMN A



UE

UE in region 1. No I-SMF applied

UE after mobility to region 2. I-SMF in Region 2 has been inserted

N2

N2














AMF

V-SMF

SMF
(H-SMF)

UPF
(PSA)

DN

RAN

UPF

N4

N4

N16

N11

N9

N3

N6

AMF

SMF

PCF

UPF
(PSA)

DN

RAN

N4

N11

N3

N6

UDM

PLMN A

PCF
(H-PCF)

UDM

PLMN B

UE





PLMN A



UE

UE in PLMN A (non-roaming)

UE after mobility to PLMN B, maintaining SMF and PSA UPF (home-routed roaming)

N2

N2



V-PCF












_1584201679.doc


4. UPF selection
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10. Steps 19-23 in registration procedure as in clause 4.2.2.2
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