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Introduction

This contribution proposes a solution to Key issue #IMS-4: Support of emergency services by UEs attached for RLOS.

TS 22.101 v15.3.0 has the following text:
10.1      General requirements
It shall be possible to establish an emergency speech call or GTT [26] call (subject to national requirements). The term 'Emergency call' henceforth refers to speech calls, and GTT Emergency calls if applicable. The term "other media" henceforth refers to media other than speech and GTT. Support of other media types during an emergency call when the IM CN subsystem is used is referred to as 'IMS Multimedia Emergency Session' (MES) and is specified in subclause 10.4.2. Emergency calls will be routed to the emergency services in accordance with national regulations for where the subscriber is located. This may be based upon one or more default emergency call numbers stored in the ME. It shall be allowed to establish an emergency call without the need to dial a dedicated number to avoid the mis-connection in roaming case, such as menu, by use of a 'red button', or a linkage to a car air bag control. Emergency calls shall be supported by the UE without a SIM/USIM/ISIM being present. No other type shall be accepted without a SIM/USIM/ISIM than emergency calls and subject to operator policy and regional regulations access attempts for restricted local operator services.
Emergency calls shall be supported by UEs that are subject to service restrictions, e.g. for UEs camping on a cell in a forbidden PLMN or in a forbidden LA (see 3GPP TS 22.011 [11]), or on a CSG cell without the subscriber being a member of that CSG (see 3GPP TS 22.220 [48]). Such emergency calls shall be accepted by the network if required by local regulation.

The Emergency service is required only if the UE supports voice.
Note 1:    It will be left to the national authorities to decide whether the network accepts emergency calls without the SIM/USIM/ISIM.
[Observation-1] Subject to operator policy and regional regulations, access to restricted local operator services shall be allowed for UE without USIM. 

34 Restricted local operator services
Access to restricted local operator services by unauthenticated UEs is based on FCC regulations in the U.S. related to manual roaming as noted in the Code of Federal Regulations (CFR) Title 47 Chapter 1 Subchapter B Part 20 Section 20.3 and the Code of Federal Regulations (CFR) Title 47 Chapter 1 Subchapter B Part 20 Section 20.12 (Resale and Roaming) Subparagraph c [59].  

The restricted local operator services offered by an operator are out of scope of 3GPP. Allowing access to restricted local operator services is completely under the local operator’s control. The local operator can restrict unauthenticated UEs to be able to access restricted local operator services exclusively.
Authenticated UEs may also be able to use restricted local operator services.

34.2
Requirements

…

Based on operator policy and national regulations, the 3GPP system shall support mechanisms to allow access to restricted local operator services by unauthenticated UEs.

[Observation-2] Based on operator policy and national regulation, access to restricted local operator services by unauthenticated UEs shall be allowed, however it seems unclear whether the following two behaviours shall be controlled separately:

RLOS-x: 
IMSI required, authentication optional.
RLOS-y:
All UEs are allowed
TS 23.401 has the following for emergency service
4.3.12
IMS Emergency Session Support

4.3.12.1
Introduction

Clause 4.3.12 IMS Emergency Session provides an overview about functionality for emergency bearer services in a single clause. This overview applies to eCall Over IMS unless stated otherwise. The specific functionality is described in the affected procedures and functions of this specification. For discrepancies between this overview clause and the detailed procedure and function descriptions the latter take precedence.

Emergency bearer services are provided to support IMS emergency sessions. Emergency bearer services are functionalities provided by the serving network when the network is configured to support emergency services. Emergency bearer services are provided to normal attached or emergency attached UEs and depending on local regulation, to UEs that are in limited service state. Receiving emergency services in limited service state does not require a subscription. Depending on local regulation and an operator's policy, the MME may allow or reject an emergency attach request for UEs in limited service state. Four different behaviours of emergency bearer support have been identified as follows:

a.
Valid UEs only. No limited service state UEs are supported in the network. Only UEs that have a valid subscription, are authenticated and authorized for PS service in the attached location are allowed. UEs should be attached to the network and then perform a PDN Connection Request when an IMS emergency session is detected by the UE.

b.
Only UEs that are authenticated are allowed. These UEs must have a valid IMSI. These UEs are authenticated and may be in limited service state due to being in a location that they are restricted from service. A UE that can not be authenticated will be rejected.

c.
IMSI required, authentication optional. These UEs must have an IMSI. If authentication fails, the UE is granted access and the unauthenticated IMSI retained in the network for recording purposes. The IMEI is used in the network as the UE identifier. IMEI only UEs will be rejected (e.g., UICCless UEs).

d.
All UEs are allowed. Along with authenticated UEs, this includes UEs with an IMSI that can not be authenticated and UEs with only an IMEI. If an unauthenticated IMSI is provided by the UE, the unauthenticated IMSI is retained in the network for recording purposes. The IMEI is used in the network to identify the UE.

[Observation-3] If a UE without USIM is attached with RLOS, and initiates emergency PDN connection, the PDN connection will be successful only if d) above is supported.  

[Observation-4] If a UE with USIM but unauthenticated is attached with RLOS, and initiates emergency PDN connection, the PDN connection will be successful if c) or d) above are supported. 
[Observation-5] If a UE, which is authenticated but in limited service state, is RLOS attached, emergency service will be allowed if b), c) or d) above are supported.

For a UE that is already attached for RLOS services, if the user would like to do emergency services, two solutions are investigated depending on the UE state (e.g. UE with or without USIM) and what behaviour(s) of emergency bearer are supported in the network, see Table 1 for more detail on the interactions between RLOS and emergency service:

Solution-1 UE first performs detach from the network, and then perform emergency Attach including PDN connection setup towards the emergency APN.

This solution would imply some delay in emergency call setup due to performing detach for RLOS and then performing emergency attach.

Solution-2 UE stays RLOS attached, and the UE establishes an emergency PDN connectivity towards the emergency APN
This solution would mean that the Architectural Assumption “No support of multiple PDN connections” should be removed.
Table 1 Summary of scenarios that RLOS attached UE initiates emergency services
	      Emergency support
RLOS attached UE
	Emergency -a
	Emergency -b
	Emergency -c
	Emergency -d
	Comment

	UE with USIM is RLOS attached (RLOS-x)
	Not allowed
	Not allowed
	Not allowed
	Allowed
	Solution-1 and Solution-2 make no difference on the accessibility of emergency services. Solution-1 may imply some delay due to detach and attach.

	UE with unauthenticated IMSI is RLOS attached (RLOS-y)
	Not allowed
	Not allowed
	Allowed
	Allowed
	

	Authenticated UE in limited service state do RLOS attach (RLOS-z)
	Not allowed
	Should be Allowed (see comment column)
	Allowed
	Allowed
	For Emergency-c) & -d), Solution-1 and Solution-2 make no difference the accessibility of emergency services. 

For Emergency-b), Solution-1 and Solution-2 may make a difference on the accessibility of emergency service depending on whether authentication is skipped during RLOS attach or not.
If authentication is skipped during RLOS attach, emergency PDN connection setup in Solution 2 will be rejected, and UE is expected to do Solution-1 (i.e. detach from RLOS and do emergency attach) 
If authentication is not skipped during RLOS attach:

Solution-1 and Solution-2 make no difference the accessibility of emergency services


[Proposal-1] It’s proposed to support both Soluton-1 and Solution-2 as they’re needed depending on the UE state (e.g. UE with or without USIM) and what behaviour(s) of emergency bearer are supported in the network.
Solution-2 above also implies that multiple PDN connections should be allowed for an RLOS attached UE, therefore it’s proposed to remove “No support of multiple PDN connections” from architectural assumptions.

[Proposal-2] Remove “No support of multiple PDN connections” from architectural assumptions.
Revision in 4026

Revert the change in the architectural assumption as in [Proposal-2] and it will be covered in the revision to S2-183671.
In section 7.X.2, clarify how solution-1 and solution-2 works for unauthenticated UEs (including UE with or without USIM) and authenticated UE by adding the text from the Discussion.
Add ENs what solution(s) should be supported is for FFS.

Replace “UICC-less UE” with “UE without USIM”.

Editorial: Add sub-sections 7.X.2.1 and 7.X.2.2 for the two solutions to improve the readability. 
Proposal

It is proposed to update 23.715 as follows:

**** First Change ****
4.1
Architectural Assumptions

The goal of the study is to enable access to those Restricted Local Operator Services (RLOS), however the definition of such restricted local operator services offered by an operator is out of scope of 3GPP.

Architectural assumptions are the following:

-
Access to RLOS is only possible for UEs when using EPC via E-UTRAN as IPCAN.

-
Both unauthenticated and authenticated UEs can access RLOS via the same architecture.


An authenticated UE allowed to access EPC may access the same services that are provided as RLOS but in this case, it is not within the scope of RLOS.

-
The UE shall indicate to the EPC and the IMS network that the request is a request for RLOS.

-
The standard shall support IMS emergency services for UEs attached for RLOS.

-
Allowing access to RLOS is completely under the local operator's control.

-
The solution shall support both non-IMS and IMS RLOS services.

-
When RLOS are accessed via IMS sessions:

1)
they do not require any specific support for location over and above what is defined by IMS already;

2)
they do not require any specific support regarding call back to the user that has initiated the session;

3)
the IMS RLOS are securely isolated to avoid e.g. DOS attacks to IMS entities offering regular IMS services.

-
Only UE-originated RLOS requests are supported.

-
No support of multiple PDN connections.

-
No support of mobile terminated services.

-
This feature is only applicable to EPS 3GPP access.

-
Inter-RAT handovers and handover between 3GPP and non-3GPP accesses are not supported.

**** Second Change ****

7.X
Solution #x: Solution to key issues #IMS-4: Support of emergency services by UEs attached for RLOS.
7.X.1
Functional Description

For a UE that is already attached for RLOS services, if the user would like to do emergency service, the UE may detach from RLOS and then do emergency Attach, or the UE stays RLOS attached and establishes an emergency PDN connectivity towards the emergency APN depending on the UE state (e.g. UE with or without USIM, authenticated or not authenticated).
Editor's note:
Whether one of the solutions is sufficient or both solutions should be supported are FFS.
After the emergency attach is completed or after the emergency PDN connection is established, the UE shall perform IMS emergency registration.
7.X.2
Procedures
7.X.2.1 UE performs detach from RLOS and then do emergency Attach

In this procedure,
For a UE without USIM, after detached from the RLOS, 

the emergency EPS attach will be allowed only if behaviour d) of emergency bearer service support as specified in clause 4.13.12 in 3GPP TS 23.401 is supported.  

For a UE with USIM but unauthenticated, after detached from the RLOS, 

the emergency EPS attach will be allowed if behaviours c) or d) of emergency bearer service support as specified in clause 4.13.12 in 3GPP TS 23.401 are supported. 

For a UE, which is authenticated but in limited service state, after detached from the RLOS, 

the emergency EPS attach will be allowed if behaviour b), c) or d) of emergency bearer service support as specified in clause 4.13.12 in 3GPP TS 23.401 are supported. 
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Figure 7.x.1-1 UE detach from RLOS and perform emergency Attach
1.
An UE is RLOS attached.

2. The user would like to make an emergency call.

3. UE performs Detach from RLOS.

4. UE then perform emergency Attach as specified in TS 23.401.

5. UE performs IMS emergency registration as specified in TS 23.167.

7.X.2.2 UE stays RLOS attached, and establishes emergency PDN connection
In this procedure,  
For a UE without USIM, when attached with RLOS, 

the emergency PDN connection will be allowed only if behaviour d) of emergency bearer service support as specified in clause 4.13.12 in 3GPP TS 23.401 is supported.  

For a UE with USIM but unauthenticated, when attached with RLOS, 

the emergency PDN connection will be allowed if behaviours c) or d) of emergency bearer service support as specified in clause 4.13.12 in 3GPP TS 23.401 are supported. 

For a UE, which is authenticated but in limited service state, when attached with RLOS, 

if behaviour c) or d) of emergency bearer service support as specified in clause 4.13.12 in 3GPP TS 23.401 are supported, the emergency PDN connection will be allowed. 

If behaviour b) in clause 4.13.12 of 3GPP TS 23.401 is supported, depending whether the authentication is performed during RLOS attach, there can be two cases:

· If authentication is skipped during RLOS attach, the emergency PDN connection setup will not be allowed;

· If authentication is performed during RLOS attach, the emergency PDN connection setup will be allowed.
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Figure 7.x.1-2: RLOS attached UE initiate emergency service by establishing emergency PDN connection
1.
An UE is RLOS attached.

2. The user would like to make an emergency call.

3. UE initiates UE requested PDN Connectivity with request type = Emergency, as specified in TS 23.401.
4. After the emergency PDN connection is established, the UE performs IMS emergency registration, as specified in TS 23.167.
7.X.3
Impact on existing entities and interfaces
The solution impacts the following nodes:

UE:

A UE is RLOS attach shall be able to detach from RLOS and then do emergency attach, or initiate emergency PDN connection when UE stays RLOS attached, and then perform emergency IMS registration.
MME

Support emergency PDN connection for an RLOS attached UE 

**** End of Changes ****
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1. UE is RLOS attached (i.e. PDN connectivity Towards RLOS APN is established)



