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Abstract of the contribution: This contribution proposes updates on the solution 2 to support a Multi-Access PDU session based on a single PDU session Id.
1
Introduction
In this contribution, we propose updates on 6.2 solution 2 to support a Multi-Access PDU session with a single PDU session Id. Signalling procedures are proposed to establish a Multi-Access PDU session based on a single PDU session Id. 
2
Proposal
It is proposed to add the following texts into TR 23.793.

6.2
Solution 2: Support of Multi-Access PDU Sessions

6.2.1
General

A Multi-Access PDU (MA-PDU) session is created by bundling together two separate PDU sessions, which are established over different accesses.

An MA-PDU session is schematically illustrated in the figure below. It is composed of two PDU sessions, referred to as "child PDU sessions"; one established over 3GPP access and the other established over untrusted non-3GPP access (e.g. a WLAN AN).
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Figure 6.2.1-1: Illustration of a Multi-Access PDU session with two child PDU sessions
The child PDU sessions of a MA-PDU session share the following characteristics:

(i)
a common DNN;

(ii)
a common UPF anchor (UPF-A);

(iii)
a common PDU type (e.g. IPv6);

(iv)
common IP address(es);

(v)
a common SSC mode; and

(vi)
a common S-NSSAI.

An MA-PDU session realizes a multi-path data link between the UE and an UPF-A, as shown in the figure 6.2.1-1. It operates below the IP layer and it is transparent to the IP layer and all layers above the IP layer.

As discussed in the next clause, a MA-PDU session can be established with one of the following procedures:

(i)
Established with two separate PDU session establishment procedures; one of each child PDU session. This is called "separate establishment".

(ii)
Established with a single MA-PDU session establishment procedure, where the two child PDU sessions are established in parallel. This is called "combined establishment".

The child PDU sessions established with any of the above procedures have the same IP address.

After a MA-PDU session is established, SM signalling related to this MA-PDU session (e.g. for modification or removal of a child PDU session, etc.) can be conducted over any of the available accesses of the MA-PDU session.

It is expected that the UE discovers the support of ATSSS for a PDU session upon attempting to establish the MA-PDU session.
* * * First change* * * *
A MA-PDU session can be composed of two child PDU sessions with either multiple PDU session Ids or a single PDU session Id. In the case (a) of the figure 6.2.1.-2, each of two child PDU sessions has a different PDU session id, but two child PDU sessions share a single PDU session id assigned to a MA-PDU session in the case (b). In the latter case, a single PDU session Id is used for indicating the MA-PDU session, and the MA-PDU session Id and access type may be used to differentiate child PDU sessions.
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Figure 6.2.1-2: Examples of a Multi-Access PDU session with PDU session Id(s)
6.2.2
Establishment of Multi-Access PDU session with multiple PDU session Ids
6.2.2.1
Separate Establishment
In this case, the two child PDU sessions are established with two separate PDU session establishment procedures. For instance, the UE may establish first the PDU session over 3GPP access and, later, after it connects to a WLAN and establishes a signalling IPsec SA with the N3IWF, the UE may establish also the PDU session over non-3GPP access. The two PDU sessions are linked together and they become child PDU sessions of a MA-PDU session.

To support the separate establishment, the existing "UE Requested PDU session establishment" procedure, as specified in TS 23.502, clause 4.3.2.2, can be used for each child PDU session. However, when the second child PDU session is established, then:

-
A "linked" PDU session should be provided to 5GC that refers to an existing PDU session. The 5GC shall link the second PDU session with the referred "linked" PDU session and designate them as child PDU sessions of the same MA-PDU session.

-
Since a "linked" PDU session is provided to 5GC, there is no need for the UE to request specific values for the DNN, S-NSSAI, SSC Mode, PDU type, etc. The second PDU session shall inherit all these values from the "linked" PDU session.

-
The Request Type could indicate "Initial Request". When the 5GC receives a PDU Session Establishment Request with a "linked" PDU and with Request Type="Initial Request", then the 5GC interprets that as a request create a MA-PDU session by linking the requested PDU session with the existing "linked" PDU session. Alternatively, a new Request Type could be specified if the "Initial Request" is not appropriate.

Editor's note:
Additional changes to the existing "UE Requested PDU session establishment" procedure are FFS.

6.2.2.2
Combined Establishment
In this case, the two child PDU sessions are established in parallel with a single procedure called "UE Requested MA-PDU session establishment" procedure. This is useful when the UE decides to establish an MA-PDU session while it is already registered to 5GC via both accesses. Instead of the UE initiating two separate PDU session establishment procedures, the UE initiates one MA-PDU session establishment procedure which results in the establishment of two child PDU sessions. The key advantage of the MA-PDU session establishment (versus the separate establishment of two PDU sessions) is less signalling over the air interface, less signalling over network interfaces, as well as fewer procedures in the UE and, thus, less battery consumption.

Editor's note:
The advantages of the combined establishment versus the separate establishment should be further analyzed, considering also failure scenarios.
The figure below shows a high-level procedure of the combined establishment, i.e. it shows a "UE Requested MA-PDU session establishment" procedure.
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Figure 6.2.2.2-1: Overview of the UE Requested MA-PDU Session Establishment

1.
The UE initiates the "UE Requested PDU Session Establishment" procedure as specified in TS 23.502 [6], clause 4.3.2.2, but it provides two different PDU Session Ids: one for the child PDU session over 3GPP access (PDU session Id-1) and another for the child PDU session over non-3GPP access (PDU session Id-2). The Request Type indicates "Initial request".

* * * Second change* * * *

2.
The AMF selects an SMF and sends to SMF an Nsmf_PDUSession_CreateSMContext Request containing both PDU session ids and their associated AN types.

3.
The SMF registers with the UDM and indicates that it handles both PDU session Id-1 and PDU session Id-2.

4.
If needed, the secondary authorization/authentication procedure takes place, as specified in TS 23.502, clause 4.3.2.3.

5.
If dynamic PCC is deployed, the SMF selects a PCF and retrieves the default Multi-Access PCC rules from PCF. The Multi-Access PCC rules include QoS rules for each child PDU session and include ATSSS rules that indicate how traffic within the MA-PDU session should be routed across the two child PDU sessions. Different QoS flows may be assigned to the child PDU sessions established over different accesses.
6-9.
The user-plane of the child PDU session over untrusted non-3GPP access is established.

-
In step 7 the SMF indicates to AMF that the transfer of N1/N2 information should take place over non-3GPP access.

-
In step 8 the normal steps of an N2 PDU session establishment over untrusted non-3GPP access are carried out. The UE receives a PDU Session Establishment Accept message containing the PDU session Id-2 and, thus, the UE determines that the child PDU session over non-3GPP access is established. The UE receives also the default QoS rules to be applied over non-3GPP access.

10-13.
The user-plane of the child PDU session over 3GPP access is established.

-
In step 10 the SMF provides a "linked PDU session" identity to UPF so that the UPF links this PDU session with the one established in step 6. The UPF considers both PDU sessions as part of the same MA-PDU session. The SMF also provides ATSSS forwarding rules to UPF that indicate how downlink traffic should be routed across the two child PDU sessions. The ATSSS forwarding rules are derived based on the Multi-Access PCC rules provided by PCF.

-
In step 11 the SMF indicates to AMF that the transfer of N1/N2 information should take place over 3GPP access.

-
In step 12 the normal steps of an N2 PDU session establishment over 3GPP access are carried out. The UE receives a PDU Session Establishment Accept message containing the PDU session Id-1 and, thus, the UE determines that the child PDU session over 3GPP access is established. The UE receives also the default QoS rules to be applied over 3GPP access.

-
In addition, in step 12 the UE may receive ATSSS forwarding rules that indicate how uplink traffic should be routed across the two child PDU sessions.

NOTE:
The steps 6-9 and 10-13 in the figure 6.2.2.2-1 (i.e. the two N2 PDU Session Establishment procedures) can be executed in parallel.

Editor's note:
It is FFS whether it is better to send one PDU Session Establishment Accept message to UE instead of two, as depicted above in steps 8c and 12b.

Editor's note:
Further details of the "UE Requested MA-PDU session establishment" procedure (including PCC, QoS, handover and user-plane aspects) are FFS.

* * * Third change* * * *
6.2.3
Establishment of Multi-Access PDU session with a single PDU session Id
6.2.3.1
Separate Establishment
A UE can perform a Multi-Access PDU session establishment procedure over a second (3GPP / N3GPP) access after having established the PDU session over a first access as shown in the Figure 6.2.3.1-1. In this case, UE requested Multi-Access PDU session establishment procedure assumes that the UE has already registered on the AMF over both 3GPP and Non-3GPP accesses and the UE has established the PDU session via one of both accesses. UE requested PDU session establishment procedure in TS 23.502[x] can be re-used to establish the MA-PDU session by indicating Request Type as “Multi-access PDU session” as well as Multi-Access indication.
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Figure 6.2.3.1-1: UE-requested MA-PDU Session Establishment
1.
A UE has already registered over both 3GPP and Non-3GPP accesses and has established a PDU session over a first access such as 3GPP or Non-3GPP access.
2.
From UE to AMF: NAS Message (S-NSSAI(s), DNN, PDU Session ID, Request type, N1 SM container (PDU Session Establishment Request)).


In order to add the second access to the PDU Session, the UE uses the same PDU session ID from the first access in step 1.


The UE initiates the UE Requested PDU Session Establishment procedure via the second access by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM container. The PDU Session Establishment Request may include a Requested PDU Type, a Requested SSC mode, Protocol Configuration Options, SM PDU DN Request Container as well as MA indication of either separate or combined establishment.

The Request Type indicates “Multi-Access PDU Session” if the PDU Session Establishment is a request to add the second access to the existing PDU Session over the first access.
3.
From AMF to SMF: The AMF already has an association with an SMF for the PDU Session ID provided by the UE when Request Type indicates "Multi-Access PDU Session", and then the AMF invokes the Nsmf_PDUSession_UpdateSMContext Request (SUPI, DNN, S-NSSAI, PDU Session ID, AMF ID, Request Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, RAT type, PEI).

4.
SMF may notify an event previously subscribed by the PCF by a Session Management Policy Modification procedure as defined in TS 23.502[x] clause 4.16.5.
5.
From SMF to AMF: When the SMF decides not to accept to establish a MA-PDU Session, the SMF rejects the UE request via NAS SM signalling including a relevant SM rejection cause by responding to the AMF with Nsmf_PDUSession_UpdateSMContext Response and the rest of the procedure is skipped. If the Request Type in Step 3 is "Multi-Access PDU Session", the SMF may maintain the same IP address/prefix that has already been allocated to the UE in the first access network.
Editor's note: It is FFS whether the SMF allocates the same IP address/prefix allocated in the first access or skips IP address/prefix allocation for the second access. 
6.
SMF to AMF: Namf_Communication_N1N2MessageTransfer (PDU Session ID, Access Type, N2 SM information, N1 SM container (PDU Session Establishment Accept)). 

7.
AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept))).

8.
(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. 


(R)AN forwards the NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept)) provided in step 7 to the UE. (R)AN shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.

9.
(R)AN to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information).

10.
AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, Request Type).

11a.
The SMF initiates an N4 Session Modification procedure with the UPF.
11b.
The UPF provides an N4 Session Modification Response to the SMF.

12.
SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (Cause).

6.2.3.2
Combined Establishment
A UE can perform a procedure to establish a MA-PDU session over both 3GPP and Non-3GPP accesses as shown in Figure 6.2.3.2-1. 
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Figure 6.2.3.2-1: UE-requested MA PDU Session Establishment
1.
A UE has already registered over both 3GPP and Non-3GPP accesses and then the UE decides to establish a MA-PDU session via a prioritized access (e.g., 3GPP access is prioritized.).
2.
From UE to AMF: NAS Message (S-NSSAI(s), DNN, PDU Session ID, Request type, N1 SM container (PDU Session Establishment Request)).


In order to establish a new MA-PDU Session, the UE generates a new PDU Session ID and the Request Type indicates “Multi-Access PDU Session”.


The UE initiates the UE Requested PDU Session Establishment procedure via the prioritized access (3GPP access) by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM container. The PDU Session Establishment Request may include a Requested PDU Type, a Requested SSC mode, Protocol Configuration Options, SM PDU DN Request Container as well as MA indication of either separate or combined establishment.
3.
From AMF to SMF: If the AMF does not have an association with an SMF for the PDU Session ID provided by the UE when Request Type indicates "Multi-Access PDU Session", the AMF invokes the Nsmf_PDUSession_CreateSMContext Request (SUPI, DNN, S-NSSAI, PDU Session ID, AMF ID, Request Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, PEI, GPSI, Subscription For PDU Session Status Notification).
4.
The SMF may perform a Session Management Policy Establishment procedure as defined in TS 23.502[x] clause 4.16.4 to establish a PDU Session with the PCF and get the default PCC Rules for the PDU Session. 
5.
From SMF to AMF: If the SMF received Nsmf_PDUSession_CreateSMContext Request in step 3 and the SMF is able to process the PDU Session establishment request, the SMF creates an SM context and responds to the AMF by providing an SM Context Identifier.

When the SMF decides not to accept to establish the MA-PDU Session, the SMF rejects the UE request via NAS SM signalling including a relevant SM rejection cause by responding to the AMF with Nsmf_PDUSession_CreateSMContext Response. The SMF also indicates to the AMF that the PDU Session ID is to be considered as released, deregisters from UDM for this MA-PDU Session and the rest of the procedure is skipped.
6.
SMF initiates an N4 Session Establishment procedure with the selected UPF.
7.
SMF to AMF: Namf_Communication_N1N2MessageTransfer (PDU Session ID, Access Type, N2 SM information). 

8.
AMF to N3IWF: N2 PDU Session Request (N2 SM information).

9.
N3IWF to UE: The N3IWF may issue AN specific signalling exchange with the UE that is related with the information received from SMF. 

10.
N3IWF to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information).

11.
AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, Request Type).

12a.
The SMF initiates an N4 Session Modification procedure with the UPF.
12b.
The UPF provides an N4 Session Modification Response to the SMF.

13.
SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (Cause).

14.
SMF to AMF: Namf_Communication_N1N2MessageTransfer (PDU Session ID, Access Type, N2 SM information, N1 SM container (PDU Session Establishment Accept)). 

15.
AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept))).


The AMF sends the NAS message containing PDU Session ID and PDU Session Establishment Accept targeted to the UE and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.

16.
(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. 


(R)AN forwards the NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept)) provided in step 14 to the UE. (R)AN shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.

17.
(R)AN to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information).

18.
AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, Request Type).

19a.
The SMF initiates an N4 Session Modification procedure with the UPF. 
19b.
The UPF provides an N4 Session Modification Response to the SMF.

20.
SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (Cause).
* * * End of changes* * * *
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