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Abstract of the contribution: This contribution proposes solutions for Data Collection Framework and how to collect information from the 5GS NFs and the AF to the NWDAF.
1 Introduction
Data collection is pretty important since that large quantity and high quality of data guarantee valid analytic information of the big data analysis in the NWDAF.
The Key Issue X: Data Collection Framework in the S2-183633 proposes the following issues needed to be studied:
-	Framework for data collection;
-	How Available Information (i.e., information NWDAF can retrieve from O&M) is accessed by the NWDAF and, what and how Unavailable Information (i.e., information that is not available from O&M) are to be collected from the relevant 5GS NFs and from the AF for the requested analytic information; This is dependent on the solution of other key issue;-	
-	How 5G system enforce authentication and authorization to the NWDAF for a certain data access, if required.
This contribution provides solutions for these issues listed above.
2 Proposal
It is proposed to make the following changes to the TR 23.791.
* * * * Start of Change * * * * 
[bookmark: _Toc473190644][bookmark: _Toc500949091]6.1	Solution #X: Data Collection Framework
[bookmark: _Toc508717943]6.1.1	Description
Editor's note:	Describe the solutions. Sub-clause(s) may be added to capture details, procedural flow, etc.
This solution is for key issue #X for Data Collection Framework.
6.1.1.x General Framework
Generally, the Figure 6.1.1.x-1 depicts that NWDAF can collect network data from the 5GS NFs/OAM, and collect service data from the Application layer/AF. Regarding the network data, the information that NWDAF can retrieve from OAM is Available Information, otherwise, is Unavailable Information.
[image: ]
Figure 6.1.1.x-1: Data Collection to the NWDAF
The operators have traditionally been collecting information about their network through network probes, via the OAM and by other proprietary means. For the network data,
· If network data is available in the OAM, the NWDAF collects the network data via the OAM.
· If network data is unavailable in the OAM, the NWDAF collects the network data via the service based interface between the 5GS NFs and the NWDAF. 
As described in TS23.501 [2] (Section 6.2.10), AFs considered to be trusted by the operator can access directly the services exposed by the NFs, AFs not allowed by the operator to directly access the NFs could still access the NFs via NEF. For the service data, 
· If the AF is trusted by the operator (e.g. P-CSCF in IMS), the NWDAF collects the service data by using the service based interface between the AF and the NWDAF.
· If the AF is not allowed by the operator to access directly the NFs (e.g. belongs the 3rd party), the NWDAF collects the service data via the NEF.
Editor's note X: How to smooth out the peaks of service data transfer in the NEF is FFS.
6.1.1.y Procedure for Service Data Collection from AF
6.1.1.y.1 Procedure for Service Data Collection Requested by NWDAF
Figure 6.1.1.y.1-1 depicts the NFs and steps included in the procedure.

[image: ]
Figure 6.1.1.y.1-1: Procedure for Service Data Collection Requested by NWDAF
0. In order for AF to provide service data to NWDAF a registration of the availability of the service data is performed. 
1. To request service data corresponding to an application identifier, the NWDAF invokes a Naf_ServiceDataCollection Request (Application ID) service operation to the AF.
2. The AF responses the request by invoking a Naf_ServiceDataCollection Response (Application ID, IP address, Service Experience, Service Start/End Time, Communication Pattern parameters, TCP Sliding Window Size and Voice Codec/Codec Mode) service operation to the NWDAF.
NOTE X: If the AF is not allowed by the operator to access directly the NF(s) as specified in clause 6.2.10, TS 23.501 [2], the two service operations in step 0-2 should use the NEF to interact between the AF and the NWDAF.
6.1.1.y.2 Procedure for Service Data Collection Notification from AF

[image: ]
Figure 6.1.1.y.2-2: Procedure for Service Data Collection Notification from AF
0. This step is the same as the step 0 in Figure 6.1.1.y.2-1.
1. To subscribe service data corresponding to the application identifier, the NWDAF sends a Service Data Collection Subscribe Request (Application ID) message to the AF.
2. To report the service data corresponding to the application identifier when it is prepared, the AF sends a Service Data Collection Notify (Application ID, UE ID, Service Experience, Service Start/End Time, Communication Pattern parameters, Buffer Size, TCP Sliding Window Size and Voice Codec/Codec Mode) message to the NWDAF. The NWDAF acknowledges the Notify message.
NOTE Y: If the AF is not allowed by the operator to access directly the NF(s) as specified in clause 6.2.10, TS 23.501 [2], the service operations in step 0-2 should use the NEF to interact between the AF and the NWDAF.
[bookmark: _Toc508717944]6.1.2	Impacts on Existing Nodes and Functionality
Editor's note:	Capture impacts on existing 3GPP nodes and functional elements.
[bookmark: _Toc508717945]6.1.3	Solution Evaluation
Editor's note:	Use this section for evaluation at solution level.
* * * End of Change * * * 
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