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Abstract: Since delay tolerant access for access control (EAB) is being included in Rel-15 5G system, it is proposed to also support LAPI for overload control in Rel-15.
1.	Discussion
[bookmark: _Toc476030922][bookmark: _Toc470196727]In the context of Unified Access Control, SA1 has defined the requirement of support for delay tolerant service as a type of access attempt.
In line with SA2 requirement, CT1 has defined the Access Category “delay tolerant” in TS 24.501, section 4.5.2 (Table 4.5.2.2). It further specifies that the UE needs to be configured for delay tolerant service. 
CT1 has further requested SA1 for clarification on the intention of the category, and whether this is the 5G equivalent of Extended Access Barring (EAB). SA1 reply is in LS C1-180087/S1-174623:
Question 2: What is the relationship between the terms “configured for EAB” and “configured for delay tolerant service”? Are they equivalent terms oC1r are they referring to exactly the same configuration”?  
SA1 reply 2: SA1 has determined that “configured for delay tolerant service” is similar to “configured for EAB”.  SA1 also notes that the requirements for “configured for delay tolerant service” are subject to further change as shown by an Editor’s note in the attached CR.
As described in TS 23.401 for EPC, from system perspective there is a very tight relationship between low access priority and EAB, both aiming to avoid congestion from low access priority / delay tolerant access. 
Note that low access priority indication at NAS and delay tolerant access at RRC are equivalent and are used for core network congestion/overload control. EAB may also be used for core network congestion/overload control as well as for access control e.g. in case of congestion at access stratum.
For instance, from TS 23.060/TS 23.401:
1. There is a one to one mapping between configuration for low access priority and EAB. 
[TS 23.060, 5.3.13.6]“ An MS may be configured for low access priority and Extended Access Barring as defined in TS 22.011 [112].”
[TS 23.401, 4.3.17.4]:  “ -	in this Release of the specification, a UE that is configured for low access priority shall also be configured for Extended Access Barring; and
-	in this Release of the specification, a UE that is configured for Extended Access Barring shall be configured for low access priority.”
2. The eNB may initiate EAB based on OVERLOAD START request(s) from CN.
[TS 23.401, 4.3.7.4.1] “An eNodeB may initiate Extended Access Barring when:
-	all the MMEs connected to this eNB request to restrict the load for UEs that access the network with low access priority; or”

In summary, the following observations should be considered:

	Observation 1: Overload/Congestion control for low access priority / delay tolerant access has two goals:
· Protection of the Core Network (In EPC: NAS back-off/OVERLOAD START based on LAPI and EAB)
· Protection of RAN (In EPC: EAB – access control) 

	Observation 2: Delay tolerant access has been introduced in Rel-15 for 5G system

	Observation 3: However, only the RAN protection part has been defined so far, i.e. only the access control for delay tolerant access. The Core Network protection is currently missing.



The current status brings several issues:
1.	The network can only protect the RAN, but not the CN against Rel-15 UEs that are delay tolerant. 
2.	There is a one to one mapping from system perspective between access control configuration (EAB or equivalent) and LAPI/delay tolerant configuration (or equivalent) for network congestion control. If 3GPP only defines the access control part in Rel-15, the one to one mapping effectively disappears. 
3.	Potential backward compatibility issues if overload control for low access priority is introduced at later releases. 

	Conclusion: The current Rel-15 status of supporting RAN congestion control via access control for delay tolerant access but no protection to the Core Network should be avoided, as it creates multiple issues.


2.	Possible ways forward 
To avoid the issues above, the following is proposed:
	Proposal 1: To define in a same Release low access priority for overload control at core network and OVERLOAD START, and have a one to one mapping with delay tolerant access category.


 
There are two possible ways to achieve the proposal above. 
	Way Forward 1: Implement Proposal 1 in Rel-15. This implies implementing the addition in Rel-15 as proposed in S2-183565.

	[bookmark: _GoBack]Way Forward 2: Implement Proposal 1 in Rel-16. This implies requesting via LS to CT1/RAN2(CC'ing: SA1)  to not implement access control category for delay tolerant access in Rel-15. Both low access priority for overload/congestion control and delay tolerant access can be added in Rel-16 in the context of CIoT_5G. 
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