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1
Introduction

In the Key Issue #5 of TR23.793 the following question was asked:

4.
Which of the UE and of the network can decide on the mapping between UE's IP flows and UE's serving access legs?

a.
How can the mapping between data (e.g. IP) flows and access legs be negotiated between the UE and the 5GC?

To our understanding, this question and the corresponding solutions should address the traffic steering between multiple accesses AFTER the data flows have been mapped to the Multi-access PDU Session. For example, the UE may first use configured policies such as URSP to select a Multi-access PDU Session, and then decide which access should be selected for certain data flows.
Also, it should be noted that the traffic steering solution addressing this question are for Multi-Access-PDU-specific steering, and may be different from the general ATSSS traffic steering solutions.

In this paper, a network-controlled traffic steering for Multi-access PDU Session is provided.

1
Proposal

It is proposed to add the following solution proposal in TR 23.793.
* * * * First Change * * * *
6.x
Solution X: Network-controlled Traffic Steering for Multi-access PDU Session
6.x.1
Overview
This is a solution to Key Issue #5, especially on how to map data flows within a Multi-access PDU Session to various access legs. The solution assumes that the Multi-access PDU Session has already been established and some data flows have been mapped to this PDU session. How the data flows are mapped to a Multi-access PDU Session is not covered by this solution. It also assumes that one single SMF controls the PDU session for both 3GPP access leg and Non-3GPP access leg.
In this solution, the traffic steering is performed at QoS-flow granularity with the Multi-access PDU session. The SMF determines which access leg is preferred for QoS flows concerned. The SMF may make such determination based on the policy inputs form the PCF, local policies or the network/access-network conditions.
After the steering choice is made for the QoS flow, the SMF may:

1. Instruct the UPF (e.g. the branch-point UPF) to associate the QFI with the tunnel info of the selected access leg, so the UPF may forward the QoS flow to the target access network;

2. Inform the UE the mapping between the QoS flow and the target access network. The SMF may include “Preferred Access Type” information in the QoS rule and send it to the UE. When the UE execute the QoS rule, it not only derives the QFI for the data flows but also the preferred Access Type, as illustrated in Figure 6.x.1.
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Figure 6.x.1
The SMF can choose preferred access types for the QoS flows initially when the Multi-access PDU session is established, and may make changes/updates during the lifetime of the PDU, e.g. by sending a modified QoS rule with a changed “Preferred Access Type” to the UE using SM signalling.
The SMF can also make the access leg choice for Reflective QoS flows and instruct the UPFs to make proper association. And a simple rule can be set for UE to always send the UL traffic on the same access as the DL traffic for the Reflective QoS flows. So, in this case, the UE need not to be informed about the access leg choice for Reflective QoS flows.
For default QoS flows, a default access leg can be configured.
6.x.2
Procedure Description
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Figure 6.x.2
Figure 6.x.2 demonstrates how preferred access legs can be initially chosen for some authorized QoS flows.

1. The UE initiates Multi-access PDU Session establishment request.

2. AMF invokes SMF service to establish the Multi-access PDU Session.

3. SMF establishes UP connection on both 3GPP access and Non-3GPP access for the PDU session

4. SMF determines the access types for authorized QoS flows based on PCF or local polices

5. SMF instructs the UPF to associate the QFIs with the Tunnel Info of various access network

6-7. SMF informs the UE the preferred access types for the QoS flows in the PDU Session Establishment Accept message.
6.x.3
Solution Evaluation

FFS.
* * * * End of Change * * * *
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