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1
Introduction
This paper includes two aspects of changes. 
· ATSSS policy/rule definition, which are not only used for traffic flows with TFCP encapsulation, but also applicable for the traffic flow without TFCP encapsulation. 

· More details for the TFCP tunnel establishment procedure, solving some ENs issues. 

1.1 ATSSS rule definition

1) Propose a solution on how to achieve the ATSSS policy (from PCF to SMF) and the ATSSS rule (between the UE and the SMF).

2) Describe the relationship between the ATSSS policy/rule and other rules, such as PCC rules, QoS rules and URSP rules. 

3) The impact on QoS handling is discussed to solve the following EN.  

Editor's note:
It is FFS if the UE establishes TFCP tunnel with UPF for the data traffic at the very beginning of establishment of a PDU Session in case the PDU Session is expected to be used for multi-access since it is established, or if the TFCP tunnel is added on each leg of the PDU session when multi-access is established. The impact on QoS handling of addition of TFCP tunnel is FFS.
Please note some terminologies used in this P-CR have the following meanings:

· Traffic splitting per QoS flow: it means different QoS flow transported via different access. 

· Traffic splitting per traffic flow: take IP flow as an example, it means different IP flow via different access, but those IP flows can belong to the same QoS flow. 

· Traffic splitting per packet: take IP flow as an example, it means different packet via different access, but those packets can be in the same IP flow. 

1.2 Update of the TFCP procedure
For the TFCP establishment procedure, the following Editor’s notes are solved.

Editor’s note : How the sequence number in the TFCP layer is used is FFS, e.g. if the sequence number is not applied per access, how to address the detection of access level data loss.
     Answer: Single or multiple series numbers can be defined in the TFCP layer. Taking the single sequence number as an example as below, the sequence number in TFCP header is used to reorder the packets. Please find more in the change part. 

[image: image1.png]Packet
sending

‘With different color shows differentiraffic flow service

Reorder





Editor's note:
The contents of the TFCP tunnel info is FFS.
    Answer: The contents of the TFCP tunnel info depend on the definition of TFCP protocol. For example, if the GRE protocol is used as the TFCP layer, the TFCP tunnel Info can be the GRE key.
Editor's note:
It is FFS if the UE establishes TFCP tunnel with UPF for the data traffic at the very beginning of establishment of a PDU Session in case the PDU Session is expected to be used for multi-access since it is established, or if the TFCP tunnel is added on each leg of the PDU session when multi-access is established. 
  Answer: The TFCP tunnel can be established when it is used. If there is ongoing traffic, End Marker packet can be used to distinguish the packets without TFCP header and the packets with TFCP header. Please find more details in subclause 6.3.1.3.

Editor's note:
It is FFS if the TFCP Tunnel Info is applicable on QoS flow level or PDU Session level or IP flow level, per access or not.
  Answer: The TFCP tunnel can be subjected to per PDU session, per QoS flow or even per packet flow. A new TFCP indication is added to show the binding relationship between the TFCP tunnel and the related PDU session, QoS flow or packet filter. 
Editor's note: It is FFS how the TFCP tunnel works e.g. how the data are transmitted via the TFCP tunnel.  
 Answer: For different granularity of the TFCP tunnel (per PDU session, per QoS flow or per traffic flow), different solutions are clarified in subclause 6.3.3.  
2
Proposal 

It is proposed to agree the following P-CR to TR 23.793.
********************* start of changes ****************
6.3.1.1
ATSSS Policy Control function description

The ATSSS Policy Control function in PCF defines the following policies according to the application-specific information, the UE subscription data, user preference, local policy or any combination of them:
-
Traffic steering policy: This rule is used to select an access when initiating a new data flow.

-
Traffic switching policy: This rule is used to determine when a data flow should be moved from 3GPP to non-3GPP or vice versa.

-
Traffic splitting policy: This rule is used to determine when a data flow should be split across 3GPP and non-3GPP.

The above policies may determine the appropriate access by the following principle, for example:

-
Least loaded First: The least loaded path is selected to forward traffic. For example, in traffic steering policy, the least loaded path is selected to initiate a new data flow.

-
Best performance First: The best performance path is selected to forward traffic, applicable for the traffic steering policy, or the traffic switching policy.

-
Load balance: Traffic is split on both access paths, allowing for equal or unequal traffic distribution, e.g. based on weights.

-
Traffic/Application type: Special traffic types or applications are bound to a given access path, as defined by the user or the operator.

-
User location information: Traffic is steered or switched to 3GPP or non-3GPP network at the specific location, e.g. non-3GPP is provided higher priority at home or at office.

Editor's note:
It is FFS if any of the above example aspects needs to be standardized.
Editor's note:
Whether path performance measurement impacts the traffic distribution are FFS.

The PCF sends the PCC policy to the SMF including the ATSSS policy. As the extension of the ATSSS policy, it may include the following new parameters to PCC rule:
-
Access Technology

-
Routing Factor (optional)

-
Second Access Technology (optional)

-
Routing Factor (optional)

The presence of both access technology means that this PCC rule is applicable for both accesses. It may because this PCC rule is independent on the access technology, or it already includes both access specific rules. For example, one traffic flow can be transported via 3GPP or/and non-3GPP access, and the PCC rule such as the QoS policy or the charging policy are the same no matter what is the access technology used for this traffic, then this PCC rule can include both 3GPP and non-3GPP access technology in the ATSSS policy. Another example, if only the charging method is different for the differnet access, this PCC rule may include both charging method for 3GPP and non-3GPP separately, then this PCC rule may include both access technology in the ATSSS policy. 
The Routing Factor shows the traffic distribution ratio on each access technology when both accesses are applicable for the traffic flow. It may be decided by PCF based on the character of the service. For example, the operator may want the IPTV service mainly transported via the wireline access, it then defines that the Routing Factor for wireline access is at least 80% (NOTE 1). In this way, the 3GPP access as the second access technology can provide some available resource, e.g. no more than 20% (NOTE 1), and avoid excessive traffic flow impacting on the 3GPP access, especially when the fixed access failed.
NOTE 1: The exact Routing Factor values do not mandate it shall be enforced based on traffic splitting per packet. For example, a Routing Factor as “3GPP access : non3GPP = no more than 20% : at least 80%” can be executed as “3GPP access : non3GPP access = 0% : 100%” if the traffic splitting per packet is not supported or enforced.
********************* Next change ****************
6.3.1.2     ATSSS Policy Enforcement function description

The ATSSS Policy Enforcement function in SMF is responsible for ATSSS policies enforcement and session management of all PDU sessions between 5GC and UE. Policy Enforcement function can receive the ATSSS policies from PCF via N7 and generates ATSSS rules to control the traffic by conveying ATSSS rules to UPF over N4. The Policy Enforcement function can also provide ATSSS PDU session related rules to UE during PDU session establishment and PDU session modification.


The definition of the ATSSS rule can be included in the QoS rule. For each QoS rule, it contains the QoS rule identifier, the QFI of the QoS Flow, the Packet Filter Set of the UL part of the SDF template, and the QoS rule precedence value set to the precedence value of the PCC rule from which the QoS rule is generated. The SMF creates the ATSSS rules based on the PCC rules, and add this ATSSS rule to QoS rule which is generated by the same PCC rule. 

The QoS rule with the ATSSS rule extension contains the following new parameters:

-
Access Technology

-
Routing Factor (optional)

-
Second Access Technology (optional)

-
Routing Factor (optional)

The Routing Factor shows the traffic distribution ratio on each access technology, when both accesses are applicable for the traffic flows defined in the QoS rule. The execution of Routing Factor on UE is implementation specific. For example, the routing ratio can be implemented as the bandwidth value (see NOTE 1). If the Routing Factor is set to " NULL", it means the traffic splitting ratio via 3GPP and non3GPP access is flexibly decided by the UE side.

NOTE 1: For example, when the guaranteed bitrate=150Mbps for the packet flows, and the routing ratio= 4:1 for non-3GPP and 3GPP access, the UE could use 120Mbps via non-3GPP and 30Mbps via 3GPP. It means a traffic flow with the bandwidth no more than 30Mbps can be transported via 3GPP or non-3GPP access. A traffic flow bandwidth exceed 30Mbps can be transported via non-3GPP access or both accesses simultaneously. 
Some instances for the QoS rule extension as follow:


NOTE 1: QoS Rule 1 and Rule 2 are applicable for GBR or non GBR flow. QoS Rule 3 is only applicable for non GBR flow. For the QoS Rule 3, the Routing Factor is flexible based on the link performance measured by UE (UL).

NOTE 2: In the traffic splitting case, QoS Rule 1 is only used for traffic splitting per traffic flow. QoS Rule 2 and QoS rule 3 can be used for traffic splitting per traffic flow or per packet. 

[image: image2.png]Application /Service Layer

QoS Rules (with SDF templates

[ ATSSS rule) (with ATSSS rule) =
/ s ﬂow\
Mapping QoS

flow to AN
Resource

‘ 3GPP AN Resource
. 3GPP AN Resource





Figure 6.3.1.2-1: The traffic splitting based on the QoS rule (with ATSSS rule)
********************* Next change ****************
6.3.1.3     ATSSS Traffic Control function description

The ATSSS Traffic Control function contains the following functionality:
-
Traffic Distribution function: Distribute traffic onto the appropriate 3GPP or non-3GPP access path.


The Traffic Distribution function forwards the traffic either over the 3GPP or non-3GPP access or both. It determines which path may be used for an incoming packet given traffic distribution based on the ATSSS rules and the state of the network. More specifically, the ATSSS rules are from the SMF as defined in clause 6.3.1.2, the performance of each access path is reported by the Path Performance measurement function.

-
Traffic Recombination function: Recombine traffic flows received from the 3GPP and non3GPP access.


The Traffic Recombination function receives the traffic from both 3GPP and non-3GPP access. This function provides reordering of potential out of order packets based on the sequence number in the TFCP layer. The sequence number defined in TFCP header includes single, double or triple series numbers A, B-A or C-B-A. The number A shows the sequence number per PDU session, per QoS flow, or per traffic flow. The optional number B distinguishes the packets belong to the different traffic flow. The number C shows the sequence number per access if the detection of access level data loss is necessary.
 
[image: image3.png]Packet
sending

‘With different color shows differentiraffic flow service

Reorder





[image: image4.emf]2-4 1-3 2-3 2-2 1-1 2-1 1-2

Packets

1-3 1-1

2-1

1-2

2-4

2-3

2-2

Packet 

sending

Packet

Receive

With different color shows different traffic flow service type, the number before ‘–‘identify different traffic flow type.

Re-order

1-3 1-1 1-2 1-3 1-1 1-2


Figure 6.3.1.3-1: The usage of the sequence number in TFCP header
· Path Performance measurement function: Monitor the performance of the available path and report this information to the Traffic Distribution function.
The Path Performance Measurement function provides input to the Traffic Distribution function about the path performance information. The path performance is notified via control plane by the traffic usage report. The path performance may be measured by bandwidth, loss rate or/and latency.

· TFCP Encapsulation/Decapsulation function: Encapsulate/Decapsulate the TFCP header.

The TFCP Encapsulation/Decapsulation function adds or removes the TFCP header for the PDU session data. The TFCP tunnel may be subjected to per PDU session, per QoS flow, or per Packet Filter according to the different requirement. The TFCP tunnel is added when the multi-access for the PDU session is established (NOTE 1, NOTE 2). According to sequence of packets received from the upper layer, the packet Encapsulation function set the sequence number in the TFCP header.

NOTE 1:
For the ongoing traffic, when the TFCP tunnel is added later, the End Marker packet can be used to distinguish the former packets without the TFCP header and the latter packets with the TFCP header . When the TFCP tunnel is removed, the End Marker can still be used to distinguish the former packets with TFCP header and the latter packets without TFCP header.
NOTE 2:
If the TFCP tunnel is needed for single-access PDU session in future, such as detecting the link performance, this solution can also support the TFCP tunnel established at the very beginning of the PDU session establishment procedure.
********************* Next change ****************
6.3.1.Z     Relationship with URSP
In UE request ATSSS procedure, the UE may determine the ATSSS rule based on the URSP. In this case, the explanation of the “Access Type preference” in the URSP is extended to:
“When ATSSS feature is supported and enabled, it indicates the preferred access type to route a data flow as described in the Traffic descriptor.”
When the PCF determines the ATSSS policy, the URSP could be takes into account as the operator pre-configuration information.

********************* Next change ****************
6.3.3
PDU session establishment Procedure
This procedure describes how the UE triggers PDU Session establishment via both 3GPP and non-3GPP access. More specifically, it covers the following scenarios:
· Scenario 1: one PDU Session is already established via one access, then the UE triggers to add an additional access to the existing PDU Session.
· Scenario 2: UE triggers to establish a PDU Session supporting multi-access, i.e. establish Multi-access PDU Session (e.g. via both 3GPP and Non 3GPP accesses) in one procedure.
NOTE:
The above Scenario 1 is very similar as NBIFOM in EPC.
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Figure 6.3.3-1 Multi-Access PDU Session establishment procedure with TFCP tunnel
0. UE is registered to 5GC via 3GPP and non-3GPP access. The UE may have established one PDU Session via 3GPP or non-3GPP access, as specified in 3GPP TS 23.502 subclause 4.3.2.2 or subclause 4.12.5. 
1. The UE determines to establish a multi-access PDU Session based on the policy. The UE may add an additional access to the existing PDU Session or trigger a new PDU Session establishment procedure to establish the multi-access PDU Session. To be specific, the UE sends NAS Message to AMF including PDU Session ID, request type, and PDU Session Establishment Request message. 

· If the UE decides to add an additional access to the existing PDU Session, the UE sets the request type to "Existing PDU Session". In the PDU Session Establishment Request message, the UE sends a multi-access indication to request the multi-access PDU Session. In addition, if the UE determines to establish the TFCP tunnel in this PDU Session, the UE allocates the TFCP tunnel Info and sends it to the SMF in the PDU Session Establishment Request message. Additionally, the UE indicates the TFCP tunnel subjected to per PDU session, per QoS flow or per Packet Filter by sending the TFCP indication binding with the PDU session ID, QFI or Facket Filters. This TFCP indication shows that the UE requests to add the TFCP header for packets belonging to this PDU session, or QoS flow, or Packet Filter.

NOTE：The contents of the TFCP tunnel info depend on the definition of TFCP protocol. For example, if the GRE protocol is used as the TFCP layer, the TFCP tunnel Info can be the GRE key.
· If the UE decides to establish a new PDU Session for multi-access, the UE sets the request type to "Initial Request". The other handling is the same as the above one. 



2. The AMF sends Nsmf_PDUSession_CreateSMContext Request to the SMF including the PDU Session Establishment Request message.
· If request type indicates "Existing PDU Session", the AMF selects the same SMF serving the PDU Session identified by the PDU Session ID received in the request.
Editor’s note: It is FFS when the existing SMF cannot support multi-access PDU Session.
· If request type indicates "Initial Request", the AMF selects an SMF that supports multi-access PDU Session.
3. If Request Type indicates "Initial request"and if the SMF has not yet registered for this PDU Session ID, then the SMF registers with the UDM. If Session Management Subscription data is not available, then SMF retrieves the Session Management Subscription data. The SMF may check the validity of the UE request based on the subscription data and network policy.
4. The SMF performs a Session Management Policy Establishment procedure or a Session Management Policy Modification procedure with the PCF. The PCF may determine whether the UE is allowed to establish the MA-PDU session. The PCF determines the ATSSS policy and send the ATSSS policy to the SMF.
5. If the UE is allowed to establish the MA-PDU session, the SMF selects the UPF and sends N4 Session Establishment Request/Modification Request message to the selected UPF. For the existing PDU Session, if there are more than one serving UPFs, the SMF selects N3 UPF or anchor UPF to send the N4 Session Modification Request message.

4. The SMF sends N4 Session Establishment/Modification Request to the UPF. If the UE requested to use the TFCP tunnel and the network supports the TFCP protocol, the SMF authorized to establish the TFCP tunnel. If UPF TFCP Tunnel Info is allocated by the SMF, the UPF TFCP Tunnel Info, UE TFCP Tunnel Info and the corresponding QoS flow Info are provided to UPF in this step. If UPF TFCP Tunnel Info is allocated by the UPF, the SMF sends UE TFCP Tunnel Info and the corresponding QoS flow Info to the UPF. The UPF TFCP Tunnel Info is provided to SMF in the response message. Additionally, the SMF indicates the TFCP tunnel applicable for per PDU session, per QoS flow or per Packet Filter.

6a-6b. The SMF invokes the single or both separate N2 PDU Session establishment procedures according to Multi-Access indication and the request type. 

· If the request type indicates "Existing PDU Session", the SMF only performs step 5a. The SMF sends Namf_Communication_N1N2MessageTransfer to the AMF including the Multi-Access indication, N2 SM information, 3GPP access and PDU Session establishment Accept message. The Multi-Access indication notifies the AMF that it is the Multi-Access PDU Session. The PDU Session establishment Accept message is included in this message based on the 3GPP access type received in the step2.  The SMF also indicates 3GPP access as the target access in the message. In the PDU Session Establishment Accept message, it includes the QoS Rule(s) with 3GPP or/and non-3GPP access type. The access type(s) included in the Authorized QoS Rule indicate the authorized access type used for the traffic flows matching this QoS Rule.  Optionally, when both 3GPP and non-3GPP are allowed by this QoS rule, it may include the Routing Factor for every access, as specified in subclause 6.3.1.2.
· If the request type indicates "Initial Request", the SMF performs step 5a and 5b. In step 5b, the SMF sends Namf_Communication_N1N2MessageTransfer to the AMF including the Multi-Access indication, Non-3GPP access and N2 SM information.

The SMF sends the N2 SM information (PDU Session ID, QFI(s), QoS Profile(s)) to the NG-RAN or/and N3IWF. The QoS Profile(s) is calculated from the information provided by the PCF. If there is Routing Factor defined for some Packet Filters, the creation of the QoS profile(s) for NG-RAN or/and N3IWF is as below:

· For non-GBR QoS flow: No impact, the same as the existing procedure.      

· For GBR QoS flow: The QoS profile(s) for one access needs to be calculated according to the QoS parameters related with this access type. For example, there are Packet Filters 1, Packet Filters 2 and Packet Filters 3 bound to one QoS flow, and the GFBR=45Mbps. More specific:

· Packet Filters 1: guaranteed bitrate =5Mbps, access type=3GPP access 

· Packet Filters 2: guaranteed bitrate =10Mbps, access type = non 3GPP access.

· Packet Filters 3: guaranteed bitrate =30Mbps, access type =3GPP, routing ratio =20%; Second access type =non-3GPP, routing ratio=80%.

QoS profile for 3GPP access: guaranteed bitrate = (QoS rule 1= 5) + (QoS rule 3=30*0.2) =11Mbps

QoS profile for non-3GPP access: guaranteed bitrate = (QoS rule 2=10) + (QoS rule 3=30*0.8) =34Mbps
The AMF marks this PDU Session as Multi-Access PDU Session according to the Multi-Access indication received from SMF.

7. The AMF initiates N2 session procedures towards 3GPP RAN, and forwards the RAN tunnel Info to the UE. 
8. The SMF sends the RAN tunnel Info and 3GPP access type to the selected UPF in step 3. 

9. The 5G RAN forwards the PDU Session establishment Accept message to the UE. The existing of the UPF TFCP tunnel Info and TFCP indication with the binding PDU session ID, or QoS flow Info or Packet Filter included in the PDU Session Establishment Accept message indicates the successful establishment of the TFCP tunnel.
10. The AMF initiates N2 session procedures towards N3IWF, and forwards the N3IWF tunnel Info to the SMF.
11. The SMF sends the N3IWF tunnel Info and Non-3GPP access type to the selected UPF in step 3. The UPF stored both access tunnel information and the binding access type for this Multi-Access PDU Session. This binding relationship can be used when performing the traffic splitting or switching in user plane. 



In user plane, the UE and the UPF detect the existing of TFCP header based on the following information:

· per PDU session: all the packets transported via one PDU session include the TFCP header. The TFCP packets can be identified by the GTP-U tunnel for this PDU session. 

· per QoS flow: all the packets transported via one QoS flow use the TFCP header. The UE and the UPF identify the TFCP packets based on the QFI included in the SDAP and GTP-U layer. 

· per traffic flow: all the packets belonging to this traffic flow have TFCP header. In order to differentiate the TFCP packets from other packets in the same QoS flow, the UE and the UPF create a TFCP indication in the SDAP or GTP-U layer for the inner data with TFCP encapsulation. 

NOTE：The TFCP indication added to SDAP will occupy one bit of the SDAP header. 

********************* Next change ****************
6.3.x
PDU Session Modification procedure 

This procedure can be used in the following scenarios:

· UE or network requested traffic steering in 3GPP or non-3GPP access; 

· UE or network requested traffic switching from 3GPP to non-3GPP access and vice versa;

· UE or network requested traffic splitting in 3GPP and non-3GPP access.
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Figure 6.3.2-1 Multi-Access PDU Session Modification procedure
1a. (UE requested modification) This procedure may be triggered by UE transmission of a PDU Session Modification Request message to the AMF. The UE sends the Packet Filters, Operation, requested QoS, and the requested access type(s). The requested access type indicates 3GPP access or non-3GPP access or both accesses. 
UE may send the PDU Session Modification Request message via 3GPP access or non-3GPP access. For traffic steering/switching/splitting, the UE may include Packet Filters targeting in 3GPP access or/and Packet Filters targeting in non-3GPP access in one PDU session modification request message.
Editor's note:
The TFCP handling in the PDU session modification procedure is FFS. 
1b. (Network requested modification) The PCF performs a Session Management Policy Modification procedure to notify the SMF about the ATSSS policy. This may be triggered by the update of ATSSS policy or upon AF requests.
2. (UE requested modification) The SMF notifies the PCF about the requested or updated Routing information. The PCF authorizes the Routing information, generates PCC rule including the ATSSS policy and send it to the SMF.
3a-3b. (UE requested modification) The SMF acknowledges the authorized QoS rule including the ATSSS rule by sending the N1 SM container to the UE. The Packet Filters, Authorized QoS, Authorized access type(s) are included in the Authorized QoS rule. 

If there are QoS profile(s) updated for the other access, the SMF sends the updated N2 SM information (PDU Session ID, QFI(s), QoS Profile(s)) to NG-RAN or N3IWF via Namf_Communication_N1N2MessageTransfer message. 
3c-3d. (Network requested modification) The SMF generates QoS rules including the ATSSS rules based on the ATSSS policy received from the PCF. The SMF may invoke two N1N2MessageTransfer for traffic in each access separately. The QoS rules are included in one Namf_Communication_N1N2MessageTransfer message via one access. 

4a. The AMF sends N2 Session Request to the NG-RAN, including the PDU session modification command message if received from SMF and N2 SM information containers for 3GPP access.
4b. The AMF sends N2 Session Request to the N3IWF, including the PDU session modification command message if received from SMF and N2 SM information containers for non-3GPP access.
5a-5b.
The NG-RAN or N3IWF forwards the PDU session Modification Command to the UE, including the Authorized QoS rules. For non-3GPP access, there may be IPSec update procedures as defined in TS 23.502 clause 4.12.6 steps from 4a to 4d.  
6.
The NG-RAN or/and N3IWF may acknowledge N2 PDU Session Request by sending a N2 PDU Session Response to the AMF. 
7.
The AMF forwards the N2 SM information to the SMF.
8
The UE acknowledges the PDU Session Modification Command by sending a NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command Ack)) message. For network requested modification procedure, the UE includes the acknowledgement of the QoS rule including the ATSSS rule in this step.
9-11. The same as the existing procedures described in TS 23.502 clause 4.3.3.
****************** Next changes**********************
6.3.4
Solution evaluation

6.3.4.1
Impacts on existing entities and interfaces

TFCP part of the solution has impact on both UE and UPF. It increases the whole packet size transported by TFCP with addition of the TFCP Tunnel Info to each packet header. In order to minimize the impact on user plane performance, the TFCP layer could be added per packet filter, per QoS flow or per PDU session dynamically when it is needed. 
The different TFCP encapsulation level could cover the different scenarios, including:

· TFCP per PDU session: applicable for the unstructured PDU session, taking advantage of both access resources.  

· TFCP per QoS flow: 

· Applicable for the traffic splitting per packet case. 

· When the QoS flow is switching from one access to another, the TFCP encapsulation can solve the pack disordering problem and lower the loss ratio if packets are duplicated via both accesses simultaneously during traffic switching phase. 

· For the high level reliability service, the TFCP layer can support to transport the duplicated packets via both accesses simultaneously. It can avoid the packets lost and raise the quality of service.
TFCP per traffic flow: the same as per QoS flow, applicable for splitting per packet, switching case and high level reliability service.
****************** End of changes**********************
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QoS flow ID: QFI=2 


ATSSS Rule :


Access Technology =NG RAN


Factor =20%


Second Access Technology = Fixed


Factor =80%
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0. PDU session establishment over non3GPP


1. NAS Message (PDU Session ID, PDU Session establishment request )
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1a. PDU Session Modification Request 


1b. Session Management Policy Modification


3a. Response of Nsm1_PDUSession_UpdateSMContext


8. PDU Session modification command ACK


3c. Namf_Communication N1N2MessageTransfer










5a. AN-specific resource modification (PDU Session Modification command/ACK)


1a. Nsmf_PDUSession_UpdateSMContext 


2. Session Management Policy Modification


3d. Namf_Communication N1N2MessageTransfer


3b. Namf_Communication N1N2MessageTransfer


4a. N2 Session Request


4b. N2 Session Request


6a. N2 Session Response


6b. N2 Session Response


7. Nsmf_PDUSession_UpdateSMContext Request & Response


9. N2 NAS uplink transfer


10. Nsmf_PDUSession_UpdateSMContext Request & Response


11. N4 Session Modification Request & Response


12. Session Management Policy Modification


5b. IPSec (PDU Session Modification command/ACK)
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0. PDU session establishment over non3GPP


1. NAS Message (PDU Session ID, PDU Session establishment request […, Multi-access indication, UE NCP tunnel ID ] )


2. Nsmf_PDUSession_CreateSMContextRequest (PDU session ID, 3GPP access, PDU Session establishment request […,Multi-access indication, UE NCP tunnel ID] )


6. N2 PDU Session Req (N2 SM info, PDU session Est. Accept)


9. N2 PDU Session Req (N2 SM info)


5a. N1N2MessageTransfer (PDU session ID, 3GPP access, Multi-access indication, PDU Session establishment Accept […,UPF NCP tunnel ID, QFI])


5b. N1N2MEssageTransfer(PDU Session ID, non-3GPP access, Multi-access indication )


Establish DRB(s) 


Establish the child SA as the existing procedures


UPF


1. UE determines to establish the MA PDU session�

3.  UPF selection�

4. N4 Session Establishment Req 


(…,UE NCP tunnel ID, UPF NCP tunnel ID)


7. N4 Session Modification  Req 


(…, 3GPP access, AN tunnel Info)


10. N4 Session Modification  Req 


(…, non-3GPP access, AN tunnel Info)


8. PDU Session Est. Accept […,UPF NCP tunnel ID, QFI]



