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Abstract of the contribution: This paper proposes an update to Clause 6.5.2 Functional Description for the Privacy Check with UE privacy setting.
1
Introduction & Discussion
Clause 6.5.2 Functional Description illustrates how the UE indicates to the network the privacy setting based on the user’s privacy setting.  The privacy setting specifies whether the LCS request from the external LCS client is disallowed or allowed.  Clause 9.5.1 Privacy Override Indicator (POI) of TS 23.271 states the use of the POI, override or not override, is based on the type of client requesting location information (i.e., emergency, law enforcement).  This information should be taken into consideration in the development of the eLCS study.
2
Proposal
It is proposed to make the following update to Clause 6.5.2 to address the type of client requesting location information per the UE privacy setting.
***** START of CHANGE *****
6.5.2
Functional Description
In order to reduce overhead for repetitive non-successful privacy verification, it is proposed that the UE indicates to the network the privacy setting according to the user's location privacy preference. The privacy setting specifies whether the LCS request from the same external LCS client is disallowed.  
With respect to the privacy handling requirement of commercial LCS requests as defined in TS 22.071 [3] and the need to reduce the overhead caused by repetitive unsuccessful privacy verification, it is proposed to introduce a kind of 5GC-MT-LR procedure with privacy check (See clause 6.5.3.1) based on the 5GC-MT-LR Procedure defined in clause 4.13.5.3 of TS 23.502 [5]:

-
During the privacy verification with the UE about the current LCS request, the UE can indicate the privacy setting for any subsequent LCS request from the same external LCS client, e.g. disallow the subsequent LCS requests for a time period.
The procedure for privacy setting update (See clause 6.5.3.2) is also proposed:

-
It can be used to indicate and update the privacy setting of the UE;

-
Or it can be used along with 5GC-MT-LR with privacy check procedure, i.e., update the privacy setting which has been provided within 5GC-MT-LR with privacy check procedure.

The GMLC, via privacy check with respect to the privacy setting and the subscription, can decide whether to reject the receiving LCS request immediately. When privacy setting disallows the LCS request, the GMLC rejects the LCS request immediately.  The POI requirements and procedures of TS 23.271 shall be followed regarding privacy override.
***** END of CHANGE *****
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