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***** Start of 1st Change *****

6.3
Principles for Network Function and Network Function Service discovery and selection

6.3.1
General

The NF discovery and NF service discovery enables one NF to discover a set of NF instance with specific NF service or a target NF type. NF service discovery is enabled via the NF discovery, as specified in TS 23.502 [3], clause 5.1.1.

Unless the expected NF and NF service information is locally configured on requester NF, e.g. the expected NF service or NF is in the same PLMN as the requester NF, the NF and NF service discovery is implemented via the NRF. The NF repository function (NRF) is the logical function that is used to support the functionality of NF and NF service discovery as specified in clause 6.2.6.

In order to enable access to a requested NF type or NF service, the requester NF initiates the NF or NF service discovery by providing the type of the NF or the specific service is attempting to discover (e.g. SMF, PCF, UE location Reporting) and other service parameters e.g. slicing related information to discover the target NF. The detailed service parameter(s) used for specific NF discovery refer to the related NF discovery and selection clause.

Depending on the chosen message routing model, the NRF may provide the IP address or the FQDN of NF instance(s) or the Endpoint Address(es) of relevant NF services instance(s) to the requester NF for target NF instance selection. Based on that information, the requester NF can select one specific NF instance or a NF instance that is able to provide a particular NF Service (e.g., an instance of the PCF that can provide Policy Authorization).

For NF discovery across PLMNs, the requester NF provides the NRF the PLMN ID of the target NF. The NRF in the local PLMN reaches the NRF in the target PLMN by forming a target PLMN specific query using the PLMN ID provided by the requester NF.

NOTE 1:
See TS 29.510 [58] for details on using the target PLMN ID specific query to reach the NRF in the target PLMN.

For NF discovery across PLMNs in the context of Network Slicing, the NRF in the local PLMN interacts with the appropriate NRF in the target PLMN identified as specified in clause 4.17.5 of TS 23.502 [3] and, for SMF in clause 4.3.2.2.3.3 of TS 23.502 [3].
The NRF in the local PLMN interacts with the NRF in the target PLMN to retrieve the FQDN or the identifier of relevant services of the target NF instance (s). For topology hiding, see clause 6.2.17.

***** End of 1st Change *****

