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	Reason for change:
	A UE can send a PDU Session Establishment request without an S-NSSAI only if it has not NSSP configured. 
This should happen only when the UE has subscribed only one S-NSSAI (because in this case the NSSP is not essential). However the text in clause 5.15.5.3 potentially allows also UEs that have subscribed more than one S-NSSAI to send no S-NSSAI at the PDU Session Establishment, if they are not provisioned with NSSP. In this case the S-NSSAI for the PDU Session is determined by the AMF “If the NAS message does not contain an S-NSSAI, the AMF determines a default S-NSSAI for the requested PDU Session either according to the UE subscription, if it contains only one default S-NSSAI, or based on operator policy”, but in this way the UE will be able to use only one S-NSSAI, i.e. the default one, or an S-NSSAI decided by the operator that, very likely, could not be the optimum choice.

It would be far better if a UE that have subscribed more than one S-NSSAI sends the desired S-NSSAI at the PDU Session Establishment.
When PCC is used:

· in clause 6.1.2.2.2 in TS 23.503 it is said that at the Initial Registration the AMF passes the list of the PSIs identifying the policy sections that are currently stored in the UE to the PCF. When the PCF receives the list of PSIs then it retrieves the list of PSIs and its content stored in the UDR for this SUPI. The PCF compares the two lists of PSIs, in addition the PCF checks whether the list of PSIs and its content needs to be updated according to operator policies. If the two list of PSIs are different or an update is necessary, the PCF provide an updated list of PSIs and corresponding policy contents to the AMF and then AMF delivers the policies to the UE. Making the reasonable assumption that the network operator (HPLMN) always provisions the NSSP in UDR for a UE whenever the Subscription Information contains more than one S-NSSAI, if the AMF passes no PSI to the PCF then the PCF shall start a policy update towards the UE that, in the end, is provided with NSSP.
When PCC is not used:

· It is reasonable to assume that the UE that have subscribed more than one S-NSSAI is pre-provisioned with NSSP, because otherwise it would as if the operator had sold to the customers multiple services (S-NSSAIs) without providing them with the tools to be able to access the services: it would be against the more elementary rules of customer retention.



	
	

	Summary of change:
	Clarified that, the network operator can avoid (pre-)provisioning the UE with NSSP only when the Subscription Information contains only one S-NSSAI.

	
	

	Consequences if not approved:
	Unclear which UEs may store no NSSP.
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*************** Start of changes ***************
5.15.5.3
Establishing a PDU Session in a Network Slice

The PDU Session Establishment in a Network Slice to a DN allows data transmission in a Network Slice. A PDU Session is associated to an S-NSSAI and a DNN. A UE that is registered in a PLMN over an Access Type and has obtained a corresponding Allowed NSSAI, shall indicate in the PDU Session Establishment procedure the S-NSSAI according to the NSSP in the URSP and, if available, the DNN the PDU Session is related to. The UE includes the appropriate S-NSSAI from this Allowed NSSAI and, if mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN was provided, an S-NSSAI with the corresponding value from the Configured NSSAI for the HPLMN.

If the URSP (which includes the NSSP) is not available in the UE, the UE shall not indicate any S-NSSAI in the PDU Session Establishment procedure.
The network (HPLMN) may provision the UE with Network Slice selection policy (NSSP) as part of the URSP rules, see TS 23.503 [45], clause 6.6.2. When the Subscription Information contains only one S-NSSAI, the network needs not provision the UE with NSSP. The NSSP rules associate an application with one or more S-NSSAIs in Configured NSSAI for the HPLMN of the UE. A default rule which matches all applications to an S-NSSAI in Configured NSSAI for the HPLMN may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, 

-
if the UE has one or more PDU Sessions established corresponding to the specific S-NSSAI, the UE routes the user data of this application in one of these PDU Sessions, unless other conditions in the UE prohibit the use of these PDU Sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU Session to use. This is further described in TS 23.503 [45], clause 6.6.2.
The UE shall store the URSP rules, including the NSSP, as described in TS 23.503 [45].
If the UE does not have a PDU Session established with this specific S-NSSAI, the UE requests a new PDU Session corresponding to this S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE. This is further described in TS 23.503 [45], clause 6.6.2.
If the AMF is not able to determine the appropriate NRF to query for the S-NSSAI provided by the UE, the AMF may query the NSSF with this specific S-NSSAI, location information, PLMN ID of the SUPI. The NSSF determines and returns the appropriate NRF to be used to select NFs/services within the selected Network Slice instance. The NSSF may also return an NSI ID identifying the Network Slice instance to use for this S-NSSAI. The address of the NSSF is locally configured in the AMF.

SMF discovery and selection within the selected Network Slice instance is initiated by the AMF when a SM message to establish a PDU Session is received from the UE. The appropriate NRF is used to assist the discovery and selection tasks of the required network functions for the selected Network Slice instance.
The AMF queries the appropriate NRF to select an SMF in a Network Slice instance based on S-NSSAI, DNN, NSI-ID (if available) and other information e.g. UE subscription and local operator policies, when the UE triggers PDU Session Establishment. The selected SMF establishes a PDU Session based on S-NSSAI and DNN.
When the AMF belongs to multiple Network Slices, based on configuration, the AMF may use an NRF at the appropriate level for the SMF selection.
For further details on the SMF selection, refer to clause 4.3.2.2.3 in TS 23.502 [3].

When a PDU Session for a given S-NSSAI is established using a specific Network Slice instance, the CN provides to the (R)AN the S-NSSAI corresponding to this Network Slice instance to enable the RAN to perform access specific functions.
The UE shall not perform PDU Session handover from one Access Type to another if the S-NSSAI of the PDU Session is not included in the Allowed NSSAI of the target Access Type.

*************** End of changes ***************
