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1.
 Introduction

As described in key issue #9 (clause 5.9 of TR 23.786), there is a need to support unicast/multicast communication in eV2X, e.g. for sensor sharing services. In this contribution, several aspects of the unicast/multicast communication are investigated, using ProSe one-to-one communication in TS 23.303 as the baseline. Some enhancements and changes are identified, and it is proposed to document these as solution options in TR 23.786.    
2. Discussion 

2.1 General

In order to support the unicast communication over PC5, several aspects need to be address, including:

· Identifiers for the unicast communication, e.g. L2 ID; 

· Signalling protocol to support unicast communication; 
· QoS support and AS layer configurations;

· Security associations;

· Procedures for the link establishment and maintenance.

2.2 Aspects of the unicast communication support
2.2.1
Identifiers for the unicast communication

One of the essential identifiers for the unicast communication is the L2 ID. As of the ProSe design in TS 23.303, the Destination L2 ID address space for one-to-one communication and one-to-many communications are separate with AS layer mechanism, i.e. MAC layer version number. This is done to avoid conflicts of the address used that may cause harm to one-to-one communications. In a similar manner, V2X unicast should also use the separate Destination L2 IDs than that for the broadcast and multicast. 
Proposal 1: The Destination L2 IDs used for unicast should be separated from those for broadcast and multicast V2X traffic with AS layer mechanism similar to that of ProSe.   
In Rel-14 V2X design of TS 23.285, the source L2 ID is self-assigned by the UE for the broadcast traffic. According to the requirements in clause 4.4.1.1.2 of TS 23.285, it is supposed to be randomized and changes from time to time for privacy.  
However, in unicast communication, the source L2 ID will be used by the peer UE for the data transmission in reverse direction. Therefore, the source L2 ID should be of the same format as that of the destination L2 ID, and thus be separated from that used for broadcast.  

In addition, a unicast session could last for a long period, and therefore may experience change of IDs due to privacy protection requirements. Therefore, there may be some needs to support the change of IDs for the L2 link between the peer UEs. It should be further investigated if the existing PC5 signalling protocol defined in TS 23.303 could satisfy such needs. 

Proposal 2: The Source L2 IDs used for unicast should be separated from those for broadcast and multicast V2X traffic with AS layer mechanism. It is FFS if the source L2 ID change needs to be supported during a unicast session. 
In Rel-14 V2X design of TS 23.285, the Destination L2 ID is decided by the UE based on a configured mapping between PSID/ITS-AID to the L2 ID. This suites for broadcast traffic, but does not work for unicast or multicast traffic. In unicast or multicast, destination L2 ID would not be decided based on PSID/ITS-AID. A V2X UE should be allowed to have multiple unicast connections or multicast groups supported simultaneously for a particular service (PSID/ITS-AID). Therefore, the destination L2 ID information in this case should come from the upper layer. This means that the interface between the V2X layer and upper layer needs to be enhanced to allow such information to be passed down together with the data packet.     
It is expected that the actual V2X applications do not understand the notion of L2 ID, as the applications can be built for cross technology or platforms. Therefore, some mid-ware layer within the UE has to translate the identifier used by the application layer, e.g. Station ID, to the V2X L2 ID. It means such mid-ware layer needs to maintain the mapping of application layer destination identifiers and L2 IDs. Since this mid-ware layer is out of scope of SA2, in the specification it can be noted as “upper layer” in general, and the assumption that this “upper layer” maintains the mapping and provides the L2 ID for unicast or multicast communication should be documented. 

An alternative to this is for the V2X layer to manage such unicast link/multicast group to L2 ID mapping. In that case, the unicast link/multicast group can be allocated with a flow identifier at the time of establishment. Corresponding connection profile information, e.g. L2 IDs, transmission settings, QoS parameters, etc., could be associated with it. In such a case, the upper layer only needs to use the flow identifier to indicate the destination and pass it down with the data packet. V2X layer will apply the associated profile information, including the L2 IDs, for the transmission. This would allow the reuse the Uu link handling mechanisms, e.g. similar to that of the QoS Flows, and be more extensible. Again, the translation of the application layer identifiers, e.g. Station ID, to this flow identifier has to be done by this mid-ware layer, i.e. the “upper layer”. 

Proposal 3: For unicast or multicast V2X communication, the information for deciding the destination L2 ID is passed down from upper layer. The two options of identifying the destination L2 ID, i.e. direct passing L2 ID, or using a flow identifier for the link, should be documented and evaluated in the study.    
2.2.2 Signalling protocol to support unicast/multicast communication
For unicast or multicast communication, there is a need for some control message exchanged between the UEs involved in order to establish the link or group. Therefore, some signalling protocol is required. 
In ProSe one-to-one communication defined in TS 23.303, a PC5 Signalling Protocol (clause 5.1.1.5.2) was introduced, which runs over PDCP layer. Although it is defined for ProSe use, the messages could be extended in order to be used for V2X communication. The detailed protocol design needs to be reviewed based on the actual unicast operation procedures. 

Another alternative approach is to run RRC over PC5. As PC5 Signalling Protocol is used over PDCP anyway, RRC protocol can be used to replace it. Although not all RRC features are required for PC5 operation, those selected V2X relevant RRC messages can be extended and used, e.g. SLUEInfo, etc. The advantage of that is the potential unification of control signalling protocols for Uu and PC5. 

Proposal 4: Introduce a signalling protocol over PC5 for the unicast/multicast communication management. It is FFS whether PC5 Signalling Protocol from ProSe TS 23.303 or RRC signalling protocol should be used as the baseline.  
2.2.3
QoS support and AS layer configurations

It is desirable that QoS can be support over the unicast and multicast communication as well.  

In Rel-14 and 15, the QoS model for V2X communication is based on the per packet model, e.g. PPPP and PPPR. With unicast or multicast communication, it should be discussed whether a connection-oriented QoS model similar to that of Uu connection should be supported as well. 
As also discussed in key issue#4 “Support of PC5 QoS framework enhancement for eV2X”, something more than existing PPPP and PPPR is expected be required. 

Specifically for unicast or multicast, due to the link or group involved, most packets sent over the same unicast link between a pair of peers should have the same QoS characteristics. This is closer to the Uu connection model, rather than the normal broadcast based traffic. Therefore, it is worthwhile to investigate if Uu type of QoS management concept can be reused here. This could allow a unified model for Uu and PC5. 

As also discussed in the dealing with Rel-14 and Rel-15 features selection, there could be different AS layer features that may be optional or not backward compatible. Therefore, when setting up the unicast link, such configuration could be also negotiated and configured together with/or as part of the QoS profile.

Proposal 5: QoS should be supported over the unicast or multicast connection for V2X. It is FFS whether unicast or multicast V2X can have a QoS model based on connection, i.e. different from that for the per packet model for broadcast.   

2.2.4 Security associations

The unicast or multicast communication may need protection at link layer as well. The ProSe one-to-one communication supports secure L2 link establishment, as defined in TS 33.303. 
However, within V2X communication context, each UE has the corresponding certificates for the security protection. Therefore, there may be a need to enhancement or adjust the existing L2 secure link establishment protocol in order to support the use of such security associations. 

The exact security handling should be analysed and decided by SA3. SA2 design needs to be aligned with those decisions when available. 

Proposal 6: Unicast and multicast communication requires protection, and details should be decided by SA3.   

2.2.5 Procedures for the link establishment and maintenance

TS 23.303 has defined the procedures for the establishment and maintenance of secure L2 link over PC5, as in clause 5.4.5. These procedures can be enhanced and adapted for the V2X use, subject to the decisions above regarding signalling protocol choice, security handling, etc. 
Some addition considerations for the V2X for the link/group handling is required though. For V2X communication, not all UEs will be supporting  or use unicast communication. In addition, not all services may be run over the same channel or RAT (e.g. LTE V2X vs. NR V2X). With V2X, there is no discovery channel like that of ProSe, and there is no assumption on the configuration from network as that of Public Safety use. Therefore, in order to support the link establishment, there may need to be some type of service announcement in order to inform the peer of the existence of the UE and the capability of the UE for the unicast communication, e.g. channel to operate, or the services supported, etc. 
Such a service announcement should be made accessible to all the UEs that is interested in using the service. For example, such announcement could be either configured to send over a dedicate channel, similar to how WSA is handled, or to be piggybacked on the periodical messages from the supporting UEs. 

Proposal 7: A service announcement mechanism is required. It is FFS how such announcement can be made accessible to all UEs interested in the service without creating high overhead for the system.    

3. Proposal
Add the following to the TR 23.786:
FIRST CHANGE

6.x
Solution #x: Solution for unicast or multicast for eV2X communication over PC5 reference point
6.x.1
Functional Description

This solution addresses key issue#9 on the support of the unicast/multicast communication over PC5 and key issue#4 on the support of PC5 QoS framework enhancement for eV2X, focusing on the following aspects:

-
Identifiers for the unicast communication, e.g. L2 ID; 

-
Signalling protocol to support unicast/multicast communication; 

-
QoS support and AS layer configurations;

-
Security associations;

-
Procedures for the link establishment and maintenance.

6.x.2
Solution description

6.x.2.1
Identifiers for the unicast communication

6.x.2.1.1
Separate L2 ID address space for unicast and multicast from those for broadcast
One of the essential identifiers for the unicast/multicast communication is the L2 ID. As of the ProSe design in TS 23.303 [8], the destination L2 ID address space for one-to-one communication and one-to-many communications are separate with AS layer mechanism, i.e. MAC layer version number. This is done to avoid conflicts of the address used that may cause harm to one-to-one communications. In a similar manner, V2X unicast should also use the separate L2 IDs than that for the broadcast and multicast. 
This separation applies to both destination L2 ID and source L2 ID. For a UE that has both broadcast and unicast/multicast traffic, different L2 IDs should be used with corresponding formats. The source L2 ID will be used by peer UE as the destination L2 ID in unicast communication. Details of the related L2 ID management for unicast/multicast is described in following clauses. 
6.x.2.1.2
Deciding the Destination L2 ID to use for unicast/multicast communication
6.x.2.1.2.1
Option A
In TS 23.285 [5], the Destination L2 ID is decided by the UE based on a configured mapping between PSID/ITS-AID to the L2 ID. This suites for broadcast traffic, but does not work for unicast or multicast traffic. In unicast or multicast, destination L2 ID would not be decided based on PSID/ITS-AID. A V2X UE should be allowed to have multiple unicast connections or multicast groups supported simultaneously for a particular service (PSID/ITS-AID). Therefore, the destination L2 ID information in this case should come from the upper layer. This means that the interface between the V2X layer and upper layer needs to be enhanced to allow such information to be passed down together with the data packet.     

It is expected that the actual V2X applications do not understand the notion of L2 ID, as the applications can be built for cross technology or platforms. Therefore, some mid-ware layer within the UE has to translate the identifier used by the application layer, e.g. Station ID, to the V2X L2 ID. It means such mid-ware layer needs to maintain the mapping of application layer destination identifiers and L2 IDs. Since this mid-ware layer is out of scope of SA2, in the specification it can be noted as "upper layer" in general, and the assumption that this "upper layer" maintains the mapping and provides the L2 ID for unicast or multicast communication should be documented. 
6.x.2.1.2.2
Option B
An alternative to the above solution is for the V2X layer to manage such unicast link/multicast group to L2 ID mapping. In that case, the unicast link/multicast group can be allocated with a flow identifier at the time of establishment. Corresponding connection profile information, e.g. L2 IDs, transmission settings, QoS parameters, etc., could be associated with it. In such a case, the upper layer only needs to use the flow identifier to indicate the destination and pass it down with the data packet. V2X layer will apply the associated profile information, including the L2 IDs, for the transmission. This would allow the reuse the Uu link handling mechanisms, e.g. similar to that of the QoS Flows, and be more extensible. Again, the translation of the application layer identifiers, e.g. Station ID, to this flow identifier has to be done by this mid-ware layer, i.e. the "upper layer". 

6.x.2.2
Signalling protocol to support unicast/multicast communication

For unicast or multicast communication, there is a need for some control message exchanged between the UEs involved in order to establish the link or group. Therefore, some signalling protocol is required. 

In ProSe one-to-one communication defined in TS 23.303 [8], a PC5 Signalling Protocol (clause 5.1.1.5.2) was introduced, which runs over PDCP layer. Although it is defined for ProSe use, the messages could be extended in order to be used for V2X communication. The detailed protocol design needs to be reviewed based on the actual unicast operation procedures. 

Another alternative approach is to run RRC over PC5. As PC5 Signalling Protocol is used over PDCP anyway, RRC protocol can be used to replace it. Although not all RRC features are required for PC5 operation, those selected V2X relevant RRC messages can be extended and used, e.g. SidelinkUEInformation, etc. The advantage of that is the potential unification of control signalling protocols for Uu and PC5. 

Therefore, in this solution a signalling protocol over PC5 for the unicast/multicast communication management is introduced. 
Editor's Note: Whether PC5 Signalling Protocol from ProSe TS 23.303 [8] or RRC signalling protocol should be used requires input from RAN2.  

6.x.2.3
QoS support and AS layer configurations

It is desirable that QoS can be support over the unicast and multicast communication as well.  

In TS 23.285 [5], the QoS model for V2X communication is based on the per packet model, e.g. PPPP and PPPR. With unicast or multicast communication, it should be discussed whether a connection-oriented QoS model similar to that of Uu connection should be supported as well. 

As also discussed in key issue#4 "Support of PC5 QoS framework enhancement for eV2X", something more than existing PPPP and PPPR is expected be required. 

Specifically for unicast or multicast, due to the link or group involved, most packets sent over the same unicast link between a pair of peers should have the same QoS characteristics. This is closer to the Uu connection model, rather than the normal broadcast based traffic. Therefore, Uu type of QoS management concept can be reused here. This allow a unified model for Uu and PC5. 

In addition, there could be different AS layer features that may be optional or not backward compatible. Therefore, when setting up the unicast link, such configuration could be also negotiated and configured together with/or as part of the QoS profile.

Editor's Note: It is FFS whether unicast or multicast V2X can have a QoS model based on connection, i.e. different from that for the per packet model for broadcast.  
Editor’s Note: The QoS Model defined has dependency and impacts on RAN, and would require RAN WGs confirmation.  

6.x.2.4
Security associations

The unicast or multicast communication may need protection at link layer as well. The ProSe one-to-one communication supports secure L2 link establishment, as defined in TS 33.303 [x]. 

However, within V2X communication context, each UE has the corresponding certificates for the security protection. Therefore, there may be a need to enhancement or adjust the existing L2 secure link establishment protocol in order to support the use of such security associations. 

The exact security handling should be analysed and decided by SA3. SA2 design needs to be aligned with those decisions when available. 

Editor's Note: Unicast and multicast communication requires protection, and details should be decided by SA3.   

6.x.2.5
Procedures for the link establishment and maintenance

TS 23.303 [8] has defined the procedures for the establishment and maintenance of secure L2 link over PC5, as in clause 5.4.5. These procedures can be enhanced and adapted for the V2X use, subject to the decisions above regarding signalling protocol choice, security handling, etc. 

Some addition considerations for the V2X for the link/group handling is required though. For V2X communication, not all UEs will be supporting or use unicast communication. In addition, not all services may be run over the same channel or RAT (e.g. LTE V2X vs. NR V2X). With V2X, there is no discovery channel like that of ProSe (i.e. PC5-D), and there is no assumption on the configuration from network as that of Public Safety use. Therefore, in order to support the link establishment, there is a need for service announcement in order to inform the peer of the existence of the UE and the capability of the UE for the unicast communication, e.g. channel to operate, or the services supported, etc. 

Such a service announcement should be made accessible to all the UEs that is interested in using the service. For example, such announcement could be either configured to send over a dedicate channel, similar to how WAVE Service Advertisement (WSA) is handled, or to be piggybacked on the periodical messages from the supporting UEs. 

Editor's Note: It is FFS how such announcement can be made accessible to all UEs interested in the service without creating high overhead for the system.   
6.x.3
Procedures

Editor's Note: Detailed procedures will be added based on decision of the FFS in clause 6.x.2.
6.x.4
Impact on existing entities and interfaces

Editor's Note: Impacts on existing nodes or functionality will be added.
6.x.5
Topics for further study

Following topics need further study:
-
whether PC5 Signalling protocol or RRC message should be extended to support unicast communication;
-
whether a connection-oriented QoS model should be used for unicast communication;

-
how to support service announcement for the unicast/multicast based services;
-
whether and how to support L2 ID change during a unicast session. 
6.x.6
Conclusions

TBD
NEXT CHANGE
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