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Proposal
It is proposed to update TS 23.716 as follows.
* * * Change * * * * 
6.7
Solution #7 - Support of IPTV leveraging IGMP / MLD
6.7.1
Overview

This solution addresses KI #11.

This solution is meant to apply to both 5G-RG (connected over FWA and/or via a Wireline access) and FN-RG collectively called "UE" in this solution. In this solution IP means IPv4 or IPV6. When the solution refers to the “UE” this collectively refers to the RG and/or to the STB (Set Top Box) behind the RG. The split of functionality between  UE(RG) and UE(STB) is under responsibility of BBF and any reference to UE(RG) and UE(STB) in this solution is only for illustrative purpose 
The solution relies on autonomous handling of multicast by the UPF based on an indication received from the SMF that the N4 (PDU) Session is eligible for IP multicast traffic.
The solution assumes the UE (RG) sends IGMP / MLD "signalling" (see [15] and [16]) to indicate its desire to receive IP multicast traffic identified by this IGMP / MLD "signalling".

NOTE 1:
The IGMP / MLD "signalling" may actually have been sent by a device (like a Set Top Box) inside the Customer Premises.
In 5G-RG case, the UE (RG) requests a dedicated PDU Session for IPTV service (dedicated DNN and/or S-NSSAI). 
When required by IPTV sub-system, in-band (UP) DHCP based address allocation is requested by the UE (RG) for the PDU Session.
Over this dedicated PDU Session the UE (STB) issues IGMP / MLD "signalling" and receives the corresponding DL IP multicast traffic. SMF/UPF that support the mechanisms described in this solution are selected based on the dedicated DNN and/or S-NSSAI.

Based on the detection of this IGMP / MLD "signalling" over the User Plane, the SMF/UPF carries out following actions:


1)
if the UPF does not already receive the DL multicast traffic identified by this IGMP / MLD request e.g. if this is the first IGMP / MLD request, the UPF has received about an IP multicast traffic: the UPF exchanges N6 signalling such as PIM (Protocol-Independent Multicast) in order to connect to the N6 multicast distribution tree related with this IP multicast traffic; This ensures that the UPF receives the DL multicast traffic.

NOTE 2:
The IP multicast related signalling protocol used on N6 (e.g. Sparse Mode PIM-SM) to be supported over N6 is defined by local policies on the UPF.

2)
Add the PDU Session over which the IGMP / MLD request has been received to the UPF replication tree corresponding to the DL multicast traffic.

-
This does not require any multicast capability (such as "MBMS") from the 5G-AN. It can therefore apply for FWA e.g. when the NG-RAN does not support a multicast capability (such as "MBMS" evolutions for 5GS). But this implies replication of the IP multicast traffic over N3.
Editor's note:
The case where multiple UPF serve a PDU Session requires further study to determine which UPF could do the IP multicast traffic replication; it first need to be assessed whether a PDU Session serving a RG would need multiple UPF(s).
The solution assumes that UE and 5GC support RFC 4604 [26] on SSM;
The solution considers that the UE (STB) has been configured with the target IP multicast traffic information (e.g. IP multicast address, source of the multicast traffic) by means out of 3GPP specifications.

The solution assumes that the UE is not roaming 
Editor's note:
HR roaming would be possible as in HR the IP multicast address(es) that can be used can be configured by the Home operator on the UE while the IP multicast tree on N6 is under control of the Home operator . 
6.7.2
Description of the solution

Editor's note:
Further  description of solution is FFS.

During the establishment of a dedicated PDU Session for IPTV service (dedicated DNN and/or S-NSSAI) the SMF indicates to the UPF acting as PSA for the PDU Session that the PDU Session is eligible for IP multicast traffic and may provides the Network Instance associated with the N6 interface of the PDU Session. The UPF may determine the locally provisioned corresponding IP multicast configuration based on this information (Network Instance + indication that the PDU Session is eligible for IP multicast traffic). 
When the N4 Session is associated with the multicast indicator, the UPF enforces the multicast feature described below. Otherwise it forwards IGMP / MLD traffic and IP multicast traffic without any dedicated processing related with IP Multicast.
NOTE1: 
The IP multicast configuration can e.g. include Access Control List related with Source-Specific Multicast (SSM) as well as configuration parameters defined in clause 8 of [15] ;
When it receives IGMP / MLD "signalling" over the User Plane from the UE, the UPF (PSA) 
-
checks the validity of the request using the Access Control List associated with the Network Instance
-
acts as a Multicast Router as defined in [15] and [16]. This may include following actions
-
if  this is the first IGMP / MLD request the UPF has received about the target IP multicast traffic : the UPF exchanges N6 signalling such as PIM (Protocol-Independent Multicast) in order to connect to the N6 multicast distribution tree related with this IP multicast traffic; This ensures that the UPF receives the DL multicast traffic.

Configuration parameters of the N6 multicast related signalling protocol are associated by local UPF configuration with the Network Instance of the PDU Session.
-
the UPF adds the interface corresponding to the UE to list of interfaces towards which it should replicate DL packets corresponding to the IP multicast traffic target of IGMP / MLD request
The UPF (PSA) maintains membership for IP multicast traffic as defined in [15] and [16]. 
The UPF (PSA) supports the RFC 4604 [26];
6.7.3
Impacts on existing Network Functions

Editor's note:
The impact on existing network Functions is FFS.
1
The UPF need to be able to detect IGMP/MLD traffic and to support corresponding IP level multicast signalling (like IGMP/MLD and PIM).
2
The UPF needs to enforce DL traffic replication and to maintain membership for IP multicast traffic.
3 
The SMF and N4 are upgraded to indicate that a PDU Session is eligible for IP multicast traffic 
The solution does not require capabilities to replicate (multicast) traffic in the 5G AN but does not optimize N3 resources.
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