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* * * First Change* * *

4.x

Inter-PLMN Signalling and SEPP

4.x.1
General

Every Control Plane message in inter-PLMN signalling is sent via vSEPP and hSEPP. 

If PLMN and IPX have agreed on mediation services: 

-
the vSEPP shall send the request/subscribe to the next-hop IPX proxy, otherwise vSEPP shall send the request/response to the roaming partner hSEPP;

-
the hSEPP shall send the response/notify to the next-hop IPX proxy, otherwise hSEPP shall send the response/notify to the roaming partner vSEPP.

4.x.2
Inter-PLMN Signalling between NFs
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Figure 4.x.2-1 Inter-PLMN signalling between NFs

1.
NF sends Request/Subscribe to vSEPP. The NF indicates the target PLMN in the Request/Subscribe message.
2.
vSEPP applies filtering, policing and topology hiding.

3.
vSEPP forwards Request/Subscribe to the next hop. The next hop may be either an IPX proxy or the hSEPP of the roaming partner.

4.
hSEPP applies filtering, policing and topology hiding.

5.
hSEPP forwards Request/Subscribe to local NF.
6.
NF sends Response/Notify to local hSEPP.

7.
hSEPP applies filtering, policing and topology hiding.

8.
hSEPP forwards Response/Notify to next hop. Next hop may be either IPX proxy or vSEPP of the roaming partner.
9.

vSEPP applies filtering, policing and topology hiding.

10.
vSEPP forwards Response to NF.

4.x.3
Inter-PLMN Signalling between NRFs
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Figure 4.x.3-1 Inter-PLMN signalling between NRFs

1.
NF sends Request/Subscribe to vNRF. 
2.
vNRF determines that hNRF need to be contacted and sends Request/Subscribe to local vSEPP. The NRF indicates the target PLMN in the Request/Subscribe message. 

3.
vSEPP applies filtering, policing and topology hiding.

4.
vSEPP forwards Request/Subscribe to the next hop. The next hop may be either an IPX proxy or the hSEPP of the roaming partner.

5.
hSEPP applies filtering, policing and topology hiding.

6.
hSEPP forwards Request/Subscribe to hNRF.
7.
hNRF sends Response/Notify to local hSEPP.

8.
hSEPP applies filtering, policing and topology hiding.

9.
hSEPP forwards Response/Notify to next hop. Next hop may be either IPX proxy or vSEPP of the roaming partner.
10.


vSEPP applies filtering, policing and topology hiding.

11a.
vSEPP forwards Response to vNRF.

11b.
vSEPP forwards Notify to the NF that has send the Subscribe in step 1.

12.


vNRF forwards Response to the NF that has send the Request in step 1.
* * * End of Changes* * *
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