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Introduction

TS 23.501 currently provides that:
Clause 5.15.2.1
General
“When a UE is successfully registered over an Access Type, the CN informs the (R)AN by providing the Allowed NSSAI for the corresponding Access Type.”
This implies the RAN is aware of the Allowed NSSAI when the UE gets one. This is dues to a long standing assumption a Slice is a end to end network and so since the TR phase we have considered the RAN an essential part of the end to end network slice. So when a UE is registered in the CN with the slices in the allowed NSSAI, the RAN has to have the matching information to properly function and deliver the end to end behaviour for ALL slcies the UE may be using at any one time. In other words, the CN and RAN are aware of the slices a UE is registered with. For this reason if a certain slice is not used by a UE, the UE can abandon a slice by a registration procedure (and conversely, when a UE needs potentially a slice, it registers with it).
Then
Clause 5.15.5.2.1
Registration to a set of Network Slices 
“The Requested NSSAI shall be one of:

-
the Configured-NSSAI, or a subset thereof as described below, e.g. if the UE has no Allowed NSSAI for the serving PLMN; or

-
the Allowed-NSSAI for the Access Type over which the Requested NSSAI is sent, or a subset thereof and Access Type; or

-
the Allowed-NSSAI for the Access Type over which the Requested NSSAI is sent, or a subset thereof, plus one or more S-NSSAIs from the Configured-NSSAI as described below.”

“The UE shall include the Requested NSSAI in the RRC Connection Establishment and in the establishment of the connection to the N3IWF (as applicable) and in the NAS Registration procedure messages. However, the UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI for the corresponding PLMN or an Allowed NSSAI for the corresponding PLMN and Access Type.”

This means there is a clearly specified requirement that the UE provides the  Requested NSSAI in Registration procedures at AS layer connection establishment (if the registration happens when the Ue starts from CM-IDLE mode) As long as the UE has an allowed NSSAI for the PLMN/access type, the Requested NSSAI is the Allowed NSSAI unless a change in slice set to be used by the UE.

There is however no precise requirement on
a)  what to include in the AS layer connection establishment due to other procedures (Service Request), when the UE is registered and therefore it has an Allowed NSSAI.
b)  It is also not clear whether the RAN needs to be aware of the Allowed NSSAI for the UE when MT procedures or data needs to be terminated in the UE (as it would be pointless to page a UE for slices that are subject to congestion restrictions in the RAN.
c) It is not specified whether the allowed NSSAI awareness in the RAN can also be beneficial for other reasons, including RFSP selection.

:
Regarding point a.:
Let’s consider the following:

1) The control plane is shared among all the slices for the UE, so there is no way to affirm that once a certain connection is established, it cannot be use for signalling related to any other slice.

2) As a consequence, it would be incorrect to request a RRC connection assuming this is solely to be used for a single slice that a service request may be triggered by as this then can be used by all other slices. 

3) From 1 and 2 it follows that it is technically correct to request a RRC connection for all the slices that are part of the Allowed NSSAI. This is also consistent with the notion that the RAN receives the allowed NSSAI from the CN, as already in TS 23.501, so the RAN is aware of the Allowed NSSAI for the Ue to run the Network slicing logic.

4) With awareness of the set of slices the UE is currently allowed to use, i.e. based on Allowed NSSAI awareness, the RAN can implement suitable control plane logic to manage e.g. RAN congestion events or to manage overload control triggered by the RAN local policies, even before the CN is contacted. If congestion management decisions were based just on a single S-NSSAI, then the UE may get this one to casue a release of the RRC connecton only for then the UE having to request a RRC connection again for other S-NSSAIs (thus the signalling load in the RAN increases when congestion management is done, which is counter intuitive!).

5) Also, when a scheduling decision for SRBs needs to take place, the RAN benefits from awareness of the allowed NSSAI because if a UE in connected mode has a set of slices that globally should be higher priority than other set of slices, the RAN can take this decision. But if the RAN does not have this information, it will schedule just based on the already established and active PDU sessions (if any!) at most, and this may prevent UEs that have higher prirotiy to establish higher priority data sessions because the NAS sisgnalling for the higher prioritye slices a UE is registered with is not scheduled with the right priority level. So really the proper control plane handling for the allowe slices is impossible without the RAN being aware of the Allowed NSSAI.
The need for the RAN to run upfront policies based on S-NSSAIs awareness is also confirmed in TS 38.300. see for instance:
“The NG-RAN may be allowed to apply some provisional/local policies, based on awareness of which slice the UE is requesting access to.”
It is also clear that RAN also expect a confirmation from CN side that the UE is entitled to use some slices, so even if certain interim polices are based on trust of the UE indication, the RAN can adjust these based on authoritative information from the CN (and we meet this requirement already in TS 23.501 by providing the UE allowed NSSAI):

TS 38.300 states:

“It is the responsibility of the 5GC to validate that the UE has the rights to access a network slice.  Prior to receiving the Initial Context Setup Request message, the NG-RAN may be allowed to apply some provisional/local policies, based on awareness of which slice the UE is requesting access to. During the initial context setup, the NG-RAN is informed of the slice for which resources are being requested”

RAN-level provisional/local congestion management policies, for instance, could be applied based on local RAN decisions on the Allowed S-NSSAIs the RRC connections could potentially be used for.
If  during the 5G-AN connection establishment the UE provides  the Allowed NSSAI to the 5G-AN, the 5G-AN connection would be released only if all of the S-NSSAIs in it are subject to congestion management. This is consistent also with the Overload control policies triggered by the AMF. The UE may be sending signalling for any slice in the Allowed NSSAI once the RRC connection is established, so if some are not subject to restriction, it is right to keep the RRC connection. 

If however we just included one of the S-NSSAIs, or a subset of the Allowed NSSAI, the 5G AN connection establishment may be released if only these are subject to congestion control, even if shortly after the UE needs to send signalling for other slices also in the allowed NSSAI. The only issue in this example is: a release is cause depending on which request came first. So if the UE is lucky it gets a connection that also the Slices that are subject to congestion control can use, if not it has to get first released and then issus a SR for other S-NSSAIs. Once one S-NSSAI unlocks the RRC connection establishmet, all slices magically get to use the RAN resources even if the RAN would infividually not allowe them.  

So, bearing in mind that once a RRC connection is established all slices signalling  can be sent (the RAN does not police NAS level signalling S-NSSAIs), there seems to be no point (and actually it can be counter-productive) to release a RRC connection establishment based on partial upfront S-NSSAI awareness in the RAN, unless we specify that the RRC layer then tells the NAS layer that these slices cannot issue NAS signalling even if a RRC connection is established... but then this would turn a RRC layer back off timer into a NAS layer back off timer also, and so far this is not specified. It would also be quite a complicated mechanism.
Proposal 1 – it is proposed that the Requested NSSAI in RRC connection establishment for service request is set to the Allowed NSSAI.
Regarding point b.:
For the aspect related to paging/ mobile Terminated procedures: it is clear it would be pointless for the RAN to page a UE that has an allowed NSSAI that would result in its RRC connection establishment attempt to result in a Release of the RRC connection as the S-NSSAIs in the allowed NSSAI are subject to NG-RAN local congestion management. It is therefore proposed that the Paging request message is delivered to the NGRAN in a N2 message that also includes the Allowed NSSAI for the UE.

Proposal 2 – it is proposed that the N2 message carrying the paging request to the NG-RAN includes the Allowed NSSAI.
Regarding point c.:

So far it is assumed the PCF (by policy) and the UDM (by subscription) are the entities that control the setting of the RFSP index that is sent to the RAN. 
TS 23.503 states:

“The management of the RFSP Index enables the PCF to modify the RFSP Index used by the AMF to perform radio resource management functionality as described in TS 23.501 [2] clause 5.3.4.  PCF modifies the RFSP Index based on operator policies that take into consideration e.g. accumulated usage, load level information per network slice instance etc. The subscribed RSFP Index may be further adjusted by the PCF based on operator policies at any time.”
It is not however clear whether the S-NSSAI-specific load awareness in PCF (mediated by NWDAF, presumably) is viable. Since it is stated that the PCF considers dynamic information on slice load status, it is unclear if this refers to overall load (so not sure that load in CN should drive radio frequency selection choices), or carrier load status in the cell where the UE is. If it is the latter then it is obvious the node in the system with the most up to date information on carrier load status would be the NG-RAN, especially for the case there there is no need for the RAN to contact the CN before placing the UE in dormant state (whether IDLE or RRC Inactive). Also upon load status change the NDWAF should cause thePCF to update the RFSP for all the UEs. This means the PCF has to cause the AMF to contact the AMF and the AMF to contact the RAN where the UE is. This is a cumbersome loop that started from the RAN and ends in the RAN and it would be much more efficient that the RAN did the update to RFSP policies per Slice based on Slice load.
For this reason, since in TS 23.501 it is already stated the RAN knows the Allowed NSSAI, it is pragmatic to let the RAN also consider the Allowed NSSAI when selecting the RFSP for the UE. Indeed, the CN may pass its own RFSP Index value to the RAN based on its own logic, but the RAN should be allowed to override it based on local policies which may take the Allowed NSSAI and local load per slice/carrier into account. It should be noted that when the UE is in connected mode, the RAN may decide to place the UE in RRC-Inactive state and at that point in time provide it with a RFSP that is based on the most up to date information which also uses the allowed NSSAI, without the need to use the PCF in the CN to do exactly this. The interaction with the CN to establish the right RFSP in RRC Inactive would defeat the purpose of RRC inactive.
Proposal 3 – it is proposed that the NG-RAN is allowed to set the RSFP for the UE in accordance to local policy that takes into account the RSFP information provided by the CN and local information which may take into account the Allowed NSSAI.
3
Proposal
it is recommended the proposals 1, 2 and 3 here above are adopted and the CRs in S2-185311 and S2-185317 and S2-185323 are approved
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