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1
Introduction

RAN2, RAN3 and SA2 are discussing a new Rel-15 feature of UE differentiation under RAN work item NB-IOTenh2-Core (RP-172063) under NB-IOTenh2 (RP-141428). Neither of these approved WIDs identify core network or SA2 impact (Clause 8 says N/A). 
As part of the discussion between the WGs, RAN3 in their LS R3-182509 / S2-184703 is asking for feedback from the other groups on a new functionality that would add Subscription Based UE Differentiation Information IE and Local RRM Policy Specific UE Differentiation Information IE in S1 signalling. 

This discussion paper proposes that SA2 should reply to the received LS following the principles explained in chapter 2 below.

2
Discussion

2.1
SA2 impact

The two WIDs have been initiated by TSG RAN, and both RP-172063 and RP-171428 identify that no changes in other groups are needed (N/A). However, the MME UE context information and the affected S1 procedures are shown in 23.401, so the change would impact SA2 specification that is already frozen for Rel-15. 
The RAN CRs are also discussed under NB-IoT and CIoT specific work item code, yet the impact of the CRs seems very general. This would require consideration of the system impact of generic features that are not restricted to NB-IoT and CIoT only both in RAN and in SA2. 
Conclusion: SA2 should review the change and decide whether it is acceptable to add such new functionality in the Rel-15 architecture. 
2.2
Proposed new IEs
The change is about two different IEs that are proposed in the related CRs on S1 interface (R3-182508) and X2 interface (R3-182510). 

Subscription Based UE Differentiation Information IE reflects the UE Communication Pattern parameters as specified by SA2 in clause 5.10.1 of TS 23.682. The contents of this new IE is also fully specified, so can be assumed to be interoperable. 
The Local RRM Policy Specific UE Differentiation Information IE is understood to be a container of UE differentiation Information, not specified in detail, but specific to local RRM policy. It is described as follows in the stage 2 CR (TS 36.300): The Local RRM Policy Specific UE Differentiation Information is generated by the E-UTRAN and contains the local RRM policy specific information of one or serveral different local RRM policies that may be used and maintained by different E-UTRAN nodes of the same local RRM policy over several IDLE-CONNECTED cycles
Conclusion: Subscription Based UE Differentiation Information IE seems aligned with the SA2 specifications, but the Local RRM Policy Specific UE Differentiation Information IE is not in line with the SA2 specifications. 
2.3
Technical issues arising from Local RRM Policy 

Depending on the contents of the Local RRM Policy Specific UE differentiation IE, it can include information that should not be distributed in the network. For example, the full permanent identity of the UE is not shared with the eNB. If the Local RRM Policy container is used for transporting and storing security parameters, then how is the security and privacy guaranteed? 

The proposed Local RRM Policy Specific UE differentiation IE relates with a feature that contains vendor dependent aspects. This creates vendor dependency on specified system interfaces, which enable a system level feature that operators require. If the design of a feature in 3GPP depends, for its normal operation, on transferring proprietary information over interfaces that are supposed to be open, de facto it closes interfaces that 3GPP aims to keep open. On this ground this aspect of the proposed solution shall be ruled out unless the aspects of RRM policy to be transferred are fully specified so this can work across different vendors.
For the specific use to NB-IOT (ref. to the WI name and its scope) CP CIOT EPS optimisation is mandatory for NB-IOT UEs, and when used, there is neither SRB setup, nor AS context created. Furthermore, SA2 understands that there is no connected mode mobility support in NB-IOT that would require this container to be transferred to another eNB. Last but not least SA2 designed defined CIOT system optimisation based on the assumption that the traffic pattern for these devices will be "infrequent small data". All these aspects make it questionable whether a) RAN will be able to develop statistical significant "local RRM policy" e.g. if the device sends data infrequently and is mobile and b) how the eNB will use such policy given that there is no AS context. The latter is important because such "local RRM policy" shall not override or be in conflict with any of the standard based mechanisms for inter-UE QoS differentiation (i.e. based on QCI, ARP etc). 

Conclusion: The proposed Local RRM Policy Specific UE differentiation IE does not work in multi-vendor network, and it can also open up unforeseen security issues if the information in the container is not controlled by 3GPP. The use of it for NB-IOT (ref. to the WI code name and its scope) is not recommended and can lead to interoperability issues.  The mechanism does not work for CP CIOT EPS Optimisation that is mandatory for NB-IOT UEs. 
3
Proposal
Following the above conclusions, it is proposed that SA2 replies to the received LS R3-182509 / S2-184703 recommending against the introduction of the Local RRM Policy Specific UE differentiation which SA2 cannot agree as it is architecturally incomplete solution to a problem statement that is not clear. A draft LS has been provided in S2-18xxxx. 
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