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Abstract of the contribution: This contribution proposes a new use case and update the key issue for data collection from UEs. 
1 Introduction
In the current TR, the use cases and key issues are mainly focusing on collecting data from network. 
Actually, nowadays when the operator try to optimise/test its own network, the test team have collect the data from test UEs, e.g. driving a car with test UEs to every block where the operator provide service, or use OAM to instruct certain UEs to report data. Data from UE along with the data collected from network help to operator to identity the current status of the network.

However, when it comes to the study of NWDAF, the data collection from the UE side is missing.

2 Proposal
It is proposed to make the following changes to the TR 23.791.
* * * * Start of First Change * * * * 
5.1.X
Use Case X: < Data collection from UEs for a certain application >

5.1.X.1
Description

In the 5GS system, it is expected the 3rd parties purchase extra service from the operator to have better service experience, e.g. slice and dedicated QoS treatment. These 3rd parties manage their own applications, measure and care about the user experience of these applications. For example:

- 
For 3rd parity providing stream service, it requires high burst data rate, so that user can watch video smoothly.

- 
For 3rd party providing game service, it requires low latency and stable connectivity towards network, so that the user can enjoy playing games without interruption.
- 
For 3rd party providing V2X service, it requires extreme low latency and stable connectivity towards network, especially considering the high mobility, so that high level service can be supported, e.g. platooning and remote driving.
The NWDAF is targeting to fulfil the need of these various needs, by collecting data from different NFs in the network to affect the QoS or Policy to leverage the service. Details are described in the use cases of the TR, e.g. NWDA-Assisted QoS Provisioning (Use case 2), NWDA-assisted Determination of Policy in (3Use Case 5) and NWDAF-Assisted QoS Adjustment in (Use Case 6). 

Besides the data collected from different NFs in the network, the data from UE should also be considered. 
Actually, the UE can provides quite a lot of useful information from different perspective, for example:

- 
UE internal handling: The internal handling mean time from PDCP to MAC, the mean time from SR, BSR till the grant for transmission, when and only when certain application(s) is running.
-
UE status: CPU load, RAM load, battery status, when and only when certain application(s) is running.
- 
Signalling status: The downlink SINR, RSRQ and RSRP, when and only when certain application(s) is running. Note that OAM supports collecting data from UE, however the OAM doesn’t know which UE(s) should collected data from, as OAM has no visibility of running application(s) in the UE(s).
The use case is further summarized in this following table:

	Use case criteria
	Description

	Use characteristics
	Security, not real-time , without UE identity

	Potential provider 
	UE

	Input data
	Statistics of UE when certain service happens(e.g. traffic for a certain application)

-  Application level information

-  Signalling Status 

-  UE internal handling information

-  UE status

	Potential consumer NFs or AF
	PCF, 

	Output data
	The QoS rules for a certain service for PCF, e.g. dedicated to a group of UE with similar capability, or dedicated to a certain location.


	Possible resulting actions by the consuming NF/AF
	PCF applies different PCC rules (i.e. result in different QoS rules) for the same service towards different group of UEs. 

PCF applies different PCC rules (i.e. result in different QoS rules) for the same service but different location. 


* * * * Start of Second Change * * * * 
5.2
Key Issues

5.2.1
Key Issue 1: Analytic Information Exposure to UEs/5GS NF
5.2.1.1
Description

A 5GS NF may request or subscribe from NWDAF for providing analytic information to facilitate the NF and/or the UE for decision making. The analytic information may be requested and/or provided prior to or after UE registration or a PDU session establishment.

The 5GS NF and/or the UE may indicate in the request the expected output from the NWDAF. Based on the input from the 5GS NF and/or the UE, the NWDAF needs to provide the analytic information to the NF and/or the UE.
In this key issue, the following mechanisms need to be studied:
-
How a 5GS NF and/or a UE requests or subscribes to the NWDAF for providing analytic information (or relevant analytic information subset);

-
How the NWDAF provides/updates the analytic information to the 5GS NF and/or a UE.
* * * * Start of Second Change * * * * 
5.2.3
Key Issue 3: Interactions with UEs/5GC /NFs/AFs for Data Collection

5.2.3.1
Description

Use cases listed have a common requirement that NWDAF collects the data information present in the 5G system from UE, other 5GC NFs and AF(s) for analytic purposes.
NWDAF may access data of different data types, e.g. data related to a UE, a PDU session, an NF and a slice instance.

Such data can be described according to various aspects:

1.
Granularity: individual events, KPIs, list of events;
2.
Temporality: periodical, on demand by NWDAF, triggered by specific criteria, with validity period;
3.
Format: data files (e.g. event logs), SBI requests;
4.
Individuality: aggregated data (several UE) vs single scoped data (single UE) with possible anonymization.
In order to permit interoperability between NFs and NWDAF, it is necessary to define a framework for the provision of data to the NWDAF by UE, 5GC NFs and/or AFs, and the associated basic information set.

In addition, some of the information to be collected may be vendor / operator / deployment specific and so the data collection framework should be flexible enough to carry previously undefined / non-standard data (e.g. syslogs, call logs, vendor specific KPIs).
In this key issue, the following issues need to be studied:
-
Framework for data collection

-
Which/how 5GC NFs/AF can provide the data information to NWDAF?
-
Scoping and filtering: should the NWDAF be able to request (or subscribe) for the collection of analytics subsets in order to avoid uploading high volumes of unnecessary data, for instance on-demand analytics requested by the NWDAF to an NF, on the basis of an API allowing structured query (e.g. list of SBI events of type S during timeframe T, for instance related to certain KPIs for a subset of UEs on a specific DNN during last hour)?

-
Authentication and authorisation: how does the 5G system enforce authentication and authorization of the NWDAF for a certain data access, if required?
-
What is the data information to be reported to NWDAF and how does the UE report this data information to NWDAF?
5.2.3.2
Requirements

The NWDAF shall be able to collect data from the UEs, 5GC NFs and AFs.

A flexible framework for data collection (interfaces, basic information model and extension rules) should be defined.

The NWDAF should be able to refine the scope of collected information, on a per request basis.

The 5GC should enforce authentication and authorization of the NWDAF for a certain data access.

* * * End of Change * * * 
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