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1. Discussion
1.1 Addressing editor’s notes

This paper addresses the following editor's notes captured in Solution 8 and provides an evaluation of the solution.
	Editor's note:
It is FFS for interoperability across multi-vendors whether coordination is needed between IMs ASs for IMS Service Profiles and IMS Service IDs (Application IDs).


In the solution the proposal is that each IMS service is identified by the NEF using an App-Identifier. Each IMS service has associated IMS profile(s) that point to specific URSP rule(s). The App-identifier used is pre-agreed between the IMS service provide and the network provider and is out of scope of 3GPP.

The request by the IMS AS towards the Network Exposure Function includes the following information:

· The IMS service App-identifier

· The IMS Service Profile Id that points to a specific URSP rules
· Information on the IMS service provider 
· Optionally the affected UE(s) by providing an external identifier (e.g. MSISDN)
The information identifying the IMS service providers allows the NEF to distinguish between requests from Application Servers belonging to different IMS networks. Hence, any clash of App-Identifier or IMS service profile Id(s) can be resolved by the NEF by identifying the originator of the request.
	Editor's note:
Impacts of slicing to IMS charging is FFS


The impact of slicing to IMS charging is a general issue for all solutions where the UE routes traffic to the same IMS network via different slices. 

The solution provided propose either the UE to support multiple registration via each slice to the same IMS network or route IMS signalling via one slice and media traffic to a second slice. For both cases the P-CSCF will need to be configured to assign a correct charging identifier. One approach is to have a charging identifier assigned based on the ICSI or the type of media used. The access network will also need to be configured with appropriate CDRs based on the type of media used.
Further details on IMS charging impacts will need to be specified in SA5 & CT1.

	Editor's note:
It is FFS if this step requires a new NEF service to be specified or whether the Nnef_ParameterProvision_UpdateRequest (clause 4.15.6.2 of TS 23.502 [4]), can be re-used.

Editor's note:
It is FFS if the "Nudm_SubscriberDataManagement" service can be used to convey Application profile requirements.


The procedure defined in subclause 4.15.6.2 of 3GPP TS 23.502 is re-used to allow an IMS AS acting as an AF to request via an NEF to change the profile of an IMS service and thus change URSP rules in the UE. The AF would request a new service profile using the Nnef_ParameterProvision_Update service request and the NEF will update the UDM using the Nudm_ParameterProvision_Update service request. The UDM will then update the PCF with new URSP rules using the Nudr_DM_Notify procedure.
	Editor's note:
The solution where the AF provides the IMS Service Profile directly to the UDM/UDR is FFS.


In case the IMS AS acting as an AF is an internal function the AF can directly interface with the UDM using the Nudm_ParameterProvision_Update requesting a specific IMS profile for an IMS service.

1.2 Evaluation of Solution 8
The solution allows an IMS service provider to influence the network operator on what URSP rules should be provided at the UE. The UE uses the URSP rules to identify how to route IMS traffic via multiple slices to an IMS network.
The solution requires the UDM/UDR to have a database of different URSP rules based on the Application ID of the IMS service, the IMS Service Profile requested and the IMS service provider. 
An added advantage is that this solution can be used by any AF supporting an IMS or non-IMS application that requires traffic to be sent via multiple slices.
2. Proposal

The following updates are proposed for solution 8
* * * First Change * * * 

6.8
Solution 8: Application Function influence on network slice selection

6.8.1
Description

6.8.1.1
General

Solution is related to Key Issue #3.

An Application Function (AF) can provide to the 5G core network information to assist in determining the 5GC slice required by a specific IMS service. The AF sends a request to the NEF, providing an IMS service profile, which requests to associate an IMS service (associated with an identifier e.g. with an App-id-4) with a certain IMS service profile and with a certain IMS application provider. This request may also include the external identity of a single UE (e.g. the MSISDN), or the external identities of multiple UEs. If no UEs are included, the request could affect all UEs associated (e.g. based on subscription) with the identified application provider.
The IMS service profile identifies one of the service profiles pre-agreed between the mobile operator and the IMS operator. How the IMS Service Profile is constructed is out of scope of 3GPP. An example list of pre-agreed service profiles is shown below.

	IMS Service Profile #1
	Service Profile Id = 1010

Service Type = Voice

Delay < 20 msec

	IMS Service Profile #2
	Service Profile Id = 1012

Service Type = Video

Delay < 10msec

	…
	…


The AS maps the IMS service (App-id-4) to one of the pre-agreed service profiles based on the known characteristics of the IMS service, e.g. based on the type and/or the traffic requirements of the IMS service and sends the request to the UDM/UDR via the NEF.

The AS request (that associates an IMS service to an IMS service profile) to the NEF include:
-
the IMS Service Id.

-
the Service Profile Id.

-
Information on the IMS Application provider.

-
Optionally the affected UE(s) by providing an external identifier (e.g. MSISDN).

The UDM/UDR uses the IMS service profile id to derive the type of service required (i.e. Service Type: Voice, Delay Characteristics) and retrieve the appropriate NSSP policies.

NOTE:
It is assumed that the UDR has pre-configured NSSP policies based on the service profile requested by the AF.

The PCF is notified of new UE Policies and delivers the updated UE Policies based on the Policy delivery mechanism described in TS 23.502 [4].

The IMS client in the UE checks the updated URSP policies in order to identify the PDU session to send the IMS traffic of a specific IMS service as illustrated below:
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Figure 6.8.1.1-1: AF influencing URSP rules for network slice selection


The procedure that enables this functionality is specified in the next clause.

6.8.1.2
Procedure for AF (IMS AS) to influence network slice selection
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Figure 6.8.1.2-1: Processing AF requests to influence network slice selection
0.
The IMS AS maps an IMS service to one of the service profiles pre-agreed between the mobile operator and the IMS operator. This mapping can be based e.g. on the known traffic type and/or traffic requirements of the IMS service.

NOTE 1:
The IMS service profiles pre-agreed between the mobile operator and the IMS operator are outside the scope of 3GPP.

1.
An AF (IMS Application Server) calls the "Set Profile" service supported by NEF, which requests to associate the IMS service (a) with a certain service profile and (b) with a certain application provider. The IMS service is identified by an identifier (App-Identifier). The IMS Service Profile is identified by a Service Profile Id. The request may also include the external identity of a single UE (e.g. the MSISDN), or the external identities of multiple UEs. If no UEs are included, the request could affect all UEs associated (e.g. based on subscription) with the identified application provider. The IMS service profile is the one determined in the previous step and identifies one of the service profiles pre-agreed between the mobile operator and the AF operator. The AF uses the Nnef_ParameterProvision_Update request to request a profile change as specified in subclause 4.15.6.2 of 3GPP TS 23.502[4].

2.
The NEF calls the "Nudm_ParameterProvision_Update" service as described in subclause 4.15.6.2 of 3GPP TS 23.502[4], which requests to update the policy data (i.e. NSSP) of a single UE or of multiple UEs. The UDM maps each of the received external UE identities (e.g. MSISDNs) to a Subscriber Permanent Identity (SUPI).


3.
Based on the received service profile and application provider, the UDM determines an S-NSSAI or a prioritized list of S-NSSAIs that should be associated with the identified application.

4.
The UDM derives an NSSP rule for the identified IMS service using the S-NSSAI(s) determined in the previous step.

NOTE 2:
It is assumed that the UDM/UDR has NSSP rules per IMS Service Profile type. Based on the IMS service profile requested by the AF the UDM/UDR will have an associated NSSP rule.

5.
The UDM identifies the affected UEs based on the UE identities received in step 2 and updates the NSSP policy for each one of these UEs. The NSSP policy for each UE is stored in UDR.

6.
The UDM responds to the service request received in step 2 and, in turn, the NEF responds to the service request received in step 1.

7.
The PCF(s) serving the affected UEs is notified of updated URSP rule using the Nudr_DM_Notify service operation as described in clause 4.16.2.2 of TS 23.502 [4].

8.
A PCF receiving the Notify message from UDM determines that new NSSP policy is available for the associated UE and sends the updated NSSP policy to UE via the AMF and the N1 interface. After the UE receives the updated NSSP policy, the UE shall attempt to send the traffic of the identified application over a PDU session that matches the S-NSSAI included in the updated NSSP policy.

NOTE 3:
Impacts on IMS signalling are addressed in Solution 11.
NOTE 4: In case the IMS AS acting as an AF is an internal function the AF can directly interface with the UDM using the Nudm_ParameterProvision_Update requesting a specific IMS profile for an IMS service.



6.8.2
Impacts on existing nodes and functions

Editor's note:
This clause describes impacts to existing entities and interfaces.


The solution requires the UDM/UDR to have a database of different URSP rules based on the Application ID of the IMS service, the IMS Service Profile requested and the IMS service provider. 
The impact of slicing to IMS charging is a general issue for all solutions where the UE routes traffic to the same IMS network via different slices. 

The solution provided propose either the UE to support multiple registrations via each slice to the same IMS network or route IMS signalling via one slice and media traffic to a second slice. For both cases the P-CSCF will need to be configured to assign a correct charging identifier. One approach is to have a charging identifier assigned based on the ICSI or the type of media used. The access network will also need to be configured with appropriate CDRs based on the type of media used.

Further details on IMS charging impacts will need to be specified in SA5 & CT1.

6.8.3
Solution Evaluation

Editor's note:
This clause provides an evaluation of the solution.

The solution allows an IMS service provider to influence the network operator on what URSP rules should be provided at the UE. The UE uses the URSP rules to identify how to route IMS traffic via multiple slices to an IMS network.

An added advantage is that this solution can be used by any AF supporting an IMS or non-IMS application that requires traffic to be sent via multiple slices.

* * * End of Changes * * * 
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