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	Reason for change:
	There is still an unresolved EN left for binding the AF request to the relevant PCF:
“Editor's note:
Additional information needed by the network functionality, e.g. for network slicing, is FFS.”
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How the DNN and the Network slicing information (i.e. S-NSSAI) is used for PCF selection By the BSF is still unclear.
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First Change

6.1.1.2
Binding an AF request targeting an IP address to the relevant PCF

6.1.1.2.1
General

When multiple and separately addressable PCFs have been deployed, a network functionality is required in order to ensure that an AF needing to send policies about UE traffic identified by an UE address can reach over N5/Rx the PCF holding the corresponding PDU Session information. This network functionality has the following characteristics:

-
It has information about the user identity, the DNN, the S-NSSAI, the UE (e.g. IP) address(es) and the selected PCF address for a certain PDU Session.
-
For IP PDU Session type, it shall receive information when an IP address is allocated or released for a PDU Session. 
-
For Ethernet PDU Sessions supporting binding of AF request based on MAC address, it shall receive information when a MAC address is detected as being used by the UE over the PDU Session; this detection takes place at the UPF under control of SMF; This is defined in TS 23.501 [2] clause 5.8.2.

-
The functionality determines the PCF address, selected by the PCF discovery and selection function described in TS 23.501 [2], according to the information carried by the incoming requests from the AF.  
-
This functionality is able to proxy or redirect N5/Rx requests targeting a UE IP address.

The AF may provide in the AF request together with the UE address:

- the DNN, the S-NSSAI or both
- or the AF-Service-Identifier, and then the NEF may translate it to DNN, S-NSSAI or both. 
The UE IP address, DNN and S-NSSAI combination may be provided to the BSF either directly or via NEF to find the PCF address that handles the SM Association for this PDU session to address the following scenarios when the IPv4 address is allocated to the PDU session:

· The same UE IPv4 address is allocated to different PDU sessions to the same DNN and different S-NSSAI;

· The same UE IPv4 address is allocated to different PDU sessions to the same S-NSSAI and different DNN
NOTE: Which components of the (UE IP address, DNN and S-NSSAI) combination are used by the BSF to determine the PCF address is dependent on operator configuration. 
6.1.1.2.2
The Binding Support Function (BSF)

The BSF has the following characteristics:

-
The BSF stores information about the user identity, the DNN, the UE (IP or Ethernet) address(es), the S-NSSAI, and the selected PCF address for a certain PDU Session. This information may be stored in the UDR as structured data or internally in the BSF.
-
The PCF registers, updates and removes the binding information from the BSF using the Nbsf management service operations defined in TS 23.502 [3].

-
The PCF ensures that it is updated each time an IP address is allocated or de-allocated to the PDU Session or, for Ethernet PDU Sessions supporting binding of AF request based on MAC address, each time it has been detected that a MAC address is used or no more used by the UE in the PDU Session.

-
For retrieval binding information, any NF, such as NEF or AF, that needs to discover the selected PCF for the tuple (UE address, DNN, S-NSSAI, SUPI, GPSI) (or for a subset of this Tuple) uses the Nbsf management service discovery service operation defined in TS 23.502 [3].
The BSF may be deployed standalone or may be collocated with other network functions, such as PCF, UDR, NRF, SMF.

NOTE:
Collocation allows combined implementation.

For any AF using Rx, such as P-CSCF, the BSF determines the selected PCF address according to the information carried by the incoming Rx requests. The BSF is able to proxy or redirect Rx requests targeting an IP address of a UE to the selected PCF.
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