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	Reason for change:
	The situation that one UE MAC address is shared by multiple ehternet PDU Sessions may happen under the current specification, which is out of expectation. For example, UE is provisioned with only one MAC address and the UE has established mulitple PDU Sessions of Ethernet type, e.g., with different Access, different SSC Mode, different Slice, Different DNN. 
In case this situation occurs, problems will happen in the following aspects:

· Uplink Data Transfer: even the URSP can be used to bind an application to one PDU Session, but the data are all encapsulated with the same MAC address, if several sessions share one UE MAC address, the UE can’t route the data on the exact PDU Session just based on the source UE MAC address

· Downlink Data Transfer: UPF may associate one MAC address with more than one PDU Sessions, than UPF can’t select the correct PDU Session exactly

· Session binding: For Ethernet type PDU Session, the PCF performs the session binging with the UE MAC address, SUPI, DNN. Then the PCF may wrongly bind the AF service session to multiple PDU sessions. This is not a one-to-one binding.

	
	

	Summary of change:
	Prevent one UE MAC address associate with more than one PDU Sessions

	
	

	Consequences if not approved:
	Problems occur on uplink/downlink data transfer and session binding mechanism specified in the TS.
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***** Start of Changes *****
5.6.10.2
Support of Ethernet PDU Session type

For a PDU Session set up with the Ethernet PDU Session type, the SMF and the UPF acting as PDU Session Anchor can support specific behaviours related with the fact the PDU Session carries Ethernet frames. Based on operator configuration, the SMF may request the UPF acting as the PDU Session Anchor to proxy ARP/IPv6 Neighbour Solicitation or to redirect the ARP traffic from the UPF to the SMF.

Ethernet Preamble and Start of Frame delimiter are not sent over 5GS:
-
For UL traffic the UE strips the preamble and frame check sequence (FCS) from the Ethernet frame.
-
For DL traffic the PDU Session Anchor strips the preamble and frame check sequence (FCS) from the Ethernet frame.
Neither a MAC nor an IP address is allocated by the 5GC to the UE for this PDU Session. The UPF shall store the MAC addresses, received from the UE, and associate those with the appropriate PDU Session.

The UE shall not simultaneously have more than one established PDU Sessions of Ethernet type associated with same MAC address.
NOTE 1:
The UE may operate in bridge mode with regard to a LAN it is connecting to the 5GS, thus different MAC addresses may be used as source address of different frames sent UL over a single PDU Session (and destination MAC address of different frames sent DL over the same PDU Session)

NOTE 2:
Entities on the LAN connected to the 5GS by the UE may have an IP address allocated by the DN but the IP layer is considered as an application layer which is not part of the Ethernet PDU Session.
NOTE 3:
In this Release of the specification, only the UE connected to the 5GS is authenticated, not the devices behind such UE

Different Frames exchanged on a PDU Session of Ethernet type may be served with different QoS over the 5GS. Thus, the SMF may provide to the UPF Ethernet Packet Filter Set and forwarding rule(s) based on the Ethernet frame structure and UE MAC address(es). The UPF detects and forwards Ethernet frames based on the Ethernet Packet Filter Set and forwarding rule(s) received from the SMF. This is further defined in clauses 5.7 and 5.8.2.

When a PDU Session of Ethernet PDU type is authorized by a DN as described in clause 5.6.6, the DN-AAA server may, as part of authorization data, provide the SMF with a list of allowed MAC addresses for this PDU Session; this list is limited to a maximum of 16 MAC addresses. When such a list has been provided for a PDU Session, the SMF sets corresponding filtering rules in the UPF(s) acting as PDU Session Anchor for the PDU Session and the UPF discards any UL traffic that does not contains one of these MAC addresses as a source address.
In this Release of specification, the PDU Session of Ethernet PDU Session type is restricted to SSC mode 1 and SSC mode 2.

***** End of Changes *****
