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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution proposes to relax the requirement of backward compatibility of the Mutually Exclusive Access to Network Slices feature with Rel-15 5GC.
1	Discussion 
At SA2 #127 a UE based solution for the Mutually Exclusive Access to Network Slices was proposed in S2-183753.
This solution proposes to introduce a new sub-field, the S-NSSAI Group, in the URSP, as part of the Network Slice Selection field of the Route Selection component, with the following use:
-	If an S-NSSAI value in the URSP is associated with an S-NSSAI Group, all instances of this S-NSSAI in the URSP shall be associated with the same S-NSSAI Group value.
-	If the UE includes in the Requested NSSAI (or its associated mapping) an S-NSSAI value in the URSP is associated with an S-NSSAI Group, the UE shall not include in the Requested NSSAI another S-NSSAI value associated with a different S-NSSAI Group.
The proposed solution does not impact either the Rel-15 5G UEs or the Rel-15 5GC (deployed in PLMNs not supporting the Mutually Exclusive Access to Network Slices feature): therefore it could be considered backward compatible with Rel-15 specifications where the following note was added:
NOTE:	In this Release of the specification it is assumed that in any (home or visited) PLMN it is always possible to select an AMF that can serve any combination of S-NSSAIs that will be provided as an Allowed NSSAI.
because in Rel-15 there is no mechanism to restrict a UE subscribed to a set of Network Slices from simultaneously using mutually exclusive combinations of such subscribed Network Slices.
However a pure UE based solution does not allow the (home and/or visited) network to enforce the Mutually Exclusive Access to Network Slices: the segregation of Network Slices that shall not be accessed simultaneously relies only on the proper behaviour of the UE that cannot be considered as trusted.
Furthermore, it is impractical to assume serving and home PLMNs can always synchronize and coordinate among each other for their respective part of the Mutually Exclusive Slice(s). In Rel-15, it has been decided that, each PLMN is responsible for their deployment and configuration decisions of S-NSSAIs. Therefore, the same practice for slice resource management flexibility should be allowed for each PLMN to organize and to deploy their respective part of slice to be Mutually Exclusive or not.  
The only practical way for the PLMNs to manage the Mutually Exclusive Access to Network Slices to meet their specific requirements (e.g. resource management, SLA etc.) is to have control of which Network Slices shall not be accessed simultaneously and, as said above, Rel-15 5GC as it stands cannot do it unless the backward compatibility requirement is relaxed.

2.	Proposal 
Proposal: in order to achieve the network enforcement of the Mutually Exclusive Access to Network Slices when a Rel-16 5G UE roams in a PLMN that has deployed a Rel-15 5GC, it is proposed to endorse that impacts to Rel-15 5GC should be considered as acceptable, even though minimized.
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