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* * * First Change (on 4.15.1) * * * *
4.15.1
General
The network capability exposure comprises

-
Exposure of network events externally as well as internally towards core network NFs;

-
Exposure of provisioning capability towards external functions;

-
Exposure of policy and charging capabilities towards external functions;

-
Exposure of core network internal capabilities for analytics.

When subscribing to event reporting the NF consumer(s) provide:

-
One or multiple Event ID(s). An Event ID identifies the type of event being subscribed to (e.g. PDU Session release, UE mobility out of an Area of Interest, etc.).
-
Event Filter Information: Provides Event Parameter Types and Event Parameter Value(s) to be matched against, in order to meet the condition for notifying the subscribed Event ID e.g. the Event Parameter Type could be "Area of interest" and Event Parameter Value list could be list of TAs; The Event Filter depends on the Event ID. The Event Filter Information is provided per Event ID(s) being subscribed to: within a subscription different Event ID(s) may be associated with different Event Filter Information.

-
Event Reporting Information described in the Table 4.15.1-1 below. Within a subscription all Event ID(s) are associated with an unique Event Reporting Information.
-
The target of event reporting: this may indicate a specific UE or PDU Session, a group of UE(s) or any UE (i.e. all UEs), Within a subscription all Event ID (s) are associated with the same target of event reporting (possibly corresponding to multiple UE or multiple PDU Sessions).
-
A Notification Target Address (+ Notification Correlation ID) allowing it the Event Receving NF to correlate notifications received from the Event provider with this subscription. A subscription is associated with an unique Notification Target Address (+ Notification Correlation ID). In case that the NF consumer subscribes to the NF producer on behalf of other NF, the NF consumer includes the Notification Target Address(+Notification Correlation ID) of other NF for the Event ID which is to be notified to other NF directly,  and the Notification Target Address(+Notification Correlation ID) of itself for the Subscription change related event notification. Each Notification Target Address(+ Notification Correlation ID)  is associated with related (set of) Event ID(s)

When the subscription is accepted by the Event provider NF, the consumer NF receives from the event provider NF an identifier (Subscription Correlation ID) allowing to further manage (modify, delete) this subscription.

NOTE 1:
The Notification Correlation ID is allocated by the consumer NF that subscribes to event reporting and the Subscription Correlation ID is allocated by the NF that notifies when the event is met. Both correlation identifiers can be assigned the same value, although in principle they are supposed to be different, as they are optimized for finding the subscription related context within each NF.

The consumer NF may use an operation dedicated to subscription modification to add or remove Event ID(s) to this subscription or to modify Event Filter Information.

Events are subscribed by the consumer NF(s) by providing Event Filters. The content of the Event Reporting Information is described in Table 4.15.1-1.

Table 4.15.1-1: Event Reporting Information
	Event Reporting Information Parameter
	Description

	1)
Event reporting mode
	Mode of reporting - e.g reporting up to a maximum number of reports, , periodic reporting along with periodicity, reporting up to a maximum duration

	2)
Maximum number of reports
	Maximum number of reports after which the event subscription ceases to exist (see NOTE 2)

	3)
Maximum duration of reporting
	Maximum duration after which the event subscription ceases to exist (see NOTE 2)

	4)
Immediate reporting flag
	The Event provider NF notifies the current status of the subscribed event, if available, immediately to the consumer NF. 


NOTE 2:
Explicit unsubscribe by the NF consumer is still possible.

While the Event Reporting Information is generally mandatory in a subscription request, not all information above is mandatory

Corresponding notifications contain at least the Notification Correlation ID together with the Event ID and the individual target (e.g. UE or PDU Session ID) associated with the notification.

The following clauses describe the external exposure of network capabilities and core network internal event and capability exposure.
When the immediate reporting flag is set, the first corresponding event report is included in the output message, if corresponding information is available at the reception of the subscription request of the event.
After successful event subscription, if the event provider NF determines the termination of event subscription based on Event Reporting Information for each event to be reported, the event provider NF sends the event report with the final report indication to the NF service consumer. After sending the final event report to the NF service consumer, the event provider NF may release the association with the NF service consumer without waiting for the unsubscription request from the NF service consumer. If the final event report indication is included in the event report message, the NF service consumer unsubscribes the event subscription without sending an unsubscription request to the event provider NF.

If the NF service consumer decides to terminate the event subscription, it unsubscribes the event subscription by sending unsubscription request to the event proivider NF. After receiving unsubscription request from the NF service consumer, the event provider NF terminates the event subscription.
* * * Second Change (on 5.2.2.3.4) * * * *
5.2.2.3.4
Namf_EventExposure_Notify service operation

Service operation name: Namf_EventExposure_Notify.

Service operation description: Provides the previously subscribed event information to the NF Consumer which has subscribed to that event before.
Input, Required: AMF ID (GUAMI), Notification Correlation Information, Event ID, corresponding UE (SUPI and if available GPSI).

Input, Optional: Event specific parameter list.
Output, Required: None.
Output, Optional: Final event report indication.
When the AMF detects a UE access and mobility event corresponding to a Subscription, it invokes Namf_EventExposure_Notify service operation to the NF consumer(s) which has subscribed to the UE mobility event before. The event is notified towards the consumers for which the Event filters (which may include "AN type(s)") match. The Notification Target Address (+ Notification Correlation ID) indicates to the Event Receiving NF the specific event notification subscription. The event specific parameter indicates the type of mobility event and related information, e.g. Registration Area Update/new Registration Area.

The optional event specific parameter list provides the values that matched for generating the event notification. The parameter values to match are specified during the event subscription (see clause 5.2.2.3.2). For example if the event type reported is "AN change", the event specific parameter list contains the value of the new AN.
If the final event report indication is included in the Namf_EventExposure_Notify, the NF service consumer unsubscribes the event subscription without sending an unsubscription request to the AMF.

* * * Third Change (on 5.2.8.3.2) * * * *
5.2.8.3.2
Nsmf_EventExposure_Notify service operation

Service operation name: Nsmf_EventExposure_Notify

Description: Report UE PDU Session related event(s) to the NF which has subscribed to the event report service.

Input Required: Event ID, Notification Correlation Information, UE ID (SUPI), PDU Session ID.
In case of DNAI change notification, the following is furthermore required:

-
type of notification (early or late);

-
source and/or target DNAI(s); and

-
IP address/prefix of the UE.

In case of DNAI change notification, if the PDU Session type is not IP, the following is required:

-
SUPI; and

-
N6 information related to the UE.

Input, Optional: Event specific parameter list.

Output Required: Results Indication.
Output, Optional: Final event report indication, Redirection information.
See clause 4.3.3.2 and clause 4.3.6.3 for examples on usage of this service operation.

When the SMF detects the event subscribed by the NF consumer, the SMF reports the subscribed event together with the Notification Target Address (+ Notification Correlation ID) to the Event Receiving NF.
The optional event specific parameter list provides the values that matched for generating the event notification. The parameter values to match are specified during the event subscription (see clause 5.2.8.3.3).
See clause 4.3.6.3 for details on usage of this service operation toward Application Function.

If the NF consumer is AMF and the result of the service operation fails, the AMF shall set corresponding cause value in result indication which can be used by the SMF for further action. In case the related UE is not served by the AMF and the AMF knows which AMF is serving the UE, the AMF provides redirection information which can be used by the SMF to resend UE related message to the AMF that serves the UE.
If the final event report indication is included in the Nsmf_EventExposure_Notify, the NF service consumer unsubscribes the event subscription without sending an unsubscription request to the SMF.
* * * Fourth Change (on 5.2.6.2.4) * * * *
5.2.6.2.4
Nnef_EventExposure_Notify service operation

Service operation name: Nnef_EventExposure_Notify
Description: NEF reports the event to the consumer that has previously subscribed.

Inputs (required): Event ID, Notification Correlation Information.

Inputs (optional): Event information (defined on a per Event ID basis).

Outputs (required): Operation execution result indication.
Output (optional): Final event report indication.
If the final event report indication is included in the Nsmf_EventExposure_Notify, the NF service consumer unsubscribes the event subscription without sending an unsubscription request to the NEF.
* * * End of Changes * * * *
