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Introduction
BBF SD-420 reads in “Key Issue 6: Session Management”

Bridged and Bridged/Routed RG have the following properties:

A) They require the service edge (3GPP context 5GC) to identify each device and perform subscriber management at two levels, per-home level and per-device level

B) The subscriber management level:

1. Applies access management and bandwidth management to individual device/service

2. Enforces aggregate bandwidth for the home (i.e. perform HQOS).

C) Each device within a home requests for IPv4/v6 address directly with the service edge
D) The RG tags VLAN(s) onto subscriber traffic which can be used to identify the home or different services

Note that support of BBF TR-317 “ Network Enhanced Residential Gateway” is part of these requirements and includes:
The vG has MAC address visibility of all the devices on the home LAN; it can therefore categorize devices based on their owner or device profile and apply a specific set of policies. Examples of per device services include: 

 Parental control: devices belonging to children can have access to the Internet restricted, for example by time-limits on usage or only being able to access age appropriate content, while parents have unrestricted access. 

 Enhanced home office: a work laptop gets bandwidth and prioritization based on a specified QoS policy. 

 Assured multimedia: video devices (AppleTV, Chromecast, Roku,…) get the highest QoS priority 

 Guest service restrictions: unknown devices can access the Internet, but no other services. 

The 5GC is to provide (at least) the same services than the legacy “Service edge” of the BBF architecture.
5GC User Plane handling for Bridged and Bridged/Routed RG has thus following requirements:
· Transfer of Ethernet frames in the 5GC so that the network (UPF) should be capable to identify traffic from individual devices in the Customer Premises. This is e.g. to apply specific policies related with the terminal (e.g. parental control). 
· But the service delivered by the 5GC is an IP Service where for example

-
the 5GC allocates the IP address  / Prefix to the devices in the Customer Premises
-
the 5GC acts as the first hop router for the device

Basically a BNG provides the service of a Router that serves an Ethernet LAN (allocation of IP addresses, mapping to MAC addresses, etc…) and that can Optionally provide specific services to devices based on their MAC address. Such kind or Router can also support WLAN access Points (that integrate a RG functionality).

Current Ethernet PDU Session type does NOT fulfil the need described above
5.6.10.2
Support of Ethernet PDU Session type

[…]

Neither a MAC nor an IP address is allocated by the 5GC to the UE for this PDU Session.
changes wrt previous version
void
Proposal
It is proposed to update TS 23.716 as follows.
* * * Change * * *ALL text new * 
6.x
Solution #x – Support of “combo Ethernet + IP” service
6.x.1
Overview

This solution addresses KI # 14; it relates to BBF SD-420 [xx] Key Issue 6:”Session Management”

This solution is meant to apply to both 5G-RG (connected over FWA and/or via a Wireline access) and FN-RG collectively called "UE" in this solution.
This solution aims at serving Bridged and Bridged/Routed RG, where the “service edge” (that in the 5GC context can be mapped to SMF/UPF) needs to: 

· identify each device behind the UE (RG) via the MAC address of the device: for this purpose  Ethernet frames are exchanged between the UE (RG) and  the 5GC so that the network (UPF) is capable to identify traffic from individual devices in the Customer Premises. 

NOTE 1:
This is e.g. to apply specific policies related with the terminal (e.g. parental control or Enhanced home office service where a work laptop gets bandwidth and prioritization). 
· provide an IP service to the Customer premises e.g. allocate IPv4/v6 address / Prefix to devices behind the UE (RG)

· map between the IPv4/v6 address / Prefix of a device behind the UE (RG) and its MAC address
NOTE 2: 
This solution is only meant to be used in deployments with Bridged and Bridged/Routed RG
It relies on a PDU Session Type where 

1.
Ethernet frames are exchanged between the UE (RG) and the UPF acting as PSA. The layer 2 framing below IP is called “customer layer 2 header” below. The “customer layer 2 header” may contain multiple levels of VLAN tagging
2.
Ethernet frames exchanged between the UE (RG) and the UPF carry IP traffic (and IP auxiliary protocols: ARP, ND)
3.
An IP service is delivered at N6 where for example IP addresses are allocated to individual devices behind the UE (RG) (devices in the Customer Premises)
4.
The UPF acting as PSA maps between the IPv4/v6 address / Prefix of a device behind the UE (RG) and its “customer layer 2 header”
-
in UL the “customer layer 2 header” framing coming from a device in the Customer Premises is removed by the UPF. The 

-
in DL the “customer layer 2 header” is added by the UPF before sending the traffic towards a device in the Customer Premises
Editor’s Note: the “customer layer 2 header” framing is to be defined by BBF
A dedicated  PDU Session Type called “combo Ethernet + IP” is used for that purpose
A 5G-RG configured to work in Bridged and Bridged/Routed mode requests PDU Sessions with the PDU Session Type “combo IP + Ethernet”.

NOTE 2: This PDU Session Type has many similarities with the Ethernet PDU Session Type but services described in bullets 3 and 4 above are not supported by the Ethernet PDU Session Type
There is an unique UDM subscription for the customer premises regardless of the number of devices that are subject of a specific handling. 

When some devices are subject of a specific service, the identity of these devices (MAC address) and the parameters of their specific service (e.g. Access restriction for parental control, dedicated QoS) are configured in the policy data related with the subscription (UDR). Other devices benefit of a baseline service and do not require to be individually identified in the policy data related with the subscription (UDR)
6.x.2
Description of the solution
 EN: Further description of the solution is FFS

This PDU Session Type supports following features on top of those supported by the Ethernet PDU Session Type

- 
An IP service is delivered at N6 where for example IP addresses are allocated to individual devices behind the UE (RG) . The same IP address allocation mechanisms (including deferred IPv4 and DHCPV6 IP address allocation) are supported than in case of RG supported by the IP PDU Session Type
-
the UPF acts as the first hop router of the devices in the customer premises. Especially it supports the behaviour described in bullet 4 of § 6.X.1
-
SMF may report not only Ethernet addresses but also the corresponding IP address to the PCF;

-
PCF binding using BSF is based on the IP @ of the devices
6.x.3
Impacts on existing Functions

EN: FFS

1
SMF / UPF and PCF need to support a new PDU Session type 
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* * * Change * * * *
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