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Abstract of the contribution: This contribution addresses the editor’s note in sol#13 and sol#15, and added details procedures.
1.
Introduction
Changes for Solution#13

Sol#13 has an editor’s note on the charging aspects in case of PCR determine to send PCC rules directly to the I-SMF. Firstly, the I-SMF will have similar functionalities as A-SMF, but simply it inserted in the middle of the session, it become an intermediate function. This solution proposes to have an additional N7 interface between the PCF and I-SMF. In this case, PCF can directly send policies to the I-SMF. Charging issue will only appears when the I-SMF offload (i.e. inserting UL-CL) traffic of a PDU session. In this case, will have below possibilities:
· I-SMF forwards all the CDRs to the A-SMF, where A-SMF will co-ordinate and send to the charging system

· I-SMF sends CDRs directly to the charging system, and co-ordination will take place in the charging system
In case, I-SMF is not offloading any traffic and act purely an intermediate function for the PDU session, in this case, similar to the solution#1, all charging mechanism will take place in the A-SMF. Propose to add these two possibility of charging mechanism to the solution.
In addition, also provided details procedure to the solution i.e.
· Up on I-SMF selection and insert, I-SMF subscribe with the PCF with its capabilities e.g. service area, and supported DNAI(s).
· PCF forwards AF polices to the I-SMF after receiving a request from the AF for traffic routing e.g. to specific DNAI which is served by the I-SMF. 
Changes for Solution#15
In Solution #15: Handling AF influence on traffic routing, there is an editor’s note in 6.15.3 for details procedure as FFS. In this contribution we provide the detail procedure and propose to include it in TR 23.726. The detail procedure is based on below points as currently agreed in clause 6.15.3: 

-
PCF forwards PCC rules corresponding to the AF request to the anchor SMF, irrespective of insertion and/or removal of intermediate SMF(s).

-
I-SMF is inserted e.g. as explained in other solutions in this TR. A-SMF learns insertion of I-SMF(s).

-
A-SMF forwards to I-SMF any required information, based on the received PCC rules, over its Nxx interface.

2. 
Proposal
It is proposed to include the below changes in TR 23.726
*** First change ****

6.13
Solution #13: Handling AF influence on traffic routing – PCF aware of I-SMF insertion

6.13.1
Overview
This solution is to address the Key Issue 5 and based on the architecture proposed in solution#1 and solution#7.
6.13.2
Description of the solution
As described in solution#1 and solution#7, there are deployments where the SMF (A-SMF) that controls the PDU Session Anchor cannot control all UPFs serving the PDU Session. When a I-UPF is inserted and the A-SMF cannot control it, a new I-SMF is inserted to control the I-UPF.

As described in the solution#1, #2 or solution#7, when a I-SMF is inserted for the PDU session in the UE's new location, the A-SMF provides the details of the PCF associated to the PDU session to the I-SMF. Upon receiving the PCF details, the I-SMF creates for the PDU Session an association for SM policies with the PCF. providing the PDU session ID, an indication it is an I-SMF, its capabilities e.g. its service area, and supported DNAI(s). The PCF maintains the I-SMF and A-SMF details of the PDU session i.e. when an I-SMF is used the PCF manages 2 associations for SM policies for that PDU Session. When a PCF received AF request for traffic routing, the PCF will determine whether the PCC rules are to be handled by the A-SMF or I-SMF. Upon PCF determination, the PCF forwards the respective PCC rules to the respective SMF (e.g. directly to the I-SMF) instead of routing all rules via A-SMF as in solution#15. 
NOTE 1: DNAIs served by an I-SMF is not overlapped with an A-SMF and each DNAI is identified by a unique value in the PLMN.
For usage reporting, 
· Alt#1 (no CHF interface for I-SMF): the I-SMF forwards the network resource usage of a UE to the A-SMF, where A-SMF aggregates with the reporting from the UPF it directly controls, and send the aggregated usage reporting information to the charging function CHF. 
· Alt#2 (I-SMF has a CHF interface): I-SMF gets the quota information from the charging system CHF and the I-SMF sends resource usage directly to the CHF, and the co-ordination will take place in the charging system. This alternative assumes that when an I-SMF is used, the CHF manages 2 associations for charging of that PDU Session; The association between the CHF and the I-SMF may be deleted without the PDU Session to be deleted
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Figure 6.13.1: I-SMF having interface with the PCF for handling directly AF PCC rules.


6.13.3
Procedures

Below changes are required:

· Up on I-SMF selection and insert, I-SMF creates an association for SM policies with the PCF and provides the PDU session ID, an indication it is an I-SMF, its capabilities e.g. service area, and supported DNAI(s).
· PCF forwards AF polices to the I-SMF after receiving a request from the AF for traffic routing e.g. to specific DNAI which is served by the I-SMF. 
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Figure 6.13.X: AF policy processing at the I-SMF 
Steps 1: Insertion of I-SMF and establishing a Nxx interface between the I-SMF and A-SMF will the same as solution #1. Only difference in the Nxx establishment, the A-SMF provides PCF address of the PDU session. 
NOTE 2: This PCF address cannot be provided by AMF as the AMF is unaware of the PCF selected for the PDU Session.
Steps 2: I-SMF issues a Npcf_AMPolicyControl_Create to create an association with the PCF for the PDU Session. It provides the PDU session ID, an indication it is an I-SMF, its capability (e.g. service area, supported DNAI(s)) to the PCF. The PCF acknowledges the creation of the association and may provide policies that need to be fulfilled by the I-SMF. 
Steps 3-5: same as in step1-3 of Figure 4.3.6.2-1, TS 23.502.
Step 6-7: same as in step 4-5 of Figure 4.3.6.2-1, TS 23.502. Only changes to the step#4 of Figure 4.3.6.2-1, TS 23.502, the PCF also determines whether the policy will be processed at the I-SMF or A-SMF, in this solution, PCF forwards AF policies to directly to the I-SMF. For other case, PCF performs as described in solution#15.
Step 8:  I-SMF perform action e.g. insertion of UL-CL or I-UPF, user plane reconfiguration, based on received policies in the above step. 
6.13.4
Impacts on existing nodes and functions


PCF need to support multiple SMFs to the PDU session and determine where the policy need to be processed.
· when an I-SMF is used the PCF manages 2 associations for SM policies for that PDU Session. The association with the I-SMF may be deleted without the PDU Session to be deleted
Nxx interface need to be enhanced i.e. providing PCF address.
On charging: 

· In Alt#1, A-SMF need to collect and aggregate the network usage. Nxx needs also to support all charging related requests from CHF and all usage reporting from the I-SMF. A-SMF has to map Nchf with Nxx 
· In Alt#2, charging system need to collect resource usage information from all SMFs i.e. A-SMF and I-SMF(s), which leads the charging system having multiple interfaces for the same PDU Session.

6.13.5
Solution Evaluation

Editor's note:
This clause provides an evaluation of the solution.
*** Second change ****

6.15
Solution #15: Handling AF influence on traffic routing

6.15.1
Overview

This solution applies to key issue 5: Handling AF influence on traffic routing.

6.15.2
Network Architecture

The proposed solution is based on the network architecture in solution 6.1 of TR 23.726. The proposed solution aims to avoid changes to PCF and so the proposal does not require the PCF to be aware of any insertion or removal of an I-SMF(s) i.e. PCF forwards PCC rules corresponding to the AF request to the anchor SMF irrespective of any I-SMF insertion.

[image: image3.emf]AMF PCF

UE (R)AN UPF

DN

N13

N7

N3

N6

N2 N4 N1

AF N5 A-SMF

N11

N9

AUSF

N8 N12

UDM

N10

N14 N15

NSSF

N22

I-SMF

UPF

N9

N9

N4

Nxx


Figure 6.1.2-1: Non-Roaming system architecture in reference point representation
6.15.3
Procedures

Below changes are required at the A-SMF and to the interface between A-SMF and I-SMF i.e. on Nxx:

-
PCF forwards PCC rules corresponding to the AF request to the anchor SMF, irrespective of insertion and/or removal of intermediate SMF(s).

-
I-SMF is inserted e.g. as explained in other solutions in this TR. A-SMF learns insertion of I-SMF(s).

-
A-SMF forwards to I-SMF any required information, based on the received PCC rules, over its Nxx interface.
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Figure 6.15.3-1: AF policy processing at the A-SMF without PCF impact
Steps 1-5: same as in TS 23.502, Figure 4.3.6.2-1: Processing AF requests to influence traffic routing 
Step 6: Later, an I-SMF is inserted
Step 7:  A-SMF forwards to I-SMF any policy information where the policy would have to be enforced at the ISMF, considering any PCC rules received previously from the PCF
Step 8:  I-SMF acknowledges
Step 9:  Possible I-UPF selection or insertion of UL-CL, user plane reconfiguration, etc., based on received policies in the above step 
6.15.4
Impact of the solution to existing entities

Editor's note:
This clause describes impacts to existing entities and interfaces.

Nxx interface between A-SMF and I-SMF needs to be enhanced.

A-SMF may need to know I-SMF service area.

No/low impact to PCF.

6.15.5
Evaluation of the solution

Editor's note:
This clause provides an evaluation of the solution.

*** End of changes ****
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