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Abstract of the contribution: This contribution adds a new solution for the key issue 7: How can IMS utilize services provided by Npcf. The P-CSCF select the interface depend the RAT information.
1. Introduction
In the key issue 7 of this TR, it said:
-
what information is used by P-CSCF and how P-CSCF derives the information to determine which PCC interface is used for a specific IMS session establishment, when P-CSCF supports N5 and Rx simultaneously.

IMS is not only used over 5GS, but also used over EPS, so called VoLTE. 

In the VoLTE, the P-CSCF uses the Rx interface to connect PCRF. In the VoNR (voice over 5GS), the P-CSCF contact with PCF with N5 or Rx depending on the network configuration/deployment.

If the network configuration/deployment is using Rx for VoNR, there is no issue. The DRA can work for both VoLTE and VoNR case.

The issue scenario is the operator network deploy both VoLTE and VoNR. The network configuration/deployment is using N5 for VoNR and Rx for VoLTE in the same PLMN. The analysis and solution in this paper is under this assumption.
This paper proposes the P-CSCF uses the RAT/system information in the P-Access-Network-Info and network configuration to determine which interface is used. The benefit of the solution is minimizing the impacts both on the IMS and 5GS/EPS.
2. Discussion
For the above scenario, the operator deploy both VoLTE and VoNR (voice over 5GS). The network configuration/ deployment is using N5 for VoNR and Rx for VoLTE.
In this section, it shows how the solution can work for all the case in the above scenario.
Case A): when the UE access via legacy EPS: (i.e. for legacy VoLTE)
· Step 1: the P-GW sends Gx (Diameter) message to DRA with UE IP address.

· Step 2: The DRA selects PCRF, sends the Gx (Diameter) message to PCRF and save the (UE IP addr, PCRF) pair.

· Step 3: When the P-CSCF(AF) receives the IMS registration, it determines using the Rx interface according to the RAT/system information in the P-Access-Network-Info (i.e. E-UTRAN). The AF/P-CSCF sends the Rx (Diameter) message to DRA with UE IP address, the DRA forward to PCRF according to saved binding information (i.e. (UE IP addr, PCRF) pair).
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Fig A: (Rx for VoLTE)


Case B): when the UE access via pure 5GS: (i.e. 5GS which does not interworking with EPS)
· Step 1: the SMF select PCF according to NRF acquiring and invoke Npcf service operation with UE IP address.

· Step 2: the PCF invoke Nbsf service operation to save the binding information ( (UE IP addr, PCF) ).

· Step 3: When the P-CSCF(AF) receives the IMS registration, it determines using the N5 interface according to the RAT/system information in the P-Access-Network-Info (i.e. 3GPP-NR). P-CSCF(AF) invoke Nbsf service operation with UE IP address to get PCF IP address.

· Step 4: The P-CSCF(AF) invoke Npcf service operation with UE IP address.
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Fig B: (N5 for VoNR)


Case C): when the UE access via 5GS which supporting interworking with EPS:
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Fig C: UE access via 5GS supporting interworking


Because the UE access from 5GS, the 5GS and P-CSCF handling are the same with case B. The proposed solution can work well.
Case D): when the UE access via EPS which supporting interworking with 5GS:
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Fig D: UE access via 5GS supporting interworking
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Because there is only N7 interface between SMF/PGW-C and PCF/PCRF, thus the first two steps are the same with case B). 
· Step 1: the SMF/PGW-C select PCF/PCRF according to NRF acquiring and invoke Npcf service operation with UE IP address.

· Step 2: the PCF/PCRF invoke Nbsf service operation to save the binding information ( (UE IP addr, PCF) ).

· Step 3: When the P-CSCF(AF) receives the IMS registration, it determines using the Rx interface according to the RAT/system information in the P-Access-Network-Info (i.e. E-UTRAN). The AF/P-CSCF sends the Rx (Diameter) message to DRA with UE IP address.

In the 23.503 Annex B, it describe the deployment option to support of BSF and DRA coexistence due to network migration. The DRA and BSF can be co-located, or the DRA can use the Nbsf service operation, to get the relevant PCF address.

Annex B (informative):
Deployment option to support of BSF and DRA coexistence due to network migration

During the network migration, DRA and BSF may coexist in operator's network. The DRA can be a consumer of Nbsf services and the BSF can provide binding functionality for different subscribers. When the AF using Rx, such as P-CSCF, sends Rx request to the DRA, if the DRA has no binding information for the subscriber, based on configuration or via NRF, it selects the BSF. Then the DRA can query the BSF by invoking Nbsf_Management discovery service operation, to get the relevant PCF address, based on which the DRA routes the Rx request to the selected PCF.

NOTE:
The DRA decides to select a BSF based on user IP address range.
· Step 4: The DRA and BSF can be co-located, or the DRA can use the Nbsf service operation, to get the relevant PCF address. And then the DRA routes the Rx request to the selected PCF.
Only RAT information may not be enough. Example, the same eLTE can connect to EPC and 5GC (which is defined in the 23.501 [3]) at same time. So the P-CSCF maybe cannot only use E-UTRAN to make decision. In this case, if the P-CSCF select the Rx interface, the handling is same with case D.
FYI: The format of P-Access-Network-Info header field is defined in 24.229 clause 7.2A.4.
7.2A.4
P-Access-Network-Info header field
7.2A.4.1
Introduction

The P-Access-Network-Info header field is extended to include specific information relating to particular access technologies.

7.2A.4.2
Syntax

The syntax of the P-Access-Network-Info header field is described in RFC 7315 [52] and RFC 7913 [234]. There are additional coding rules for this header field depending on the type of IP-CAN, according to access technology specific descriptions.

Table 7.2A.4 describes the 3GPP-specific extended syntax of the P-Access-Network-Info header field defined in RFC 7315 [52] and RFC 7913 [234].

Table 7.2A.4: Syntax of extended P-Access-Network-Info header field
   daylight-saving-time   = "daylight-saving-time" EQUAL quoted-string

   UE-local-IP-address = "UE-local-IP-address" EQUAL DQUOTE ( IPv4address / IPv6reference ) DQUOTE

   UDP-source-port = "UDP-source-port" EQUAL port

   TCP-source-port = "TCP-source-port" EQUAL port

   ePDG-IP-address = "ePDG-IP-address" EQUAL DQUOTE ( IPv4address / IPv6reference ) DQUOTE

   access-class    =/ "untrusted-non-3GPP-VIRTUAL-EPC" / "VIRTUAL-no-PS" / "WLAN-no-PS" / 

                      "3GPP-NR"
   access-type     =/ "3GPP-E-UTRAN-ProSe-UNR" / "xDSL" / "3GPP-NR-FDD" / "3GPP-NR-TDD"
The daylight-saving-time and the UE-local-IP-address are instances of generic-param from the current extension-access-info component of the P-Access-Network-Info header field defined in RFC 7315 [52] and RFC 7913 [234].

The presence of the "network-provided" header field parameter defined in RFC 7315 [52] indicates a P-Access-Network-Info header field is provided by the P-CSCF, S-CSCF, the AS, the MSC server enhanced for ICS, the MSC server enhanced for SRVCC using SIP interface, the MSC server enhanced for DRVCC using SIP interface or by the MGCF. The content can differ from a P-Access-Network-Info header field without this parameter which is provided by the UE.

The "network-provided" header field parameter can be used with both "access-type" and "access-class" constructs. The "access-class" construct is provided for use where the value is not known to be specific to a particular "access-type" value, e.g. in the case of some values delivered from the PCRF. The "access-class" field can be set only by the P-CSCF, the MSC server enhanced for ICS, the MSC server enhanced for SRVCC using SIP interface, the MSC server enhanced for DRVCC using SIP interface or by the AS. The "network-provided" header field parameter can be set only by the P-CSCF, S-CSCF, the AS, the MSC server enhanced for ICS, the MSC server enhanced for SRVCC using SIP interface, the MSC server enhanced for DRVCC using SIP interface or by the MGCF. The "local-time-zone" parameter, the "daylight-saving-time" parameter, the "gstn-location" parameter, the "GSTN" value of access-type field and the "untrusted-non-3GPP-VIRTUAL-EPC" value of access-class field shall not be inserted by the UE.

…………….

7.2A.4.3
Additional coding rules for P-Access-Network-Info header field
The P-Access-Network-Info header field is populated with the following contents:

1)
the access-type field set to one of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP-E-UTRAN-ProSe-UNR", "3GPP-NR-FDD", "3GPP-NR-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "3GPP2-1X-Femto", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b", "IEEE-802.11g", "IEEE-802.11n", "ADSL", "ADSL2", "ADSL2+", "RADSL", "SDSL", "HDSL", "HDSL2", "G.SHDSL", "VDSL", "IDSL", "xDSL", "DOCSIS", "IEEE-802.3", "IEEE-802.3a", "IEEE-802.3e", "IEEE-802.3i", "IEEE-802.3j", "IEEE-802.3u", "IEEE-802.3ab", "IEEE-802.3ae", "IEEE-802.3ah", "IEEE-802.3ak", "IEEE-802.3aq", "IEEE-802.3an", "IEEE-802.3y", "IEEE-802.3z", or "DVB-RCS2" as appropriate to the access technology in use.
1A)
the access-class field set to one of "3GPP-GERAN", "3GPP-UTRAN", "3GPP-E-UTRAN", "3GPP-NR", "3GPP-WLAN", "3GPP-GAN", "3GPP-HSPA", "3GPP2", "untrusted-non-3GPP-VIRTUAL-EPC", "VIRTUAL-no-PS", or "WLAN-no-PS" as appropriate to the technology in use. The access-class field set to "untrusted-non-3GPP-VIRTUAL-EPC" indicates the IP-CAN associated with an EPC based untrusted non-3GPP access with unknown radio access technology. The access-class field set to "VIRTUAL-no-PS" indicates an IP-CAN associated with an unknown radio access technology, such that the IP-CAN is not provided by the packet switched domain of the PLMN of the P-CSCF. The access-class field set to "WLAN-no-PS" indicates an IP-CAN associated with WLAN, such that the IP-CAN is not provided by the packet switched domain of the PLMN of the P-CSCF.
2)
if the access-type field or the access-class field is set to "3GPP-GERAN", a cgi-3gpp parameter set to the Cell Global Identity obtained from lower layers of the UE. The Cell Global Identity is a concatenation of MCC (3 decimal digits), MNC (2 or 3 decimal digits depending on MCC value), LAC (4 hexadeciaml digits) and CI (as described in 3GPP TS 23.003 [3]. The "cgi-3gpp" parameter is encoded in ASCII as defined in RFC 20 [212];
3)
if the access-type field is equal to "3GPP-UTRAN-FDD", or "3GPP-UTRAN-TDD", and a UE provides the P-Acces-Network-Info header field, a "utran-cell-id-3gpp" parameter set to a concatenation of the MCC (3 decimal digits), MNC (2 or 3 decimal digits depending on MCC value), LAC (4 hexadecimal digits) as described in 3GPP TS 23.003 [3]) and the UMTS Cell Identity (7 hexadecimal digits) as described in 3GPP TS 25.331 [9A]), obtained from lower layers of the UE. The "utran-cell-id-3gpp" parameter is encoded in ASCII as defined in RFC 20 [212];
3A)
if the access-type field is equal to "3GPP-UTRAN-FDD", or "3GPP-UTRAN-TDD", and an entitiy that can use the "network-provided" header field parameter provides the P-Access-Network-Info header field, if available a "utran-sai-3gpp" parameter set to a concatenation of the MCC (3 decimal digits), MNC (2 or 3 decimal digits depending on MCC value), LAC (4 hexadecimal digits) as described in 3GPP TS 23.003 [3]) and SAC (4 hexadecimal digits) as described in 3GPP TS 23.003 [3]). The "utran-sai-3gpp" parameter is encoded in ASCII as defined in RFC 20 [212];
3B)
if the access-class field is equal to "3GPP-UTRAN", or "3GPP-HSPA", if available a "utran-sai-3gpp" parameter set to a concatenation of the MCC (3 decimal digits), MNC (2 or 3 decimal digits depending on MCC value), LAC (4 hexadecimal digits) as described in 3GPP TS 23.003 [3]) and SAC (4 hexadecimal digits) as described in 3GPP TS 23.003 [3]). The "utran-sai-3gpp" parameter is encoded in ASCII as defined in RFC 20 [212];
4)
void
12)
if the access-type field is equal to "3GPP-E-UTRAN-FDD" or "3GPP-E-UTRAN-TDD", a "utran-cell-id-3gpp" parameter set to a concatenation of the MCC (3 decimal digits), MNC (2 or 3 decimal digits depending on MCC value), Tracking Area Code (4 hexadecimal digits) as described in 3GPP TS 23.003 [3]) and the E-UTRAN Cell Identity (ECI) (7 hexadecimal digits) as described in 3GPP TS 23.003 [3]). The "utran-cell-id-3gpp" parameter is encoded in ASCII as defined in RFC 20 [212];
EXAMPLE:
If MCC is 111, MNC is 22, TAC is 33C4 and ECI is 76B4321, then P-Access-Network-Info header field looks like follows: P-Access-Network-Info: 3GPP-EUTRAN-FDD;utran-cell-id-3gpp=1112233C476B4321;network-provided
12A)
if the access-class field is equal to "3GPP-E-UTRAN", a "utran-cell-id-3gpp" parameter set to a concatenation of the MCC (3 decimal digits), MNC (2 or 3 decimal digits depending on MCC value), Tracking Area Code (4 hexadecimal digits) as described in 3GPP TS 23.003 [3]) and the E-UTRAN Cell Identity (ECI) (7 hexadecimal digits) as described in 3GPP TS 23.003 [3]). The "utran-cell-id-3gpp" parameter is encoded in ASCII as defined in RFC 20 [212];
12B)
if the access-type field is equal to "3GPP-E-UTRAN-ProSe-UNR", a "utran-cell-id-3gpp" parameter set to a concatenation of the MCC (3 decimal digits), MNC (2 or 3 decimal digits depending on MCC value) and the E-UTRAN Cell Identity (ECI) (7 hexadecimal digits) as described in 3GPP TS 23.003 [3]) obtained from the ProSe-UE-to-network relay that the UE is connected to as specified in 3GPP TS 24.334 [8ZD]. The "utran-cell-id-3gpp" parameter is encoded in ASCII as defined in in RFC 20 [212];
EXAMPLE:
If MCC is 111, MNC is 22 and ECI is 76B4321, then P-Access-Network-Info header field looks like follows: P-Access-Network-Info: 3GPP-E-UTRAN-ProSe-UNR;utran-cell-id-3gpp=1112276B4321.
12C)
if the access-type field is equal to "3GPP-NR-FDD" or "3GPP-NR-TDD", a "utran-cell-id-3gpp" parameter set to a concatenation of the MCC (3 decimal digits), MNC (2 or 3 decimal digits depending on MCC value), Tracking Area Code (4 hexadecimal digits) as described in 3GPP TS 23.003 [3]) and the NR Cell Identity (NRCI). The "utran-cell-id-3gpp" parameter is encoded in ASCII as defined in RFC 20 [212];
Editor’s note: [WI: 5GS_Ph1-IMSo5G, CR#6039] The format of the NR Cell Identity needs to be specified in 3GPP TS 23.003 [3] by CT4.

………………………..
2. Proposal

It is proposed to adopt the following in TS 23.794.
* * * First Change* * * *
6.x
Solution #X: P-Access-Network-info based solution for interface selection
6.x.1
Description

This solution is to resolve the key issue 7: How can IMS utilize services provided by Npcf.

In this solution, the P-CSCF uses the RAT/system information in the P-Access-Network-Info from UE to determine which PCC interface is used. Only RAT information is not enough. Example, the eLTE can connect to EPC and 5GC. So the P-CSCF cannot only use RAT type E-UTRAN to make decision.
Editor's Note: In the PANI, for the same eNB, whether the eLTE connect to EPS is E-UTRAN and eLTE connect to 5GS is NR is FFS.
For 5GS only UE or network does not support Interworking with EPS which is defined in the TS 23.501 [3], the P-CSCF uses the RAT/system information in the P-Access-Network-Info from UE and configuration to determine which interface is used.

If UE have both 5GS and EPS capability and the network supports the interworking defined in the 23.501 [3], 

-
When the UE initial attach from EPS and makes IMS registration, The P-CSCF uses the RAT/system information in the P-Access-Network-Info from UE to determine Rx interface is used.

-
When the UE initial registration from 5GS and makes IMS registration, The P-CSCF uses the RAT/system information in the P-Access-Network-Info from UE and configuration to determine which interface is used.
-
The DRA and BSF can be co-located, or the DRA can use the Nbsf service operation, to get the relevant PCF address. And then the DRA routes the Rx request to the selected PCF.
6.x.2
Impacts on existing nodes and functions

Editor's Note: This clause describes impacts to existing entities and interfaces.
6.x.3
Solution Evaluation

Editor's Note: This clause provides an evaluation of the solution.
`` * * End of Changes* * * *
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Fig B: (N5 for VoNR)
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Fig C: UE access via 5GS supporting interworking
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Fig D: UE access via 5GS supporting interworking
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