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Abstract of the contribution: This contribution makes the clarification on the key issue 3: Network Slicing and IMS and proposes a solution for IMS identities.
1. Introduction
There are two scenarios for the key issue 3.

- UE connects to two IMS networks through two 5GC network slices 

- UE connects to common IMS network through two 5GC network slices 

For the common IMS core, the scenario is clear for IMS Registration, MO, MT/T-ADS. For the separated IMS core, it is not clear what the separated IMS core means.
In the 23.794, it said:
5.3
Key Issue 3: Network Slicing and IMS

In Release 15, 5GC developed capabilities to divide the network into slices to better offer services to users and devices - in many cases the details of network slicing do not impact IMS, however if the IMS domain offers different services to different 5GC network slices there may be some impacts. This key issue investigates the impacts to the IMS domain due to 5GC network slicing, and how a IMS network can ensure a user or device with multiple 5GC network slices and multiple IMS services from utilizing the appropriate 5GC network slice for each IMS service and prevent inappropriate services been used from the incorrect 5GC network slice.

Two scenarios are possible (and may be mixed when more than 2 slices are considered):


Scenario 1 - Each 5GC network slice is associated with a separate and distinct IMS network.
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Figure 5.3-1: UE connects to two IMS networks through two 5GC network slices
In the 23.228, the relation of IMS identities is defined as following:
4.3.3.4
Relationship of Private and Public User Identities

The home network operator is responsible for the assignment of the Private User Identities, and Public User Identities; other identities that are not defined by the operator may also exist.
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Figure 4.5: Relationship of the Private User Identity and Public User Identities

So in the one UE, it is configured with one IMS Private User Identity (IMPI) and several IMS Public User Identities (IMPUs). Example, for the above IMS – 5G slices figure, the IMPI-1 and IMPU-1 is for IMS network#1, and IMPI-1 and IMPU-2 is for IMS network#2. 
Otherwise, the UE shall be configured with at least two IMS Private User Identities (IMPIs), and the each IMS Private User Identity is associated with distinct IMS network. So far, there is no such use case/scenario.

Because the IMPI is assigned by operator, so the IMS network#1 and IMS network#2 may be controlled by the same IMS operator, or IMS network#1 is controlled by IMS operator and others are controlled by 3rd party which co-operate with the IMS operator (How the 3rd party co-operates with the IMS operator, e.g. share the IMS infrastructure, share partial IMS infrastructure or rent full IMS infrastructure is discussed in other paper).
But anyway the separate and distinct IMS network is transparent to the UE.
Observation 1: For the key issue#3, the separate and distinct IMS network may belong to the same operator or the IMS operator and its partner.
Observation 2: For the key issue#3, the separate and distinct IMS network is transparent to the UE.

In the key issue#3, there is:

-
Whether there are any impacts to the'UE's IMS identities and what they are if any.

The above fig 4.5 can be used for the scenario#1 like: 
[image: image3]
For this figure, the Service Profiles 1 is associate with IMS network#1 and Service Profiles 2 is associate with IMS network#2.

According to the URSP, the UE registers IMPU-1/IMPU-2 in the 5GC slice#1. During the PDU session establishment for IMS DNN in slice#1, the 5GC sends the P-CSCF address/FQDN which point to IMS network#1. So the the UE can register IMPU-1/IMPU-2 with IMS Network#1. 
According to the URSP, the UE registers IMPU-3 in the 5GC slice#2. During the PDU session establishment for IMS DNN in slice#2, the 5GC sends the P-CSCF address/FQDN which point to IMS network#2. So the the UE can register IMPU-3 with IMS Network#2. 
Observation 3: In this solution, there is no impact to the IMS identities.

In the key issue#3, there is:
-
For MT services, how does the IMS network determine to deliver the service to the appropriate 5GC network slice.

For the scenario 1 (separate and distinct IMS network), the IMS network cannot perform the selection. Example, if the IMS network#1 receives the MT, it is hard to select the 5GC slice#2.
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Observation 4: “For MT services, how does the IMS network determine to deliver the service to the appropriate 5GC network slice.” is only applied for scenario 2.

2. Proposal

It is proposed to adopt the following in TS 23.794.
* * * First Change* * * *
5.3
Key Issue 3: Network Slicing and IMS

In Release 15, 5GC developed capabilities to divide the network into slices to better offer services to users and devices - in many cases the details of network slicing do not impact IMS, however if the IMS domain offers different services to different 5GC network slices there may be some impacts. This key issue investigates the impacts to the IMS domain due to 5GC network slicing, and how a IMS network can ensure a user or device with multiple 5GC network slices and multiple IMS services from utilizing the appropriate 5GC network slice for each IMS service and prevent inappropriate services been used from the incorrect 5GC network slice.

Two scenarios are possible (and may be mixed when more than 2 slices are considered):


Scenario 1 - Each 5GC network slice is associated with a separate and distinct IMS network.
NOTE:
The separate and distinct IMS network is transparent to UE.
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Figure 5.3-1: UE connects to two IMS networks through two 5GC network slices

Scenario 2 - Each 5GC slice is associated with a common IMS network.
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Figure 5.3-2: UE connects to common IMS network through two 5GC network slices
Solutions may relate to one, or both, of these scenarios.

The following is a partial list of what aspects the solutions to this key issue need to address:
-
How the IMS service ensures a specific 5GC slice is used.

-
What an IMS service does if a required 5GC slice is not available or prohibited.

-
When the IMs FEs and UE are in different PLMNs (i.e. roaming), how the two networks interact.

-
How IMs FEs identify the currently used 5GC slice for a specific IMS service.

-
Whether the IMS applications are aware of the 5GC slice information.

-
What additional information is carried in the IMS signalling between IMS-FE's and UE

-
Any changes to the p-CSCF discovery procedures due to 5GC slicing.

-
How the UE and network register the IMS service in specific slice.

-
For MT services, how does the IMS network determine to deliver the service to the appropriate 5GC network slice for scenario 2.

-
Whether there are any impacts to the'UE's IMS identities and what they are if any.

-
IMS backward compatibility to Rel-15.

* * * Next Change* * * *
6.x
Solution #X: The IMS identities for different IMS network.
6.x.1
Description

This solution is to resolve the following bulletin in the key issue 3: Network Slicing and IMS.
-
Whether there are any impacts to the'UE's IMS identities and what they are if any.

In this solution, the different service profile can be associated with different IMS network.
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Figure 6.x.1-1: The relation between service profile and IMS network for scenartio#1
For this figure, the Service Profiles 1 is associate with IMS network#1 and Service Profiles 2 is associate with IMS network#2.

According to the URSP, the UE registers IMPU-1/IMPU-2 in the 5GC slice#1. During the PDU session establishment for IMS DNN in slice#1, the 5GC sends the P-CSCF address/FQDN which point to IMS network#1. So the the UE can register IMPI+IMPU-1/IMPU-2 with IMS Network#1. 

According to the URSP, the UE registers IMPU-3 in the 5GC slice#2. During the PDU session establishment for IMS DNN in slice#2, the 5GC sends the P-CSCF address/FQDN which point to IMS network#2. So the the UE can register IMPI+IMPU-3 with IMS Network#2. 
6.x.2
Impacts on existing nodes and functions

Editor's Note: This clause describes impacts to existing entities and interfaces.
6.x.3
Solution Evaluation

Editor's Note: This clause provides an evaluation of the solution.
* * * End of Changes* * * *
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