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Abstract of the contribution: This contribution proposes solutions for Data Collection Framework and how to collect information from the 5GC NFs/AFs to the NWDAF.
1 Proposal
It is proposed solutions for Key Issue 3: Interactions with 5GC NFs/AFs for Data Collection.
* * * * Start of First Change * * * * 
[bookmark: _Toc512675889][bookmark: _Toc512675964][bookmark: _Toc508717944][bookmark: _Toc473190644][bookmark: _Toc500949091]5.2.3	Key Issue 3: Interactions with 5GS 5GC NFs/AFs for Data Collection
5.2.3.1	Description
Use cases listed have a common requirement that NWDAF collects the data information present in the 5G system from other 5G NFs and AF(s) for analytic purposes.
NWDAF may access data of different data types, e.g. data related to a UE, a PDU session, an NF and a slice instance.
Such data can be described according to various aspects:
1.	Granularity: individual events, KPIs, list of events;
2.	Temporality: periodical, on demand by NWDAF, triggered by specific criteria, with validity period;
3.	Format: data files (e.g. event logs), SBI requests;
4.	Individuality: aggregated data (several UE) vs single scoped data (single UE) with possible anonymization.
In order to permit interoperability between NFs and NWDAF, it is necessary to define a framework for the provision of data to the NWDAF by 5GC NFs and/or AFs, and the associated basic information set.
In addition, some of the information to be collected may be vendor / operator / deployment specific and so the data collection framework should be flexible enough to carry previously undefined / non-standard data (e.g. syslogs, call logs, vendor specific KPIs).
In this key issue, the following issues need to be studied:
-	Framework for data collection
-	Which/how 5GC NFs/AF can provide the data information to NWDAF?
-	Scoping and filtering: should the NWDAF be able to request (or subscribe) for the collection of analytics subsets in order to avoid uploading high volumes of unnecessary data, for instance on-demand analytics requested by the NWDAF to an NF, on the basis of an API allowing structured query (e.g. list of SBI events of type S during timeframe T, for instance related to certain KPIs for a subset of UEs on a specific DNN during last hour)?
-	Authentication and authorisation: how does the 5G system enforce authentication and authorization of the NWDAF for a certain data access, if required?

* * * * Start of Second Change * * * * 
6.X	Solution X: Interactions with 5GC NFs/AFs for Data Collection
[bookmark: _Toc508717943]6.X.1	Description
This section describes a solution for “Key Issue 3: Interactions with 5GC NFs/AFs for Data Collection” with focus on defining the general mechanisms of interactions between 5G NFs/AFs (acting as sources of data for analytics generation) and NWDAF so to allow NWDAF to collect data from these sources. The solution is divided in the data collection from 5G NFs and AFs. 
Nevertheless, there exist common principles among these mechanisms such as: 
· The data collection can follow a request-response or subscription-notification model;
· In the request/subscription it defined the scope and filtering parameters for the data collection, i.e., the reporting of the requested information by the source (5G NFs/AFs) will be limited to the filters indicated in such request/subscription. The parameters in such request/subscription are listed below:
· Application ID list: restrict the requested data to be collected based on the Application ID list indicated in the request/subscription.
· [bookmark: _GoBack]Terminal Type list: restrict the requested data to the Terminal Type list which can be extracted from PEI/IMEI.
· Network Area List: restrict the requested data to the Tracking Area listed in the network area.
· Time Window list: The interval of time to report the requested information. 
6.X.1.1 Procedure for Interactions with 5GC NFs for Data Collection 
As described in clause 4.2, NWDAF generally utilizes the service based interfaces to communicate to get network data from 5G NFs. The sections below define the services for both models of data collection (request/subscription) at 5G NFs and NWDAF to enable data collection by the NWDAF from 5G NFs.
6.X.1.1.1 Procedure for Interactions with 5GC NFs for Data Collection Request by NWDAF 
[image: ]
Figure 6.X.1.1.1-1: Procedure for Interactions with 5GC NFs for Data Collection Request by NWDAF
1. To request network data, the NWDAF invokes an Nnf_NetworkDataCollection Request (Application ID list, Terminal Type list, Network Area List, Time Window list) service operation to the 5GC NFs.
2. The 5GC NFs responses the request by invoking an Nnf_NetworkDataCollection Response service operation to the NWDAF.
NOTE P: If the 5GC NFs such as UPF is not allowed to access the NWDAF through the service based interface, the NWDAF may indirectly interact with the UPF through the SMF, respectively.
6.X.1.1.2 Procedure for Interactions with 5GC NFs for Data Collection Notification from 5GC NFs
[image: ]
Figure 6.X.1.1.2-1: Procedure for Interactions with 5GC NFs for Data Collection Notification from 5GC NFs
1. To subscribe network data, the NWDAF invokes an Nnf_NetworkDataCollectionSubscription_Subscribe (Application ID list, Terminal Type list, Network Area List, Time Window list) service operation to the 5GC NFs. The 5GC NFs responds the request service operation.
2. To report the network data when it is prepared, the 5GC NFs invokes an Nnf_NetworkDataCollectionSubscription_Notify service operation to the NWDAF. 
NOTE Q: If the 5GC NFs such as UPF is not allowed to access the NWDAF through the service based interface, the NWDAF may indirectly interact with the UPF through the SMF, respectively.
6.X.1.2 Procedure for Interactions with AFs for Data Collection 
As described in clause 4.2, NWDAF collect service data from the Application layer/AF. The sections below define the steps necessary to perform service data collection from AFs also considering both request and subscription models.6.X.1.2.1 Procedure for Interactions with AFs for Data Collection Request by NWDAF
Figure 6.X.1.2.1-1 depicts the NFs and steps included in the procedure.
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Figure 6.X.1.2.1-1: Procedure for Interactions with AFs for Data Collection Request by NWDAF
0. In order for AF to provide service data to NWDAF a registration of the availability of the service data is performed. 
1. To request service data, the NWDAF invokes a Naf_ServiceDataCollection Request (Application ID list, Terminal Type list, Network Area List, Time Window list) service operation to the AF.
2. The AF responses the request by invoking a Naf_ServiceDataCollection Response service operation to the NWDAF.
NOTE X: If the AF is not allowed by the operator to access directly the NF(s) as specified in clause 6.2.10, TS 23.501 [2], the two service operations in step 0-2 should use the NEF to interact between the AF and the NWDAF.
Editor's note X: How to smooth out the peaks of service data transfer in the NEF is FFS.
6.X.1.2.2 Procedure Interactions with AFs for Data Collection Notification from AF

[image: ]
Figure 6.X.1.2.2-2: Procedure for Interactions with AFs for Data Collection Notification from AF 
0. This step is the same as the step 0 in Figure 6.X.1.2.1-1.
1. To subscribe service data, the NWDAF invokes a Naf_ServiceDataCollectionSubscription_Subscribe (Application ID list, Terminal Type list, Network Area List, Time Window list) service operation to the AF. The AF responds the request service operation.
2. To report the service data when it is prepared, the AF invokes a Naf_ServiceDataCollectionSubscription_Notify service operation to the NWDAF. 
NOTE Y: If the AF is not allowed by the operator to access directly the NF(s) as specified in clause 6.2.10, TS 23.501 [2], the service operations in step 0-2 should use the NEF to interact between the AF and the NWDAF.
Editor's note Y: How to smooth out the peaks of service data transfer in the NEF is FFS.
6.X.2	Impacts on Existing Nodes and Functionality
Editor's note:	Capture impacts on existing 3GPP nodes and functional elements.
[bookmark: _Toc508717945]6.X.3	Solution Evaluation
Editor's note:	Use this section for evaluation at solution level.
* * * End of Changes * * * 
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