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Abstract of the contribution: This contribution proposes way forward and interim conclusion in TR 23.787.
1. Discussion
This paper proposes to evaluate some functions included in the solutions and provide conclusion for key issue#1, and 2. 

According to current solutions in TR 23.787, the following functions have been considered to support ENTRADE:
· encrypted traffic detection function (ETDF), 
· encrypted traffic detection reporting function (ETRF)

· encrypted traffic measurement and measurement reporting function (ETMRF)
From policy control point of views, in support of ENTRADE, it is required the PCF to support the following policies: 

· encrypted traffic detection and reporting policies
· encrypted traffic measurement and reporting policies

Observation#1: SMF consumes PCF service and supports encrypted traffic service configuration control

Proposal#1: it is proposed to agree on the interim conclusion that PCF provides above two policies and the SMF supports encrypted traffic service configuration control for delivering configuration to the related functions, e.g. UE, AF, based on solutions subject to different key issues.
For ETMRF:

Observation#2: in Rel-15, the SMF provides policies to UPF for performing measurement and measurement reporting. The same functions can be reused for ENTRADE.

Proposal#2: it is proposed to agree on the interim conclusion that the measurement and measurement reporting function are supported at SMF and UPF such that SMF can control and configure policies for the encrypted traffic measurement and measurement reporting at UPF.
For ETDF and ETRF:

Observation#3: in support of ENTRADE, ETDS is the service that is enabled at the core network with encrypted traffic detection function (ETDF) which requires assistant information provided by the encrypted traffic reporting function (ETRF), e.g. from the UE/AF. Therefore, it is important that the network is able to control what applications are reported by the UE/AF to the network, and under which conditions, via dynamic policies that the network configures in the UE/AF. As such, the network has the ability to start and stop the reporting based on policies in the network, and to restrict the reporting only to specific applications.

Proposal#3: it is proposed to agree on interim conclusion that the encrypted traffic detection service is initiated and controlled by the network and the network shall be able to provision polices for encrypted traffic reporting from the assisted node with ETRF, e.g. at UE or AF. 
According to current solutions in TR, the solutions can be categorized to UE assisted or Network based solutions. 

· Network based solution: solution#2, #4, #6 (subject to key issue 1).

· Network initiated UE-assisted solution: solution#1, #3, #5, #7 (subject to key issue 2).
Observation#4: the UE assisted solution is feasible for key issue#1 and 2 while the network based solution can avoid signalling overheads in radio interface when there exists agreement between MNO and AF. 

Proposal#4: since both solutions have merits and serve different requirements, to support ENTRADE in all aspects, it is proposed to agree on the interim conclusion that both approaches as the way forward and consolidates solutions in the next meeting.

Proposal
It is proposed to agree the following interim conclusion and include into TR 23.787.
* * * First change * * * *

7
Conclusions

Editor's note:
This clause will capture agreed conclusions from the study.
The interim Conclusion for adopting the following specificities in normative specific work includes:

· The PCF shall provide the following policies for ENTRADE: a) encrypted traffic detection and reporting policies and b) encrypted traffic measurement and reporting policies.
· The SMF shall support encrypted traffic service configuration control for delivering configuration to the assisted node, e.g. UE, AF, with encrypted traffic reporting function.
· The SMF and UPF shall support measurement and measurement reporting function such that SMF can control and configure policies for the encrypted traffic measurement and measurement reporting at UPF.
· The encrypted traffic detection service (ETDS) shall be initiated and controlled by the network and the network shall be able to provision polices for encrypted traffic reporting from the assisted node with ETRF, e.g. at UE or AF.
For key issue#1, the network based solution X with the following specificities are adopted for normative specification work:
· Placeholder for indicating required specificities
For key issue#1, the network controlled UE assisted solution Y with the following specificities are adopted for normative specification work:
· Placeholder for indicating required specificities
For Key Issue 2, the network controlled UE assisted solution Z with the following specificities are adopted for normative specification work:

· Placeholder for indicating required specificities
* * * End of change * * * *
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