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Abstract of the contribution: This contribution proposes to support ATSSS rule in URSP policy for resolving key issue #2,#3,#4.

1. Discussion
The solution is to resolve key issue #2, #3, #4 for the following common requirements:
· What are the criteria used by the UE or by the network to take a Steering/Switch/Split decision on a data flow?
· What is the relationship between ATSSS steering/Switch/Split policy and other UE policies e.g. URSP?
Currently, in TS 23.503, URSP policy contains one or more URSP rules for the UE to select preferred access technology for offloading to the WLAN outside of the PDU session or establishing a new PDU session associated to indicated SSC mode, DNN, S-NSSAI in the route selection descriptors. 
In support of ATSSS, the UE needs to establish Multiple-Access PDU session for enforcing traffic steering/switching/splitting over 3GPP access, or non-3GPP access, or both accesses.
Proposal#1: when ATSSS rule is indicated and is evaluated as valid, the UE needs to establish Multiple-Access PDU session modification procedure if the PDU session is not yet a MA-PDU session. 
According to the ATSSS definition, this solution proposes to add the following two additional information:
· Selected Access Type for ATSSS: this information is used to indicate the selected access type of the MA-PDU. 

The selected data flows can be switched/steered/split from Selected Access Type to indicated Access Type preference. If Selected Access Type is the same as Access Type preference, the UE does not need to enforce ATSSS rule for the selected data flows. Therefore, this solution also allows for provisioning URSP rules in Rel-15.

· Data Flow Filter Descriptor: this information is further used to indicate the data flow filter for selecting data flows which is currently associated to the selected access type.
With both information, the resultant selected data flows associated to the selected access type are subject to perform ATSSS. The granularity of the selected data flows determines the ATSSS mode. 
For example, if all the data flows are selected, the ATSSS rule is to enforce access traffic switch. All the data flows needs to be switched by changing association from selected access type to preferred access type.  
For example, if none of the data flows are selected from existing data flows, the ATSSS rule is to steer new data flows to preferred access type.
For example, if some of the data flows are selected, the ATSSS rule is to split the existing data flows associated to Selected access type by moving selected data flows from selected access type to preferred access type.
Proposal#2: The granularity of the selected data flows determines the ATSSS mode.
Proposal#3: The URSP policy in TS 23.503 can be extended to support ATSSS rule with the following two principles:
· Table 6.5.2.1-1 and table 6.5.2.1-2 can remain unchanged for the structure of the URSP policy and URSP rule.

· Table 6.X.1 shows Route Selection Descriptor supporting ATSSS, which is extended from Table 6.5.2.1-3.
Considering 3GPP RAT differentiation in support of ATSSS, the solution in S2-18xxxxx adds Access Technology Selection Descriptor in Route Selection Descriptor is also applicable without conflicting to the ATSSS rule proposed in this paper. Both features can be incorporated together to support ATSSS with RAT differentiation in URSP rule in the following reasons:
· The ATSSS feature is related to the Selected Access Type while the 3GPP RAT differentiation is related to Access Type Preference.

· The URSP rule can implement both features. For example, if Access Technology preference is indicated as 3GPP, the Access Technology Selection Descriptor provides information to further select 3GPP RAT. In the meantime, if the Selected Access Type for ATSSS is indicated differently from Access Technology preference, e.g. Non-3GPP, the ATSSS mode can further be determined based on Data Flow Filter Descriptor.
Prorposal#4: Both ATSSS and 3GPP RAT differentiation features can be incorporated together to support ATSSS with RAT differentiation in URSP rule.
2. Proposal
It is proposed to agree the following new solution into TS 23.793.
* * * First change * * * *

6.X
Solution for differentiation of 3GPP RATs in ATSSS rule
6.X.1
Functional Description

The solution is to resolve key issue #2, #3, #4 for the following common requirements:

· What are the criteria used by the UE or by the network to take a Steering/Switch/Split decision on a data flow?

· What is the relationship between ATSSS steering/Switch/Split policy and other UE policies e.g. URSP?
Currently, in TS 23.503, URSP policy contains one or more URSP rules for the UE to select preferred access technology for offloading to the WLAN outside of the PDU session or establishing a new PDU session associated to indicated SSC mode, DNN, S-NSSAI in the route selection descriptors. In support of ATSSS, the UE needs to establish Multiple-Access PDU session for enforcing traffic steering/switching/splitting over 3GPP access, or non-3GPP access, or both accesses. Therefore, when ATSSS rule is indicated and is evaluated as valid, the UE needs to establish Multiple-Access PDU session modification procedure if the PDU session is not yet a MA-PDU session. 
According to the ATSSS definition, this solution adds the following two additional information:

· Selected Access Type for ATSSS: this information is used to indicate the selected access type of the MA-PDU. 

The selected data flows can be switched/steered/split from Selected Access Type to indicated Access Type preference. If Selected Access Type is the same as Access Type preference, the UE does not need to enforce ATSSS rule for the selected data flows. Therefore, this solution also allows for provisioning URSP rules in Rel-15.

· Data Flow Filter Descriptor: this information is further used to indicate the data flow filter for selecting data flows which is currently associated to the selected access type.

With both information, the resultant selected data flows associated to the selected access type are subject to perform ATSSS. The granularity of the selected data flows determines the ATSSS mode. That is, the granularity of the selected data flows determines the ATSSS mode.
For example, if all the data flows are selected, the ATSSS rule is to enforce access traffic switch. All the data flows needs to be switched by changing association from selected access type to preferred access type.  

For example, if none of the data flows are selected from existing data flows, the ATSSS rule is to steer new data flows to preferred access type.

For example, if some of the data flows are selected, the ATSSS rule is to split the existing data flows associated to Selected access type by moving selected data flows from selected access type to preferred access type.
6.X.2
ATSSS Rule

The URSP policy in TS 23.503 can be extended to support ATSSS rule with the following two principles:

· Table 6.5.2.1-1 and table 6.5.2.1-2 can remain unchanged for the structure of the URSP policy and URSP rule.

· Table 6.X.1 shows Route Selection Descriptor supporting ATSSS, which is extended from Table 6.5.2.1-3.
Table 6.X.1: Route Selection Descriptor (modified table, reference: Table 6.6.2.1-3 in TS 23.503)

	Information name
	Description
	Category
	PCF permitted to modify in URSP
	Scope

	Route Selection Descriptor Precedence 
	Determines the order in which the Route Selection Descriptors are to be applied. 

	Mandatory
(NOTE 1)
	Yes
	UE context

	Route selection components
	This part defines the route selection components
	Mandatory
(NOTE 2)
	
	

	SSC Mode Selection
	One single value of SSC mode.
	Optional
	Yes
	UE context

	Network Slice Selection
	Either a single value or a list of values of S-NSSAI(s).
	Optional
	Yes
	UE context

	DNN Selection
	Either a single value or a list of values of DNN(s).
	Optional
	Yes
	UE context

	Non-seamless Offload indication
	Indicates if the traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session.
	Optional

(NOTE 3)
	Yes
	UE context

	Access Type preference
	Indicates the preferred Access Type (3GPP or non-3GPP) when the UE establishes a PDU Session for the matching application.
	Optional
	Yes
	UE context

	Selected Access Type for ATSSS


	Indicate selected access type for the Multiple-Access PDU session.
	Optional
(NOTE 4)
	Yes
	UE context

	Data Flow Filter

Descriptor


	Indicate data flow filter for the traffic associated to selected access type.

	Optional
(NOTE 5)
	
	

	IP Data Flow Filter Descriptor


	Indicate list of one or more IP 3 tuple(s) (source IP address or IPv6 network prefix, source port number, protocol ID of the protocol above IP)


	Optional

(NOTE 6)
	Yes
	UE context

	Non-IP Data Flow Filter Descriptor

	Descriptor(s) for non-IP Data Flow Filter
	Optional


	Yes
	UE context

	NOTE 1:
Every Route Selection Descriptor in the list shall have a different precedence value.

NOTE 2:
At least one of the route selection component shall be present.

NOTE 3:
If this indication is present in a Route Selection Descriptor, no other components shall be included in the Route Selection Descriptor.

NOTE 4:  If selected access type is the same as preferred access type, Data Flow Filter descriptor shall be ignore. In this case, the URSP rule does not for ATSSS.

NOTE 5:

· If data flow filter is set for all data flows, the ATSSS rule is to enforce access traffic switch. All data flows associated to selected access type are to be switched by changing association to preferred access type.
· If data flow filter is not set or none of the data flows is selected, the ATSSS rule is to steer new data flows to preferred access type. The new data flow is to be associated to the preferred access type by traffic steering.

· If data flow filter is set for selecting some of the data flows associated to selected access type, the ATSSS rule is to enforce access traffic split. The selected data flows are split from all the existing data flows associated to selected access type and moved to preferred access type.
NOTE 6: the protocol ID may be different from the one in IP Descriptor.




Further, considering 3GPP RAT differentiation in support of ATSSS, the solution in S2-18xxxxx adds Access Technology Selection Descriptor in Route Selection Descriptor is also applicable without conflicting to the ATSSS rule proposed in this paper. Both features can be incorporated together to support ATSSS with RAT differentiation in URSP rule in the following reasons:

· The ATSSS feature is related to the Selected Access Type while the 3GPP RAT differentiation is related to Access Type Preference.

· The URSP rule can implement both features. For example, if Access Technology preference is indicated as 3GPP, the Access Technology Selection Descriptor provides information to further select 3GPP RAT. In the meantime, if the Selected Access Type for ATSSS is indicated differently from Access Technology preference, e.g. Non-3GPP, the ATSSS mode can further be determined based on Data Flow Filter Descriptor.
Both ATSSS and 3GPP RAT differentiation features can be incorporated together to support ATSSS with RAT differentiation in URSP rule. The following Table 6.X-2 provides an example for URSP rules with ATSSS and 3GPP RAT differentiation.

Table 6.X-2: Example of URSP rules (reference: TS 23.503, Table A-1)

	Example URSP rule
	Comments

	Traffic filter: 

App=App1, App2

IP Descriptor=192.168.111.21-100; 80; UDP
ValidityArea:

3GPP_Location= E-UTRA_CI: X1, Y1; NG E-UTRA_CI: X2, Y2; NR_CI: Z1, Z2

Non-seamless Offload indication: Prohibited

Network Slice Selection: 

S-NSSAI-a

SSC Mode Selection: 

SSC Mode 3

DNN Selection: 

internet

Access Type preference: 

3GPP access

Access Technology selection:

3GPP RAT preference: NR

3GPP RAT selection order list: gNB-ID=A, gNB-ID=B

Selected Access Type for ATSSS:

Non-3GPP access

Data Flow Filter Descriptor

· IP Data Flow Filter Descriptor=192.168.111.20-30; 80; UDP


	This URSP rule associates the traffic of application "App1+App2" with S-NSSAI-a, SSC Mode 3 and the "internet" DNN. It enforces the following routing policy:

· Traffic of application "App1, App2" should not be directly offloaded to non-3GPP out of PDU session.

· It should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet. 

· If the PDU session is not established, the UE shall attempt to establish the PDU establishment procedure over Access Type=3GPP access and use Access Technology RAT with NR_Cell=Z1, Z2 (or gNB-ID= A, B).

· If the PDU session cannot be established, the traffic of this application cannot be transferred out of PDU session.

For ATSSS:

· The selected IP data flows indicates that the ATSSS mode is to split the selected data flows from Non-3GPP access to 3GPP access.

· If the MA-PDU session in not yet established, the UE shall attempt to establish the PDU establishment/modification procedure over both Access Types including 3GPP access using Access Technology RAT with NR_Cell=Z1, Z2 (or gNB-ID= A, B) and Non-3GPP access.




* * * End of change * * * *
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