SA WG2 Temporary Document

Page 1

SA WG2 Meeting #126
S2-182882
Feb 26 – Mar 2, 2018, Montreal, Canada
(revision of S2-182117, 2499)
Source:
Motorola Mobility, Lenovo
Title:
Solution for 5G-RG Registration to 5GC
Document for:
Approval
Agenda Item:
6.7
Work Item / Release:
FS_5WWC / Rel-16
Abstract of the contribution: 
1. Proposal
This document proposes a procedure that enables a 5G-RG to register with the 5G core network. The proposed procedure aligns very well with the registration via untrusted non-3GPP access networks, as specified in TS 23.502, clause 4.12.2.2.
* * * 1st Change * * * 

6.x
Solution #x: 5G-RG Registration to 5GC
6.x.1
General
This solution specifies how the 5G-RG can register to 5GC in case the EAP protocol is used to transport NAS messages between the 5G-RG and the Wireline-5G Access Network (W-5GAN).
Editor’s Note: The protocol between the 5G-RG and W-5GAN will be decided by BBF.
It is assumed that the W-5GAN is composed of two functional elements: (i) one or more Wireline Access Node functions and (ii) a Fixed Access Gateway Function (FAGF) which exposes the N2/N3 interfaces towards the 5GC. The 5G-AGF may be split into CP-plane and UP-plane functions but this is not further considered in this clause.
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Figure 6.x.1-1: Considered reference architecture
6.x.2
5G-RG Registration Procedure
The signalling flow shown in the figure below illustrates how a 5G-RG can register with the 5GC via a W-5GAN. This procedure aligns well with the registration procedure via untrusted non-3GPP access, as specified in TS 23.502, clause 4.12.2.2.
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Figure 6.x.2-1: Signalling flow for 5G-RG registration to 5G core
1.
A layer-2 (L2) connection is established between the 5G-RG and the 5G-AGF. This L2 connection could, for example, be established with PPP/PPPoE procedures. The details of this step are outside the scope of 3GPP.

2-10. An EAP-5G procedure is executed between the 5G-RG and the 5G-AGF, similar to the procedure specified in TS 23.502, clause 4.12.2.2, for the untrusted non-3GPP access. However, in this case, the following differences exist:
-
The EAP-5G packets are transferred over the L2 connection (e.g. PPP) established between the 5G-RG and the 5G-AGF in step 1 (not over IKEv2).
-
The AN Type provided to AMF in step 5 indicates "Wireline 5G" (not untrusted non-3GPP).

-
An AGF key (instead of an N3IWF key) is created in the 5G-RG and in the AMF after the successful authentication. The AGF key is transferred from the AMF to AGF in step 10a within the N2 Initial Context Setup Request. After the 5G-RG receives the AGF key, it completes the EAP-5G procedure by sending to UE an EAP-Success packet.
-
The N2 Initial Context Setup Request message in step 10a may or may not trigger the establishment of a security association between the 5G-RG and the 5G-AGF. If such security association is needed it should be investigated by SA3 and BBF.
-
The authentication procedure executed in step 8 may be different from the EAP-AKA' procedure executed over untrusted non-3GPP access. This should be further investigated by SA3 and BBF.
11.
The 5G-AGF provides IP configuration data to 5G-RG, e.g. by executing a PPP IPCP or PPP IPv6CP negotiation.
12.
The 5G-AGF responds to AMF with an N2 Initial Context Setup Response message.

13.
The AMF sends the NAS Registration Accept within an N2 message and the 5G-AGF forwards this NAS message to 5G-RG over the L2 connection established in step 1. All subsequent NAS messages between the 5G-RG and the AMF are transferred via the 5G-AGF over this L2 connection. As mentioned above, SA3 and BBF should specify what security procedures (if any) are needed to protect the traffic carried over this L2 connection.
6.x.3
Impact on 5GC
Since the proposed registration procedure is based on the existing registration procedure for untrusted non-3GPP access, the impact on 5GC is minimum.
Editor’s note: A more detailed analysis of 5G impact is FFS.
* * * End of Changes * * * 
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