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Abstract of the contribution: The architectural assumptions are updated to e.g. allow emergency calls from UEs attached for RLOS.
Discussion
Per LS S1-180602, SA1 states:
" SA1 sees that RLOS can be considered a new “state” that a UE can be put in by the network once attached – the UE has not been mutually authenticated and can therefore only successfully access RLOS service or to make emergency calls. The UE shall not enter this state unintentionally and once in this state, the UE shall not successfully access any non-RLOS services apart from emergency calls."
This means that a UE attached for RLOS shall be able to get emergency services. This is missing in the architectural assumptions. 

Also, it is possible for the IMS network to detect that a UE is attached for RLOS, e.g. via the UE using a RLOS-specific P-CSCF address. Therefore, there is no need for the UE to send an indication at IMS layer when requesting RLOS service. 

Proposal

It is proposed to update TS 23.715 as follows.

FIRST CHANGE
4.1
Architectural Assumptions

The goal of the study is to enable access to those Restricted Local Operator Services (RLOS), however the definition of such restricted local operator services offered by an operator is out of scope of 3GPP.

Architectural assumptions are the following:

-
Access to RLOS is only possible for UEs when using EPC via E-UTRAN as IPCAN.

-
Both unauthenticated and authenticated UEs can access RLOS via the same architecture. 
An authenticated UE allowed to access EPC may access the same services that are provided as RLOS but in this case, it is not within the scope of RLOS.

-
The UE shall indicate to the EPC network that the request is a request for RLOS.
-
The network shall allow a UE attached for RLOS to access emergency services.
-
Allowing access to RLOS is completely under the local operator's control.
-
The solution shall support both non-IMS and IMS RLOS services.

-
When RLOS are accessed via IMS sessions:

1)
they do not require any specific support for location over and above what is defined by IMS already;

2)
they do not require any specific support regarding call back to the user that has initiated the session;

3)
the IMS RLOS are securely isolated to avoid e.g. DOS attacks to IMS entities offering regular IMS services.

-
Only UE-originated RLOS requests are supported.

-
No support of multiple PDN connections.

-
No support of mobile terminated services.
-
This feature is only applicable to EPS 3GPP access. 

-
Inter-RAT handovers and handover between 3GPP and non-3GPP accesses are not supported.
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