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Abstract of the contribution: This contribution proposes to update the key issue one description. 
1 Discussion
Three bullets are listed under key issue one description: 
-
Architectural assumptions.

-
Management of information for encrypted traffic detection and verification.

-
Extending of existing parameter or define new parameter.
Second bullets is the most meaningful but the real technical issues to be studied needs more elaboration.
Traffic detection is a functionality of UPF, so it is proposed to study this key issue under this assumption.
UPF is controlled by SMF, and the information used for traffic detection is provisioned by SMF. Therefore, involving SMF under this key issue bullet is necessary.

It is also proposed traffic verification may be solution dependent.
2 Proposal
It is proposed to make the following changes to the TR 23.787.
* * * * Start of Change * * * * 
5.1
Key Issue #1: Encrypted traffic detection and verification in the presence of an agreement between AS and MNO
5.1.1
General description
This key issue will study the solution(s) for encrypted traffic detection and verification in the presence of an agreement between AS and MNO, including:
-
Architectural assumptions.

-
Retrieval and management of information for encrypted traffic detection and verification.

-
Extending of existing parameter or define new parameter.
The solution should be considered if it can be applied to EPS, 5GS or both.

1. 
2. 
3. 
NOTE: whether the traffic verification is needed is solution dependent.
* * * End of all change * * * 
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