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Abstract of the contribution: This contribution provides details on supporting UE-initiated and network-initiated ATSSS modes.
Discussion

This paper provides details on supporting UE-initiated and Network-initiated modes. Depending on the mode selected, corresponding entity (UE or network) controls the traffic routing within the multi-access PDU session by applying ATSSS Rules. These ATSSS Rules are exchanged over the control plane signalling between the UE and network.
Proposal

***** Start of Change (all new text) *****
6.1.x 
ATSSS Modes
A multi-access PDU session can operate either in UE-initiated ATSSS mode or in Network-initiated ATSSS mode. The mode is specified at the time of PDU Session Establishment procedure and remains the same until that multi-access PDU session remains active. The exchange of ATSSS Rules to/from UE is supported over the control plane signalling.
6.1.x.1
UE-initiated ATSSS mode

In UE-initiated ATSSS mode, the UE controls the traffic routing within the multi-access PDU session by applying ATSSS Rules and/or the user configured ATSSS Rules. These ATSSS Rules specify the selected IP flows and access type to be used. The network may either accept or reject the ATSSS Rules requested by the UE, but it does not provide ATSSS Rules by itself. 

When the network receives ATSSS Rules from the UE, it may reject support of ATSSS based on subscription limitations with an appropriate cause value. This cause value is used by the UE to determine when/if the support of ATSSS can be requested again.

6.1.x.2
Network-initiated ATSSS mode
In Network-initiated ATSSS mode, the network controls the traffic routing within the multi-access PDU session by applying ATSSS Rules and/or the user configured ATSSS Rules. These ATSSS Rules specify the selected IP flows and access type to be used. The UE may either accept or reject the ATSSS Rules requested by the network, but it does not provide ATSSS Rules by itself.

When the UE receives ATSSS Rules from the network, it may reject support of ATSSS due to reason like processing issue locally with an appropriate cause value. This cause value is used by the network to determine when/if the support of ATSSS can be requested again.

However, in this mode, the UE may request or provide mapping of new or modified IP flows mapping to access type to the network. In that case, the network provides new or updated ATSSS Rules to the UE exchanged over the control plane signalling based on what is allowed by the subscription.
6.1.x.3
Criteria for selecting ATSSS mode

Editor's note: Criteria for selecting ATSSS mode for a multi-access PDU session is FFS
***** End of Change *****

3GPP

SA WG2 TD


