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********** Start of changes **********
4.3.2.3
Secondary authorization/authentication by an DN-AAA server during the PDU Session establishment

The PDU Session establishment authentication/authorization is optionally triggered by the SMF during a PDU Session establishment and performed transparently via a UPF.

In case of Home Routed Roaming, unless specified otherwise, the SMF in the information flow defined in this clause is the H-SMF.
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Figure 4.3.2.3-1: PDU Session Establishment authentication/authorization

NOTE 1:
Steps 2, 3a, 3h and 4 are not defined in this specification. Steps 3 can be repeated depending on the mechanism used.

1.
If there is no existing N4 session that can be used to carry DN-related messages between the SMF and the DN, the SMF selects a UPF and triggers N4 session establishment.

2.
The SMF provides the SM PDU DN Request Container to the DN-AAA via the UPF. The UPF transparently relays the message received from the SMF to the DN-AAA server. The SMF identifies the DN-AAA server based on the SM PDU DN Request Container provided by the UE and on local configuration.

NOTE 2:
The content of the SM PDU DN Request Container is defined in TS 33.501 [15].

3a.
The DN-AAA server sends a Authentication/Authorization message towards the SMF. The message is carried via the UPF.

3b.
The SMF invokes the Namf_Communication_N1N2MessageTransfer service operation on the AMF to transfer the N1 SM information towards the UE. In case of Home Routed roaming the H-SMF provides the V-SMF with information needed to create the relevant N1 SM information and the V-SMF invokes the Namf_Communication_N1N2MessageTransfer service operation on the AMF.

3c:
The AMF sends the N1 NAS message to the UE

3d-3e.
When the UE responds to the N1 NAS message, the AMF informs the SMF by invoking the Nsmf_PDUSession_UpdateSMContext service operation. The SMF issues an Nsmf_PDUSession_UpdateSMContext response. In case of Home Routed roaming the V-SMF relays the N1 SM information to the H-SMF and issues the Nsmf_PDUSession_UpdateSMContext response.

3f:
The SMF sends the authentication message to the DN-AAA server via the UPF.


Step 3 may be repeated until the DN-AAA server confirms the successful authentication/authorization of the PDU Session.

4.
The DN-AAA server confirms the successful authentication/authorization of the PDU Session. The DN-AAA server may provide:

-
an SM PDU DN Response Container to the SMF to indicate successful authentication/authorization;

-
authorization information as defined in TS 23.501 [2] clause 5.6.6;

-
a request to get notified with the IP address(es) allocated to the PDU Session; and

-
an IP address (or IPV6 Prefix) for the PDU Session.

The PDU Session establishment continues and completes

X.
If requested so in step 4 or if configured so by local policies, the SMF notifies the DN-AAA with the IP address allocated to the UE together with the GPSI
When later on an IPV6 Prefix is allocated or released for the PDU Session (using IPV6 multi-homing as defined in TS 23.501 [2] clause 5.6.4.3), the SMF notifies the DN-AAA if the DN-AAA had requested to get notified with the IP address(es) allocated to the PDU Session.

When later on the PDU Session gets released as described in clause 4.3.4, the SMF notifies the DN-AAA.

The DN-AAA server may revoke the authorization for a PDU Session or update DN authorization data for a PDU Session. According to the request from DN-AAA server, the SMF may release or update the PDU Session.

***** Next Change *****
4.15.6
External Parameter Provisioning

4.15.6.1
General

Provisioning capability allows an external party to provision the expected UE behavioural information to 5G network functions. The provisioning information consists of information on expected UE movement and communication characteristics. Provisioned data can be used by the other NFs.

4.15.6.2
NEF service operations information flow


[image: image2.emf] 

AF   NEF  

NF  

2 .  Update  Request    

5 .  Nudm_SubscriberDataMana gement_UpdateNotification  Notify    

4 .  Nnef_ParameterProvision _update   Response  

1.  Nnef_ParameterProvision _update  R equest  

3 .  Update  Response    

U DM /   UDR  


Figure 4.15.6.2-1: Nnef_ParameterProvision_update request/response operations

1.
AF provides one or more parameter(s) to be updated in Nnef_ParameterProvision_UpdateRequest to the NEF.


The GPSI identifies the UE and the Transaction Reference ID identifies the transaction request between NEF and AF.

2.
If the AF is authorised by the NEF to provision the parameters, the NEF requests to update and store the provisioned parameters as part of the subscriber data via Update Request message, the message includes the provisioned data and NEF reference ID.


If the requester is not authorised to provision data, then the NEF continues in step 4 indicating the reason to failure in Nnef_ParameterProvision_Update response.

3.
UDM/UDR resolves the GPSI to SUPI, and stores the provisioned data as part of the subscription data and responds with Update response message.


If the SUPI cannot be derived from the GPSI, then the Update Response indicates the reason in the cause value

4.
NEF responds the request with Nnef_ParameterProvision_update response. If the procedure failed, the cause value indicates the reason.
5.
UDM/UDR notifies the related Network Function (e.g., AMF, SMF) of the updated subscriber data via Nudm_SDM_UpdateNotification Notify message.

***** Next Change *****
5.2.3.5.2
Nudm_EventExposure_Subscribe service operation
Service operation name: Nudm_EventExposure_Subscribe
Description: The NF consumer subscribes to receive an event, or if the subscription is already defined in UDM, then the subscription is updated.

NF Consumers: NEF.
Inputs (required): GPSI or External Group Identifier, Event filter containing the Event Id(s) (see clause 4.15.3.1) and optionally the reporting options (e.g. Maximum Number of Reports or Monitoring Duration, for Monitoring Events).
Inputs (optional): None.

Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if corresponding information is available at reception of the subscription request of the event (e.g. One Time reporting for Monitoring Events).
5.2.3.5.3
Nudm_EventExposure_Unsubscribe service operation
Service operation name: Nudm_EventExposure_Unsubscribe
Description: the consumer deletes the subscription of an event if already defined in UDM.

NF Consumers: NEF.
Inputs (required): GPSI or External Group Identifier , Event filter containing the Event Id(s).

Outputs (required): Operation execution result indication.
********** Next change **********

5.2.6.4.2
Nnef_ParameterProvision_Update service operation

Service operation name: Nnef_ParameterProvision_Update

Description: the consumer updates the UE related information (e.g., Expected UE Behaviour).

Inputs (required): GPSI, AF ID, Transaction Reference ID(s).

Inputs (optional): Any combination of the Expected UE Behaviour parameters.

Outputs (required): Transaction Reference ID(s), Operation execution result indication.

Outputs (optional): Transaction specific parameters, if available.
********** End of changes **********

_1570500439.doc










X.  notification of IP Address allocation







Continuation of PDU session establishment per Figure 4.3.2.2.1-1 or 4.3.2.2.2-1 up to completion of PDU session establishment







4. Authentication/Authorization Response







3f. Authentication/Authorization Response







3e. Nsmf_PDUSession_UpdateSMContext (N1 SM message)







3d. NAS SM Transport (Authentication Message)







3c. NAS SM Transport (Authentication Message)







3b. Namf_Communication_N1N2MessageTransfer











3a. Authentication/Authorization Request







2. Authentication/Authorization Request







1. N4 Session Establishment 







SMF







UPF







DN







UE







(R)AN







AMF







 







 







 







 







 







 







 












_1570639596.doc


UDM/ UDR







5. Nudm_SubscriberDataManagement_UpdateNotification Notify











4. Nnef_ParameterProvision_update Response







1. Nnef_ParameterProvision_update Request







3. Update Response











2. Update Request











NEF







NF







AF












