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Abstract of the contribution: this contribution for the FS_CIoT_5G study item proposes a key issue for non3gpp access support
1
Discussion

The 5G Core Network (Phase-1) supports the connectivity of the UE via non-3gpp access network, e.g., WLAN access, only untrusted non-3gpp accesses.
Non-3gpp access network is connected to 5GC via N3IWF which has Control Plane (N2) and User Plane (N3) interfaces, so that NAS signalling between UE and AMF via N3IWF is also supported, e.g., N1 reference point.
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Therefore, it is proposed to support non3gpp access for 5G-CIoT.

The following architecture requirement should be considered:
-
it should be possible to exchange small data via the interface N1 or via the interface N3, according to the discussion of key issue for infrequent small data transmission, and frequent small data transmission;
-  The N3IWF should be capable of selecting the proper AMF(s) that supports 5G-CIoT feature(s);
- 
the UE should be capable to select N3IWF that is able to connect AMF that supports 5G-CIoT feature(s);
-  AF(e.g., SCS/AS) should be able to subscribe event for UE’s access type e.g., 3GPP access or non3GPP access, in order to enable/disable network parameter configuration.
2
Proposal

It is proposed capture the points raised above in Clause 1 of TR 23.274 and to implement the following changes:
* * * Start of Change * * *

5.X
Key Issue X: Support for infrequent small data transmission
5.X.1
Description

Non3gpp access may be used for 5G-CIoT as one of access type. In 5GS phase-1, the Non-3gpp access network is able to connect to 5GC via N3IWF which has Control Plane (N2) and User Plane (N3) interfaces, so that NAS signalling between UE and AMF via N3IWF is also supported. 
5G-CIoT functionality also should be supported on non3gpp access as 5GS is designed for access-agnostic system.
5.X.2
Architectural requirements

Editor’s note: This clause describes the architectural requirements for non3GPP access support. This clause has dependency on other key issue for CIoT support for 5GC e.g., Infrequent small data, Frequent small data, Overload control, etc, if needed.

The following architecture requirement shall be supported:

-
It shall be possible to exchange small data via the interface N1 or via the interface N3 over N3IWF on Non3GPP access;

-  The N3IWF shall be capable of selecting the proper AMF(s) that supports 5G-CIoT feature(s);

- 
The 5G-CIoT UE shall be capable to select N3IWF that is able to connect AMF that supports 5G-CIoT feature(s);

-  For external exposure, AF(e.g., SCS/AS) can subscribe event for UE’s access type e.g., 3GPP, or non3GPP.

5.X.3
Architectural baseline

For this key issue, Release-15 5GC principle of supporting Non3GPP access (as defined in 4.2.8 in 23.501[xx]) should be considered as architectural baseline.

Editor’s note: Related Release-15 5GC principle can be listed in this clause if necessary.
5.X.4
Open issues
The following open issues remains to be studied:
· How CIoT UE selects N3IWF that is able to connect 5GS that support 5G-CIoT;
· How N3IWF selects AMF that supports 5G-CIoT functionality in the 5GS;
· How AMF detects UE’s access type and notifies to NEF and AF.
NOTE:      This Key issue has dependencies to the Key issues for frequent data transmission, infrequent data transmission, and network parameter configuration.
* * * End of Change * * *
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