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Abstract: This is to add a key issue to consider interworking impact on encrypted traffic detection and verification
********************************Start of Change********************************
5
Key Issues
Editor's Note: This clause will describe the key issues for architecture enhancements of EPS and 5G System to support encrypted traffic detection and verification. 
5.X
Key Issue #X: Interworking impact on encrypted traffic detection and verification
5.X.1
General description
The encrypted traffic detection and verification is a mechanism which may be used for EPS only, 5GS only or both system. Since the OTT data from the third party is always blind to the pipeline of operator’s network (EPS or 5GS) and system interworking possibly happens, if the mechanism and parameters used in EPS and 5GS are different, there is an issue regarding how to handle the handover case to guarantee the encrypted traffic is accurately detected and verified regardless of interworking impact. 

During this Key Issue, it is proposed to study:

· Which solutions can be used for 5GS, EPS, or both;
· If and how to keep the encrypted traffic being accurately detected when interworking happens. (E.g. if the related context is needed to be transferred and/or mapped)
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