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Abstract of the contribution: this contribution proposes a solution to address KI “infrequent small data transmission in efficient way”.
1
Discussion

In EPC system, we already have the infrequent small data transmisstion solutions defined in TS 23.401 and related specifications, e.g. Control Plane CIoT EPS Optimisation and User Plane CIoT EPS Optimisation. CIoT EPS Optimisations provide improved support of small data transfer. For 5G system, such mechanisms are also needed to enable small data transmisstion in efficient way for 5G CIoT UE.
2
Proposal

It is proposed to adopt following text in TR 23.724.
* * * Start of Change * * *
6. X
Solution #X: < infrequent small data transmission in efficient way>

6. X.1
Introduction
This solution applies to address the Key Issue x: infrequent small data transmission in efficient way, which is unnecessary for the UE to establish the PDU session in advance.
6. X.2
Functional Description

Editor's Note:
This clause outlines solution principles and documents any assumptions made.
The small data transmission procedure for a scenario where the MO user data is forwarded to application server via control plane is illustrated in Figure 6.x.4-1.
6. X.3
Support of EPC interworking
Editor's Note:
This clause describes if and how EPC-5GC interworking is supported by this solution.

6. X.4
Procedures
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Figure 6.x.4-1 small data transmission procedure
0. The UE was in CM-IDLE state.

1. The UE transmits the NAS Data PDU to the AMF.
2. The AMF checks the integrity of the incoming NAS PDU and decrypts the user data it contains.
Depending on operator policy, the 5GC may either execute option A, or option B for step3 and step4.
Option A:

3. If the UE has no PDU Session, based on one or any combination of DNN, Network Slice Selection Assistance Information, operator's local configuration or policy and routing information, the AMF selects a SMF and forwards the user data to the SMF. 

If the UE has one or more PDU sessions, based on one or any combination of PDU Session ID, DNN, Network Slice Selection Assistance Information, operator's local configuration or policy and routing information, the AMF selects a SMF and forwards the user data to the SMF.

3a. The SMF selects a UPF and forwards the user data to the UPF.
4. The UPF receives the DL user data and forwards the user data to the SMF.
4a. The SMF receives the DL user data and forwards the user data to the AMF.
Option B:
3. If the UE has no PDU Session, based on anyone or any combination of DNN, Network Slice Selection Assistance Information, operator's configuration or policy and routing information, the AMF selects a UPF and forwards the user data to the UPF. 
4. The UPF receives the DL user data and forwards the user data to the AMF.
5. If downlink data are received in step 4 for option B or 4a for option A, the AMF encrypts and integrity protects the Downlink data.

6. The AMF transmits the NAS Data PDU to the UE.
6. X.5
Impacts on existing entities and interfaces
Editor's Note: This clause describes impacts to existing entities and interfaces.

6. X.6
Evaluation

Editor's Note: This clause provides an evaluation of the solution.

* * * End of Change * * *
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