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	Reason for change:
	In the current specification there are a few aspects related with the handling of UE policies that need to be clarified, some of them already captured as Editor’s notes after SA2#124:
ISSUE#1: 

Editor's note:
The use of policy and rule identifiers are FFS.
ISSUE#2: 
Editor's note: Whether UE provides any policy identifier to inform the NW on the stored UE policies and in which procedure is provided, e.g. at initial registration or in a different procedure is FFS.
ISSUE#1 

The UE access selection and PDU session selection policy is composed by ANDSP and URSP and both of them contains a list of rules (WLANSP rules for ANDSP and URSP rules for URSP).

If upon some event, e.g. a location change, the applicable UE access selection and PDU session selection policy for a UE changes the PCF has to update accordingly the list of rules in the UE.
There are several alternatives for the level of granularity the PCF can use in the modification:

A) Replace the complete UE policy: the UE removes the complete list of WLANSP and URSP rules stored in the UE and stores the one received by the PCF.
B) If the change only affects to URSP (or WLANSP) the UE just replaces the affected set: The UE removes the list of stored URSP (or WLANSP) rules and stores the ones received by the PCF, maintaining the WLANSP (or URSP).

C) If the change only affects to one or a few of URSP and/or WLANSP rules just update the affected URSP and/or WLANSP rules: The UE creates/deletes/replaces the affected URSP and/or WLANSP rules but maintains the rest of not affected rules.
It’s clear that option C) is optimal in terms of the amount of information downloaded to the UE, however it needs to define operations (create/delete at least) per rule and be able to identify the rule for which the operation is performed.
Besides, taking into account that the RAN imposes a maximum length for the NAS message that can be transferred from the AMF to the UE, and that the PCF has to ensure that the UE policies related information transferred to the UE is under this limit, option C) is also optimal in terms of flexibility to split the complete UE policy related information in smaller pieces. E.g. if PCF needs to send the complete list of URSP rules to the UE but the complete list does not fit in one single NAS message, the PCF may decide to split the list of rules in different self-contained fragments (that can be interpreted individuallly by the UE), including in each fragment a number of rules that does fit in a single NAS message. This is not possible for options A) or B) without some additional support for e2e fragmentation of the set being sent. i.e. the PCF should fragment the set and send each fragment with the identifier of the set which belongs to, and the UE reassemble all the fragments received for the same set.
Then option C) is recommended and a ruleId on a per rule level is needed due to the level of granularity of this option.
Proposal#1:
Each URSP/WLANSP rule contains an identifier and the PCF is able to perform install/de-install operations to UE per individual rule (also for a list of them).

ISSUE#2
While the UE is registered the PCF maintains per UE context the information of the UE policies downloaded to the UE. Therefore for every new event received affecting the UE policies, the PCF makes policy evaluation and checks if the new UE policies calculated upon the event are the same than the ones already downloaded. If not, the PCF identifies the changes (according to the granularity solution decided in ISSUE#1) and updates only the affected rules in the UE.
However, at initial registration the PCF does not have information about the UE policies stored in the UE, since the UE context was removed in the previous de-registration, and indeed it is not possible to identify and update only the affected rules in the UE. The UE policies stored in the UE in one registration remains in the UE for the next registration.

In this situation the PCF at initial registration should always send to the UE the complete list of applicable URSP/WLANSP rules and the UE should always clean any existing URSP/WLANSP rule in the UE (only dynamic rules download by the PCF but not the pre-configured ones). How to avoid the sending of the complete UE policies to the UE in each initial registration?
ALTERNATIVES:

Two different alternatives have been identified to make the PCF aware of the UE policies stored in the UE at initial registration and then enable the possiblity in the PCF to compare if the new policies generated after policy evaluation are the same than the ones in the UE. If they are not he same, the PCF is able to identfy the changes and update only the affected rules in the UE. 
Alternative_1: At de-registration the PCF stores in the UDR the list of UE policies downloaded to the UE and retrieves them in the next registration.

Alternative_2: The UE includes in the initial registration a list of the WLANSP/URSP ruleIds currently stored in the UE (pre-configured rules are not included).

One problem with Alternative_1 is that there may be situations where the information in the UE can be lost while the UE is deregistered e.g. after SW/HW reset in the UE, so the the information obtained from the UDR at initial registration might not be the right one.
Another problem with Alternative_1 is that the UDR should maintain the list of UE policies not only per SUPI but also per the different device the subscriber uses. E.g. if SIM is moved to a different device the policies in the new device might be different than in the previous device and indeed different than the ones stored in the UDR.
Alternative_2 does not present the problems above and allows the syncrhonization between the UE policy information in the UE and in the PCF at every Initial Registration. For that reason, Alternative_2 is selected:

Proposal#2:
The UE sends at initial registration a policy identifer to assist the PCF to learn which rules are stored in the UE. 

In addition the PCF makes policy evaluation and checks if the new ruleIds calculated for the UE are are the same than the ones received from the UE. If not, the PCF identifies the changes (according to the granularity solution decided in ISSUE#1) and updates only the affected rules in the UE.

Since the full content of the rules should be a lot of information to transfer from the UE to the PCF, the proposal consists in the transfer of just the list of ruleIds (WLANSP and URSP rules) currently stored in the UE. Therefore, in order to check if the new UE policies calculated after policy evaluation at initial registration are the same than the ones stored in the UE every ruleId has to uniquely identify the content of the rule in the PCF. The PCF maps every ruleId into WLANSP/URSP rules according to local configuration.
Having this mechanism to synchronize the UE with the PCF at initial registration makes not necessary the synchronization in any other procedure.  



	
	

	Summary of change:
	Clarify that a URSP/WLANSP rule contains an identifier and that the PCF can perform operations (add/delete/replace) per individual URSP/WLANSP rule.

The UE sends at initial registration the list of UE policies currently stored in the device and the PCF uses this information as input for policy decisitions.



	
	

	Consequences if not approved:
	Not clear the granularity of the changes the PCF can order for UE policies. In addition the PCF at Initial Registration installs all the applicable UE policies in the UE even in the case the same UE policies are already stored in the UE.

	
	

	Clauses affected:
	6.1.2.2.1, 6.1.2.2.2, 6.6.1.1, 6.6.2 and 6.2.1
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	Other comments:
	


* * * First Change * * *

6.1.2.2.1
General

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses. The structure and the content of this policy are specified in clause 6.6.1.

2)
UE Route Selection Policy (URSP): This policy is used by the UE to determine if a detected application can be associated to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session. The structure and the content of this policy are specified in clause 6.6.2. The URSP rules include traffic descriptors that specify the matching criteria and one or more of the following components:

2a)
SSC Mode Selection Policy (SSCMSP): This is used by the UE to associate the matching application with SSC modes.

2b)
Network Slice Selection Policy (NSSP): This is used by the UE to associate the matching application with S-NSSAI.

2c)
DNN Selection Policy: This is used by the UE to associate the matching application with DNN.

2d)
Non-seamless Offload Policy: This is used by the UE to determine that the matching application should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU Session).

2e) Access Type preference: If the UE needs to establish a PDU Session for the matching application, this indicates the preferred Access Type (3GPP or non-3GPP).

The ANDSP and URSP may be pre-configured in the UE of may be provisioned to UE from PCF. The pre-configured policy shall be applied by the UE only when it has not received the same type of policy from PCF.

PCF selects the ANDSP and URSP applicable for each UE based on local configuration and operator policies taking  into consideration e.g. accumulated usage, load level information per network slice instance, UE location.
In the case of a roaming UE, the V-PCF may retrieve ANDSP and URSP from the H-PCF over N24.

The ANDSP and URSP shall be provided from the PCF to the AMF via N15 interface and then from AMF to the UE via the N1 interface. The AMF shall not change the URSP provided by PCF.

When the UE has valid USRP rules, the UE shall perform the association based on user preference and these rules. URSP is only applied when there is no applicable user preference for the matching application.

The UE shall start applying the new UE Policy (i.e. access selection and PDU Session related policy information) after receiving it. For the existing PDU Sessions, the UE shall examine the PDU Session related policy information to determine whether the existing PDU Session(s) (if any) are maintained or not. If not, then the UE may initiate a PDU Session release procedure for the PDU Session(s) that cannot be maintained.

If there are multiple IPv6 prefixes within the PDU Session, then the routing rules, described in clause 5.8.1.2 in 3GPP TS 23.501 [2], on the UE shall be used to select which IPv6 prefix to route the traffic of the application.

* * * Second Change * * *

6.1.2.2.2
Distribution of the policies to UE

The UE access selection and PDU Session related policy control enables the PCF to provide UE access selection and PDU Session related policy information to the UE, i.e. UE policies, that includes either Access network discovery & selection policy (ANDSP) or UE Route Selection Policy (URSP) or both using Npcf and Namf service operations.

The PCF may provide the AMF with the UE access selection and PDU Session related policy information at the initial Registration procedure, or when the operator policies indicate that the conditions for updating the UE are met, i.e. at change of UE location or at mobility with change the AMF, or at any time, as defined in TS 23.502 [3]. Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs, etc as defined in clause 6.2.1.2.

The PCF ensures that UE access selection and PDU Session related policy information delivered to the AMF, is under a predefined size limit. If this predefined limit is exceeded then PCF provides a list of self-contained UE access selection and PDU Session related policy information to the UE, via AMF.  The PCF delivers to the UE transparently via the AMF.
The PCF may divide the UE access selection and PDU Session related policy information into different policy sections, each identified by a Policy Section Identifier (i.e. PSI). It is up to PCF decision how to divide the UE access selection and PDU Session related policy information into policy sections. PCF may, for example, assign the URSP as one whole policy section, or it may subdivide the information in the URSP into multiple policy sections by assigning one or several URSP rules to each policy section. 

When providing the UE with UE access selection and PDU Session related policy information, the PCF shall provide the Policy Section Identifier (PSI) to identify stored policy section.

The AMF forwards the UE access selection and PDU Session related policy information to the UE. The UE updates the stored UE access selection and PDU Session selection policies by the one provided by the PCF as follows:
· - For the PSI not existing in the UE, the UE stores the PSI and its content.
- For an existing PSI in the UE, the UE replaces the stored PSI and its content with the received information. 
- For an existing PSI in the UE, the UE removes the stored PSI if the content is empty.
NOTE 3:
The AMF does not need to understand the content of the UE policy, rather send them to the UE for storage.



At Initial Registration the UE provides the list of stored PSIs identifying the sections that are currently stored in the UE, if no PSIs are stored in the UE, and empty list of stored PSIs is provided and then the AMF provides them to PCF using Npcf_AMPolicyControl_Get  procedure. The UE may trigger an Initial registration to request a synchronization of UE policies for example in the following scenarios:

-
If the UE powers up for the first time and has no policies.

-
If the relation ME - SUPI has been modified in the USIM. 

-
If the USIM is moved from one device to another.

When the PCF receives Npcf_AMPolicyControl_Get then it  retrieves the list of PSIs and its content stored in the UDR for this SUPI. The PCF compares the two lists of PSIs in addition the PCF checks whether the list of PSIs and its content needs to be updated according to operator policies. If the two list of PSIs are different or an update is necessary, the PCF provide an updated list of PSIs and its content to the AMF in the Npcf_AMPolicyControl_Get Response and  in case the PCF decides to spit the list of PSIs to be sent to the UE, the PCF uses
 Npcf_AMPolicyControl_UpdateNotify service and then AMF uses using UE configuration Update procedure for transparent UE policies delivery procedure to deliver to the UE.
he PCF maintains the latest list of UE access selection and PDU Session related information delivered to each UE as part of the information related to the Policy Association until the Npcf_AMPolicyControl_Delete is received from the AMF. Then PCF stores the latest list of PSIs and its contents in the UDR using the Nudr_UDM_Update including DataSet “Policy Data” and Data Subset “Policy Set Information”.
NOTE 4:
The PCF ensures that the PSIs provided by H-PLMN and V-PLMN(s) do not overlaps
NOTE 5:
The UE doesn’t provide to the PCF the list of pre-configured UE access selection and PDU session related policy information stored in the UE.
NOTE 6:
The size limit to allow the policy information to be delivered using NAS transport is specified in TS 29.507 [13]. The size limit is configured in the PCF.
* * * Third Change * * *

6.6.2
UE Route Selection Policy information
The UE Route Selection Policy (URSP) includes a prioritized list of URSP rules. The UE may be provisioned with a USRP by the HPLMN.

Editor's note:
The use of policy and rule identifiers are FFS. 
Table 6.6.2-1: UE Route Selection Policy
	Information name
	Description
	Category
	PCF permitted to modify in a URSP
	Scope

	URSP  rules
	1 or more URSP rules as specified in table 6.6.2-2
	Mandatory
	Yes
	UE context


The structure of the URSP rules is described in Table 6.6.2-21 and Table 6.6.2-32.
Table 6.6.2-21: UE Route Selection Policy Rule

	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	
	
	
	
	

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the traffic descriptors for the policy
	
	
	

	Application identifiers
	Application identifier(s) 
	Optional
	
	

	IP descriptors
	IP 3 tuple(s) (destination IP address or IPv6 network prefix, destination port number, protocol ID of the protocol above IP)
	Optional
	Yes
	UE context

	Non-IP descriptors
	Descriptor(s) for non-IP traffic
	Optional
	Yes
	UE context

	Route Selection descriptor
	The components for Route selection (see table 6.6.2-32)
	Mandatory
	
	

	NOTE 1: Rules in a URSP shall have different precedence values.


Table 6.6.2-32: Route Selection Descriptor

	Information name
	Description
	Category
	PCF permitted to modify in URSP
	Scope

	Route selection components
	This part defines the route selection components
	Mandatory
(NOTE 1)
	
	

	SSC Mode Selection
	
	Optional
	Yes
	UE context

	Network Slice Selection
	
	Optional
	Yes
	UE context

	DNN Selection
	
	Optional
	Yes
	UE context

	Non-seamless Offload indication
	Indicates if the traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session.
	Optional


	Yes
	UE context

	Access Type preference
	Indicates the preferred Access Type (3GPP or non-3GPP) when the UE establishes a PDU Session for the matching application.
	Optional
	Yes
	UE context

	NOTE 1: At least one of the route selection component shall be present 


Each URSP rule contains a Rule Precedence value that determines the priority of the rule within the policy. Rules in a URSP shall have different precedence values.
Each URSP rule contains a Traffic descriptor that determines when the rule is applicable. A detected application is compared against the traffic descriptors to determine if a URSP rule is applicable. When route selection based on USRP is performed, the highest priority valid USRP rule that is applicable shall be used for route selection.

A route selection descriptor contains the following components:

-
Session Continuity Mode:

-
Network Slice Selection:

-
DNN Selection:

-
Non-Seamless Offload indication: Indicates that traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session when the rule is applied.

-
Access Type Preference: If the UE needs to establish a PDU Session when the rule is applied, this indicates the Access Type (3GPP or non-3GPP) on which the PDU Session should be established.

NOTE:
The structure of the URSP does not define how the PCF splits the URSP when URSP cannot be delivered to the UE in a single NAS message.

* * * Fourth Change * * *

6.2.1.3
Policy control subscription information management

The PCF may request subscription information at PDU Session establishment and at UE Context Establishment.

The PCF may receive notifications on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the SMF and/or the AMF if needed.

NOTE:
How the PCF provisions/retrieves information related with policy control subscription data is defined in TS 23.501 [2].

The policy control subscription profile information provided by the UDR at UE context establishment using Nudr service for Data Set "Policy Data" and Data Subset "UE context policy control" is described in Table 6.2-1:

Table 6.2-1: UE context policy control subscription information
	Information name
	Description
	Category

	Subscriber categories
	List of category identifiers associated with the subscriber
	Optional


The policy control subscription profile information provided by the UDR at PDU Session establishment, using Nudr service for Data Set "Policy Data" and Data Subset "PDU Session policy control" is described in Table 6.2-2.

Table 6.2-2: PDU Session policy control subscription information
	Information name
	Description
	Category

	Allowed services
	List of subscriber's allowed service identifiers
	Optional

	Subscriber categories 
	List of category identifiers associated with the subscriber
	Optional

	Subscribed GBR
	Maximum aggregate bitrate that can be provided across all GBR QoS Flows in the DNN
	Optional

	ADC support
	Indicates whether application detection and control can be enabled for a subscriber
	Optional

	Subscriber spending limits control
	Indicates whether the PCF must enforce policies based on subscriber spending limits
	Optional

	IP index information
	Information that identifies the IP Address allocation method during PDU Session establishment
	Optional

	Charging related information
	This part defines the charging related information in the policy control subscription profile
	

	Default charging method
	Default charging method for the PDU Session (online / offline)
	Optional

	OCS address
	The address of the online charging system(s)
	Optional

	OFCS address
	The address of the offline charging system(s)
	Optional

	Usage monitoring related information
	This part includes a list of usage monitoring profiles associated with the subscriber. Each usage monitoring profile is logically associated with a particular operator offer, and includes the following elements
	

	Monitoring key
	An identifier to a usage monitoring control instance that includes one or more PCC rules
	Conditional (NOTE 1)

	Usage monitoring level
	Indicates the scope of the usage monitoring instance (PDU Session level or per Service)
	Optional

	Start date
	Start date and time when the usage monitoring profile applies
	Optional

	End date
	End date and time when the usage monitoring profile applies
	Optional

	Volume limit
	Maximum allowed traffic volume
	Optional

	Time limit
	Maximum allowed resource time usage
	Optional

	Reset period
	Time period to reset the accumulated consumed usage for periodic usage monitoring control (postpaid subscriptions)
	Optional

	Time usage
	Accumulated resource time usage
	Optional

	MPS subscription data
	This part defines the MPS subscription information in the policy control subscription profile
	

	MPS priority
	Indicates subscription to MPS priority service; priority applies to all traffic on the PDU Session
	Conditional (NOTE 1)

	IMS signalling priority
	Indicates subscription to IMS signalling priority service; priority only applies to IMS signalling traffic
	Conditional (NOTE 1)

	MPS priority level
	Relative priority level for multimedia priority services
	Conditional (NOTE 1)

	NOTE 1:
The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included)


Table 6.2-3: Accumulated usage subscription information
	Information name
	Description
	Category

	Accumulated usage related information
	This part includes a list of usage accumulators associated with the subscriber. Each usage accumulator stores the accumulated consumed usage associated with a usage monitoring profile.
	

	Monitoring key
	An identifier to a usage monitoring control included one or more PCC rules
	Conditional (NOTE 1)

	Usage monitoring level
	Iindicates the scope of the usage monitoring (PDU Session level or service level)
	Optional

	Volume usage
	Accumulated traffic volume
	Optional

	Time usage
	Accumulated resource time usage
	Optional

	NOTE 1:
The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included)


Editor's note:
How to provide UE policies is still under discussion, and whether UE policies is also the policy control subscription information is FFS.

The Allowed services may comprise any number of service identifiers allowed for the subscriber in the PDU Session. The PCF maps those service identifiers into PCC rules according to local configuration and operator policies.

The Subscriber category may comprise any number of identifiers associated with the subscriber (e.g. gold, silver, etc.). Each identifier associates operator defined policies to the subscriber that belong to that category.

The Usage monitoring related information may comprise any number of usage monitoring control instances associated with the subscriber. In each usage monitoring control instance is mandatory to include the Monitoring key. The Reset period only applies to usage monitoring control instances that periodically reset the allowed usage (e.g. daily, monthly, etc.). If the Reset period is not specified, the usage monitoring control instance ends when the allowed data is consumed or when the End date is reached. The usage monitoring related information is used by the PCF instead of the respective information for the subscriber category.

The policy subscription profile may be extended with operator-specific information. Operator-specific extensions may be added both to any specific part of the policy control subscription information (e.g. to the subscriber category part), or as a new optional information block.

Handling of operator specific policy data by the PCF is out of scope of this specification in this release.
The policy control subscription profile information provided by the UDR at UE context establishment using Nudr service for Data Set "Policy Data" and Data Subset "Policy Set Information" is described in Table 6.2-x:

Table 6.2-x: Policy Set Information
	Information name
	Description
	Category

	Policy Set Information
	List of PSI identifiers and content for each PSI. Content may be Access Network Discovery & Selection Policy Information or UE Route Selection Policy information or both.
	Optional


* * * End of Changes * * *

