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Abstract of the contribution: This contribution proposes update to the key issue studying the traffic splitting over multi-access in ATSSS by referring to the real-life use case of MPTCP support by iOS. 
Background

The intent of the following use case is not necessarily to promote the support of MPTCP in ATSSS.  Rather, by examining the real-life use case on how Apple iOS leverages MPTCP connection over WiFi and cellular multi-access to provide reliable and good performance services. Based on the use case, further clarifications on the Key Issue#4 on traffic splitting are proposed. 

Traffic Splitting Real Life Use Case

Use Multipath TCP to create backup connections for iOS

Since early 2017, iOS supports MPTCP  and allows an iPhone or iPad to establish a backup TCP connection to a destination host over a cellular data connection.

MPTCP (i.e. RFC 6897) is a set of extensions to the Transmission Control Protocol (TCP) specification. With MPTCP, a client can connect to the same destination host with multiple connections over different network adapters with Apple server.  This creates reliable and efficient data connections between hosts that works with existing networking infrastructures. 

iPhone and iPad use MPTCP with an active cellular data connection to make two connections:

· A primary TCP connection over Wi-Fi

· A backup connection over cellular data

If Wi-Fi becomes unavailable or unresponsive, iOS uses the cellular data connection.

MPTCP uses TCP Option field 30, which the Internet Assigned Number Authority (IANA) reserves for this use. If any middleboxes, such as routers or switches, between the iOS device and server don’t support MPTCP, iOS makes a standard TCP connection.

For example, when you ask Siri a question, Siri tries to make an MPTCP connection over Wi-Fi. If successful, Siri creates a backup connection over cellular data (i.e. reliability protection and ready for make-before-break handover). When Apple user continues moving, if Wi-Fi becomes unavailable or unreliable, MPTCP immediately and invisibly switches to cellular data.

Because the speech recognition requires tremendous processing power and to be done in real-time, Siri streams spoken commands to Apple’s data center for speech recognition; the result is sent back to the iPhone or iPad.  Seamless mobility support is intended for this service.
To further reduce latency, iOS measures the round-trip time (RTTs) on the two interfaces as a way to trigger the handover from WiFi and cellular more efficiently and reliably. 
***** First Change *****
5.4
Key Issue#4: Splitting Over Multiple Accesses

5.4.1
Descriptions

1.
What are the criteria used by the UE (including CPE) or by the network to take a splitting and restoring decision ?
NOTE:
The architecture on how to provide ATSSS policies from the network to the UE is studied as part of another KI.

2.
Should the PCF be informed of the splitting decision? If yes, what information should be provided to the PCF?

3.
Should the charging framework be informed of the splitting decision? If yes, what information should be provided to the charging framework for enabling appropriate charging?
4.
How can the ATSSS traffic splitting solution interwork with the application layer solution for traffic splitting (e.g. MPTCP at the application level)? 
***** End of Changes *****
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