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Abstract of the contribution: this paper proposes modifications to RLOS key issues, based on the recent response from SA1 in LS S1-174602.
Discussion
In their LS S1-174602, SA1 states that 
1) "it cannot be assumed that a UE is always aware that its request is for a Restricted Local Operator Service (RLOS). A UE that is accessing an RLOS may know that it is an RLOS attempt, and may be provisioned to send an RLOS indication to the serving network. Alternatively, as in the case of a manual roaming service, the UE may not have that awareness and may not be provisioned to provide an RLOS indication to the serving network. SA1 has agreed the attached CR, which includes a requirement that a UE includes the RLOS indicator when it knows it is accessing RLOS."

2) " The IMS PARLOS requirements in TS 22.228 point to the general PARLOS requirements in TS 22.101, so SA2 should support both IMS and non-IMS based RLOS. For security reasons, SA1 assumes such an IMS service would be securely isolated from any other IMS infrastructure."

3) " RLOS is intended for access by unauthenticated UEs. In the case where a UE is accessing a known RLOS and provides an indicator, authentication is skipped. In the case where a UE is not aware it is accessing an RLOS and no indicator is sent, authentication may be attempted and fail. In RLOS, authentication refers to access authentication." 
4) "SA1 would like to clarify that an authenticated device may access the same services that are provided as RLOS but in this case, it is not within the scope of RLOS."

This implies that RLOS applies to authenticated UEs only if they are NOT authorized in the area or the PLMN they are attempting to attach.

5) " Since a UE accessing an RLOS is not authenticated, it may be UICC-less or any other variation of an unauthenticated UE. SA1 has agreed to the attached CR which clarifies that a UE accessing an RLOS may be UICC-less, subject to operator policy and regional regulation."

This impacts the Key Issues EPC 2, EPC 4, EPC 5, IMS 1 of the TR

Proposal

It is proposed to update TS 23.715 as follows.
FIRST CHANGE
5
Key Issues for EPC

Editor's note:
This clause will describe the key issues for EPC.
5.1
Key Issue #EPC-1: Network indicating support for Restricted Local Operator Services and related UE behaviour
TS 22.101 [2] specifies: "When a UE recognizes an origination attempt to a restricted local operator service and has not received an indication from the serving system that restricted local operator services are available, the UE shall block the origination attempt."

This key issue addresses:

-
how the PLMN announces its support of RLOS to all UEs;

-
the behaviour of a supporting UE when it detects the network support of RLOS;

-
the behaviour of a supporting UE when it does not detect the network support of RLOS.

NOTE:
This key issue does not address the mechanisms for rejecting UE requests in case of an unauthorized attempt to access RLOS.
5.2
Key Issue #EPC-2: RLOS request indication

The solution shall address how an unauthenticated and authenticated UE indicates to the EPC that a request is for RLOS (e.g. at Attach);

5.3
Key Issue #EPC-3: Support of unauthenticated UEs

The solution shall address the EPC mechanisms required to support unauthenticated UEs. In particular, the following aspects are required to be studied:
-
how to allow unauthenticated UEs to access EPC network;

-
how to prevent unauthenticated UEs to access services which are not RLOS;

5.4
Key Issue #EPC-4: Support of authenticated UEs

The solution shall address the EPC mechanisms required to support authenticated UEs, in particular:

-
how to allow authenticated UEs to access the same RLOS as unauthenticated UEs. Since, from LS S1-174602, an authenticated UE" may access the same services that are provided as RLOS but in this case, it is not within the scope of RLOS", this applies to authenticated UEs that are not authorized in the area or the PLMN they are attempting to attach.
5.5
Key Issue #EPC-5: RLOS isolation

The solution shall address how to isolate the RLOS IMS network from the rest of the network (e.g., similar to security for unauthenticated CS or IMS emergency calls).

5.6
Key Issue #EPC-6: Collection of charging information

The solution shall address how to collect charging information regarding the use of RLOS.
5.7
Key Issue #EPC-7: Level of security

The solution shall have a level of security, which should not be less than that which is currently applied to existing equivalent network access methods (e.g., unauthenticated emergency calling).

6
Key Issues for IMS

Editor's note:
This clause will describe the key issues for IMS.
6.1
Key issue #IMS-1: Support for unauthenticated and authenticated user
The key issue here is that the network and UE needs to support access to RLOS for users that cannot be authenticated in the network. This applies for cases

-
where UE does not contain a USIM;

-
where UE contains an invalid USIM or not activated USIM;
-
where UE contains a valid and activated USIM, and if the UE is not authorized in the area or the PLMN they are attempting to attach.

Because of this key issue, a RLOS supporting UE needs to be able to initiate sessions without any dependency on successful IMS registration/authentication.

The solution should use the same mechanisms for both unauthenticated and authenticated UEs as much as possible.

6.2
Key issue #IMS-2: Identification of Restricted Local Operator Services at IMS layer

The key issue here is that it is beneficial if IMS services allow clear service identification. For access to restricted local operator service this means that:

-
For UE's aware they are making an IMS RLOS attempt after the Attach, the UE shall be able to start session setup without requiring IMS registration for RLOS services. Further the UE will need to indicate to the IMS network that its request is for RLOS via appropriate information in the SIP request; 
-
For UE's not aware they are making an IMS RLOS attempt after the Attach, the IMS network shall be able to determine that the UE sending the IMS registration request is attached for RLOS, even if the UE does not indicate it; and

-
the core network functional entities need to be able to detect the specific information for an RLOS request.

The study will determine what to configure in the IMS network (e.g., phone number, captive portal), in which IMS entity(ies), and what to signal to the UE (e.g. specific CSCF address);

6.3
Key issue #IMS-3: Handling IMS session for Restricted Local Operator Service

At IMS layer, RLOS are always provided in the local PLMN without any involvement of the Home PLMN.

The key issue for the UE is to support initiating a session setup for RLOS without requiring IMS registration for RLOS services.
NOTE:
UE only initiates IMS sessions for RLOS if the network has indicated support via signalling in the underlying layers.

The key issue for the IMS core network functional entities is to support session setup for RLOS from users without requiring IMS registration for RLOS services. Sessions for RLOS from authenticated and unauthenticated users are handled in the PLMN that provides the entry point into the IMS. This means that the IMS core network functional entities of the PLMN that provides the P-CSCF to which the UE is attached will handle the IMS session request locally.
END OF CHANGES
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