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***** Start of Change # 1 *****
4.3.5
Application detection and control requirements

The application detection and control feature comprise the request to detect the specified application traffic, report to the PCF on the start or stop of application traffic and to apply the specified enforcement and charging actions.

The PCF shall instruct the SMF on which applications to detect and whether to report start or stop event to the PCF by activating the appropriate PCC rules in the SMF. Reporting notifications of start and stop of application detection to the PCF may be muted.

The report to the PCF shall include the report is for start or stop, the detected application identifier and, if deducible, the service data flow descriptions for the detected application traffic.

Upon receiving the report from SMF, the PCF may make policy decisions based on the information received and may send the corresponding updated or new PCC rules to the SMF, and / or the PCF may interact with OCS to make PCC decisions based on spending limits as described in subclause 4.16.8 of the 3GPP TS 23.502 [3].

In this release of the specification Application Detection and Control applies only to the IP PDU Session types.
***** End of Change # 1 *****
***** Start of Change # 2 *****
6.2.2.5
Application detection


The SMF shall instruct the UPF to detect the Start and Stop of the application traffic for the PCC rules used for application detection (i.e. with application identifier) that the PCF has activated at the SMF.
When receiving the application detection event report from UPF as defined in clause 5.8.2.8.X in TS 23.501[2], the SMF shall forward the report if the PCF has subscribed to the event, unless the notification is muted for the specific PCC Rule, to the PCF.
***** End of Change # 2 *****
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