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* * * First Change * * * *

6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID

-
FQDN or IP address of NF
-
NF capacity information
-
NF Specific Service authorization information
-
Names of supported services
-
Endpoint addresses (i.e. HTTP URLs) of NF service instance(s) of each supported service
-
Identification of stored data/information
NOTE 1:
This is only applicable for a UDR profile. See applicable input parameters for Nnrf_NFManagement_NFRegister service operation in TS 23.502 [3] clause 5.2.7.2.2. This information applicability to other NF profiles is implementation specific.
-
Other service parameter, e.g., DNN, notification endpoint for each type of notification that the NF service is interested in receiving.
NOTE 2:
It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in case that e.g. an NF instance has an exceptional service authorization information.
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

NOTE 3:
The protocol for NRF’s NF Discovery serviceis also service-based.
In the context of roaming, multiple NRFs may be deployed in the different networks (see clause 4.2.4):

-
the NRF(s) in the Visited PLMN (known as the vNRF) configured with information for the visited PLMN.

-
the NRF(s) in the Home PLMN (known as the hNRF) configured with information for the home PLMN, referenced by the vNRF via the N27 interface,
* * * Second Change * * * *

6.3
Principles for Network Function and Network Function Service discovery and selection

6.3.1
General

The NF discovery and NF service discovery enables one NF to discover a set of NF instance with specific NF service or a target NF type. NF service discovery is enabled via the NF discovery, as specified in TS 23.502 [3], clause 5.1.1.

Unless the expected NF and NF service information is locally configured on requester NF, e.g. the expected NF service or NF is in the same PLMN as the requester NF, the NF and NF service discovery is implemented via the NRF. The NF repository function (NRF) is the logical function that is used to support the functionality of NF and NF service discovery as specified in clause 6.2.6.

In order to enable access to a requested NF type or NF service, the requester NF initiates the NF or NF service discovery by providing the type of the NF or the specific service is attempting to discover (e.g. SMF, PCF, UE location Reporting) and other service parameters e.g. slicing related information to discover the target NF. The detailed service parameter(s) used for specific NF discovery refer to the related NF discovery and selection clause.

Depending on the chosen message routing model, the NRF may provide the endpoint address (i.e. URL), the IP address or the FQDN of relevant NF services instance(s) and/or NF instance(s) to the requester NF for target NF instance selection. Based on that information, the requester NF can select one specific NF instance or a NF instance that is able to provide a particular NF Service (e.g., an instance of the PCF that can provide Policy Authorization).

For NF discovery across PLMNs, the requester NF provides the NRF the PLMN ID of the target NF. The NRF in the local PLMN reaches the NRF in the target PLMN by forming a target PLMN specific query using the PLMN ID provided by the requester NF.

NOTE 1:
See TS 29.510 [58] for details on using the target PLMN ID specific query to reach the NRF in the target PLMN.

For NF discovery across PLMNs in the context of Network Slicing, the NRF in the local PLMN interacts with the appropriate NRF in the target PLMN identified as specified in clause 4.17.5 of TS 23.502[3] and, for SMF in clause 4.3.2.2.3.3 of TS 23.502 [3].
The NRF in the local PLMN interacts with the NRF in the target PLMN to retrieve the endpoint address (i.e. URL), the IP address or the FQDN or the endpoint address (i.e. URL) of relevant services of the target NF instance (s).

NOTE 2:
Due to network topology hiding or network configuration, it is possible that the endpoint address (i.e. URL), the IP address or the FQDN of proxy function(s) instead of the target NF instance(s) are provided to the requester NF. The proxy function is transparent to the requester NF. The proxy function may further discover the target NF instance via local NRF.
6.3.2
SMF selection function

The SMF selection function is supported by the AMF and is used to allocate an SMF that shall manage the PDU Session.

The SMF selection function in the AMF shall utilize the Network Repository Function to discover the SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The NRF provides the endpoint address (i.e. URL), the IP address or the FQDN of SMF service instance(s) to the AMF.
NOTE:
Protocol aspects of the access to NRF are specified in TS 29.510 [58].
The SMF selection function in AMF is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the SMF selection:

-
Selected Data Network Name (DNN).

-
S-NSSAI.

-
Subscription information from UDM, e.g.
-
per DNN: whether LBO roaming is allowed

-
per S-NSSAI: the subscribed DNN(s)

-
per (S-NSSAI, subscribed DNN): whether LBO roaming is allowed
-
Local operator policies.

-
Load conditions of the candidate SMFs.
-
Access technology being used by the UE
If there is an existing PDU Session for a UE to the same DNN and S-NSSAI used to derive the SMF, the same SMF may be selected. However, different SMF may be selected, for example, to support a SMF load balancing or to support a graceful SMF shutdown (e.g., a SMF starts to no more take new PDU Sessions).
In the home-routed roaming case, the SMF selection function selects an SMF in VPLMN as well as an SMF in HPLMN.

If the UDM provides a subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and S-NSSAI and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the SMF selection function selects an SMF from the visited PLMN. If an SMF in VPLMN cannot be derived for the DNN and S-NSSAI, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then both a SMF in VPLMN and SMF in HPLMN are selected, and the DNN and S-NSSAI is used to derive an SMF identifier from the HPLMN.

If the initially selected SMF in VPLMN (for roaming with LBO) detects it does not understand information in the UE request, it may reject the N11 message (related with a PDU Session establishment request) with a proper N11 cause triggering the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN (for home routed roaming).
6.3.3
User Plane Function Selection

The selection and reselection of the UPF are performed by the SMF by considering UPF deployment scenarios such as centrally located UPF and distributed UPF located close to or at the Access Network site. The selection of the UPF shall also enable deployment of UPF with different capabilities, e.g. UPFs supporting no or a subset of optional functionalities.
SMF may be locally configured with the information about the available UPFs, e.g. by OA&M system when UPF is instantiated or removed.

NOTE 1:
UPF information can be updated e.g. by OA&M system any time after the initial provisioning, or UPF itself updates its information to the SMF any time after the node level interaction is established.
The UPF selection functionality in the SMF may optionally utilize the NRF to discover UPF instance(s). In this case, the SMF issues a request to the NRF that may include following parameters: DNN, S-NSSAI. In its answer, the NRF provides the IP address(es) or the FQDNs of corresponding N4 reference points of the UPF instance(s) to the SMF and may also provide the SMF with additional information to aid UPF selection such as UPF location, UPF capacity, and UPF optional functionalities and capabilities.

The NRF may be configured by OAM with information on the available UPF(s) or the UPF may register itself onto the NRF.
For home routed roaming case, the UPF(s) in home PLMN is selected by SMF(s) in H-PLMN, and the UPF(s) in visited PLMN is selected by SMF(s) in V-PLMN. The exact set of parameters used for the selection mechanism is deployment specific and controlled by the operator configuration, e.g. location information may be used for selecting UPF in some deployments while may not be used in other deployments.

The following parameter(s) may be considered by the SMF for the UPF selection:

-
UPF's dynamic load.

-
UPF's relative static capacity among UPFs supporting the same DNN.

-
UPF location available at the SMF.

-
UE location information.

-
Capability of the UPF and the functionality required for the particular UE session: An appropriate UPF can be selected by matching the functionality and features required for an UE.

-
Data Network Name (DNN).

-
PDU Session Type (i.e. IPv4, IPv6, Ethernet Type or Unstructured Type) and if applicable, the static IP address/prefix.

-
SSC mode selected for the PDU Session.

-
UE subscription profile in UDM.

-
DNAI as included in the PCC Rules and described in clause 5.6.7.

-
Local operator policies.

-
S-NSSAI.
-
Access technology being used by the UE.

The SMF, when selecting a UPF for a PDU Session or when analysing whether to reselect a UPF of an ongoing PDU session, shall be able to use information such as:

-
information regarding the User plane interfaces of UPF(s).This information may be acquired by the SMF using N4;

-
information regarding the N3 User Plane termination(s) of the AN serving the UE;

-
information regarding the N9 User Plane termination(s) of UPF(s) if needed;

-
information regarding the User plane termination(s) corresponding to the DNAI(s).
Editor’s Note: To select UPF the SMF needs some “information on the User Plane connectivity between UPF(s), AN(s) and sub-networks supporting DNAI(s); the following is under debate
· What information 3gpp specifications define for this purpose: e.g. the full link/router topology between AN and UPF and DNAI or only UP addressing information (FQDN / IP addresses) or other information

· How the SMF gets this information: candidate source of such information are N4, NRF and OAM
6.3.4
AUSF selection function

The AMF performs AUSF selection to allocate an AUSF that performs authentication between the UE and 5G CN in the HPLMN.

The AUSF selection function in the AMF shall utilize the NRF to discover the AUSF instance(s) unless AUSF information is available by other means, e.g. locally configured on AMF, and select an AUSF instance based on the obtained AUSF information
The AUSF selection function in AMF is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the AUSF selection:

-
SUPI.
-
Home network identifier (e.g., MNC and/or MCC) of SUCI
6.3.5
AMF selection

The AMF selection functionality is applicable to both 3GPP access and non-3GPP access. The AMF selection functionality can be supported by the 5G-AN (e.g. RAN, N3IWF) and is used to select an AMF for a given UE. An AMF supports the AMF selection functionality to select an AMF for relocation or because the initially selected AMF was not an appropriate AMF to serve the UE (e.g. due to change of Allowed NSSAI). Other CP NF(s), e.g. SMF, supports the AMF selection functionality to select an AMF from the AMF set when the original AMF serving a UE is unavailable.
5G-AN selects an AMF Set and an AMF from the AMF Set under the following circumstances:

1)
When the UE provides no 5G-S-TMSI nor the GUAMI to the 5G-AN.

2)
When the UE provides 5G-S-TMSI or GUAMI but the routing information (i.e. AMF identified based on AMF Set ID, AMF pointer) present in the 5G-S-TMSI or GUAMI is not sufficient and/or not usable (e.g. UE provides GUAMI with an AMF region ID from a different region).
3)
AMF has instructed AN that the AMF (identified by GUAMI(s)) is unavailable and no target AMF is identified and/or AN has detected that the AMF has failed.
Other CP NFs selects an AMF from the AMF Set under the following circumstances:

4)
When the AMF has instructed CP NF that a certain AMF identified by GUAMI(s) is unavailable and the CP NF was not notified of target AMF, and/or CP NF has detected that the AMF has failed.
The AMF selection functionality in the 5G-AN may consider the following factors for selecting the AMF Set:

-
AMF Region ID and AMF Set ID derived from GUAMI.
-
Requested NSSAI.

-
Local operator policies.

AMF selection functionality in the 5G-AN or CP NFs considers the following factors for selecting an AMF from AMF Set:

-
Availability of candidate AMFs.
-
Load balancing across candidate AMFs (e.g. considering weight factors of candidate AMFs in the AMF Set).
When 5G-S-TMSI or GUAMI is provided by the UE to the 5G-AN contains an AMF Set ID that is usable, and the AMF identified by AMF pointer that is not usable (e.g. AN detects that the AMF has failed) or the corresponding AMF indicates it is unavailable (e.g. out of operation) then the 5G-AN uses the AMF Set ID for selecting another AMF from the AMF set considering the factors above.

The AMF selection functionality in the AMF or other CP NFs shall utilize the NRF to discover the AMF service instance(s) (i.e AMF communication service) unless AMF information is available by other means, e.g. locally configured on AMF or other CP NFs. The NRF provides the endpoint address (i.e. URL), the IP address or the FQDN of AMF instance(s) or AMF service instance(s) to the AMF or other CP NFs. In the context of Network Slicing, the AMF selection is described in clause 5.15.5.2.1.

-
AMF selection functionality in AMF or other CP NFs use GUAMI to discover the AMF instance, the NRF provides the endpoint address (i.e. URL), the IP address, or the FQDN of the associated AMF instance or AMF service instances if it is available. If the associated AMF is unavailable due to AMF planned removal, the backup AMF used for planned removal is provided. If the associated AMF is unavailable due to AMF failure, the backup AMF used for failure is provided. If none of AMF related to the indicated GUAMI can be found or no indicated GUAMI, a list of candidate AMF instances in the same AMF Set together with additional information (e.g. priority) is provided.
-
AMF selection functionality in AMF use AMF Set ID to discover the AMF service instance(s), the NRF provides a list of AMF service instances in the same AMF Set together with additional information (e.g. priority).

-
At intra-PLMN mobility, the AMF selection functionality in source AMF use source AMF Set ID, source AMF Region ID, and the target location information, S-NSSAI(s) of Allowed NSSAI to discover target AMF service instance(s). The NRF provides the target AMF instance belonged to the target AMF set in target AMF Region which can be the mapping of the source AMF set in source AMF region. 

-
At inter PLMN mobility, the source AMF selects an AMF in the target PLMN via the PLMN level NRF. After the handover procedure the AMF may select a different AMF as specified in clause 4.2.2.2.3 in TS 23.502[3].
* * * End of Changes * * * *
