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Abstract of the contribution: This contribution proposes a solution to key issue #EPC-3 and EPC-4.
Introduction

This solution to key issue EPC#3 proposes that the UE includes an indication in initial attach if it desires to access RLOS. MME will be configured with a special APN dedicated to RLOS. 

When a UE fails to authenticate, and included the RLOS indication in initial attach, the MME initiates a session towards the configured APN dedicated to RLOS, and which connects the user to an operator portal for RLOS services. 
When a UE is successfully authenticated, and included the RLOS indication in initial attach, the MME initiates a session towards the configured APN dedicated to RLOS, and overrides the default APN in the UE profile.
The PCRF will ensure the services via the APN used for RLOS are allowed.
Proposal

It is proposed to update 23.715 as follows:

**** First Change ****

7.X
Solution #2: Solution to key issue #EPC-3 & #EPC-4
7.X.1
Functional Description

A UE requiring access to RLOS includes an indication to that effect in initial attach. This is an explicit request to connect to RLOS.

A UE that included an RLOS indication in initial attach and is not successfully authenticated or cannot be authenticated, shall be connected to an operator portal. To enable such a connection, the MME and/or PCEF/PCRF shall be configured with an APN dedicated for RLOS and the MME initiates a session towards the APN dedicated for RLOS which connects the user to an operator portal for RLOS services. 

A UE that did not include an RLOS indication in initial attach and is not successfully authenticated shall be denied access. 

A UE that included an RLOS indication in initial attach and is successfully authenticated will be connected to APN dedicated for RLOS. The MME will override the default APN in the profile in this case and establish a connection towards the APN dedicated to RLOS. 

The PCRF will ensure the services offered via the APN used for RLOS are allowed.
It is assumed that PCRF must be deployed to support RLOS since IMS support is required  
7.X.2
Procedures

UEs desiring access to RLOS must include an indication to that effect in initial attach. 

MME in serving network supporting RLOS services is configured with an APN dedicated for RLOS. 

MME connects a UE that included an RLOS indication in initial attach to the APN dedicated for RLOS regardless of a successful or unsuccessful authentication.

During PDN connection setup by the UE to the APN dedicated to RLOS, PCRF activates PCC rule(s) that ensures that the UE is allowed to access the portal. 

7.X.3
Impact on existing entities and interfaces
This solution requires a new RLOS indication be carried in an initial attach. The following nodes are impacted:

MME:   MME must be configured with the APN dedicated for RLOS, and implement the above functionality for authenticated and non-authenticated UEs. 

During initial Attach, if the RLOS indication is included by the UE, and if UE authentication is not successfully authenticated, or authentication cannot be performed, the MME initiates a session towards the configured APN dedicated to RLOS which connects the user to an operator portal for RLOS services.  
If the UE is successfully authenticated, the MME initiates a session towards the configured APN dedicated to RLOS, which also means that the default APN in the UE profile is overridden.
UE: UE must include the RLOS indication to gain access to RLOS.

**** End of Changes ****

3GPP

SA WG2 TD


