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Abstract of the contribution: Proposes a number of changes to the Network Slicing roaming sub-clause (5.15.6).
Discussion
· There is a NOTE in the roaming sub-clause that is applicable to the non-roaming case too, so this should be moved to 5.15.1 General. The existing text of the NOTE is updated to reflect discussions during the meeting as a possible way forward for closing the discussion on coexistence for this release.
· The text that states ”If the UE only uses standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN” doesn’t seem correct in the light of more recent changes to the specification, where mappings of serving PLAMN and home PLMN S-NSSAI values can be provided in the Allowed NSSAI. It is also not clear why it should be mandated that an operator needs to use a standardised network slice instance to support another operator’s network slice instance in the roaming case.
· The Editor’s Note in 5.15.6 regarding exposure of HPLMN topology is proposed to be removed as text added to the latest version of the TS explains how an NRF is used to select functions in the HPLMN (as is done for the non-slicing case).
· A number of other editorial and wording changes are proposed.
Proposal
It is proposed to capture the following changes text in TS 23.501.
*** Start of changes ***
5.15.1
General

A Network Slice is defined within a PLMN and shall include:

-
the Core Network Control Plane and User Plane Network Functions, as described in clause 4.2,
and, in the serving PLMN, at least one of the following:
-
the NG Radio Access Network described in 3GPP TS 38.300 [27],

-
the N3IWF functions to the non-3GPP Access Network described in clause 4.2.7.2.

Network slicing support for roaming is described in clause 5.15.6.

Network slices may differ for supported features and network functions optimisations. The operator can deploy multiple Network Slice instances delivering exactly the same features but for different groups of UEs, e.g. as they deliver a different committed service and/or because they are dedicated to a customer.

A single UE can simultaneously be served by one or more Network Slice instances via a 5G-AN. A single UE may be served by at most eight Network Slices at a time. The AMF instance serving the UE logically belongs to each of the Network Slice instances serving the UE, i.e. this AMF instance is common to the Network Slice instances serving a UE.
NOTE:
In this release of the specification it is assumed that in any (home or visited) PLMN it is always possible to select an AMF that can serve any combination of S-NSSAIs that will be provided as an Allowed NSSAI.
The selection of the set of Network Slice instances for a UE is triggered by the first contacted AMF in a registration procedure normally by interacting with the NSSF, and can lead to a change of AMF. This is further described in clause 5.15.5.

A PDU Session belongs to one and only one specific Network Slice instance per PLMN. Different Network Slice instances do not share a PDU Session, though different slices may have slice-specific PDU Sessions using the same DNN.
*** End of first change ***
*** Start of second change ***

5.15.6
Network Slicing Support for Roaming

For roaming scenarios:

-
If the UE only uses standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.

-
If the VPLMN and HPLMN have SLA to support non-standard S-NSSAI values in the V-PLMN, the NSSF of the V-PLMN maps Subscribed S-NSSAIs values to respective S-NSSAI values to be used in the VPLMN. The S-NSSAI values to be used in the VPLMN are determined by the NSSF of the VPLMN based on the SLA. The NSSF of the VPLMN need not inform the HPLMN of which values are used in the VPLMN.

Depending on operator's policy and the configuration in the AMF, the AMF may decide the S-NSSAI values to be used in the VPLMN and the mapping to the Subscribed S-NSSAIs.
-
The UE constructs Requested NSSAI as described in clause 5.15.5.2.1.
-
The NSSF in the VPLMN determines the Allowed NSSAI without interacting with the HPLMN.
-
The Allowed NSSAI in the Registration Accept includes S-NSSAI values used in the VPLMN. The mapping information described above is also provided to the UE with the Allowed NSSAI as described in clause 5.15.4.
-
In PDU Session Establishment procedures, the UE includes a Subscribed S-NSSAI based on the NSSP (HPLMN S-NSSAI), and the related (mapped) S-NSSAI from the Allowed NSSAI (VPLMN S-NSSAI). For the home routed case, the V-SMF send the PDU Session Establishment Request message to the H-SMF along with the HPLMN S-NSSAI. 
-
When a PDU Session is established, the CN provides to the AN the VPLMN S-NSSAI corresponding to this PDU Session, as described in clause 5.15.5.3.
-
The Network Slice instance specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI and querying an NRF that has either been pre-configured, or provided by the NSSF in the VPLMN. The Network Slice specific functions of the HPLMN (if applicable) are selected by the VPLMN by using the related HPLMN S-NSSAI via the support from an NRF in the HPLMN.

Editor's note:
The details of the procedure to select specific functions in the HPLMN minimizing the interactions between VPLMN and HPLMN and the exposure of HPLMN topology are FFS.
*** End of changes ***
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