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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution clarifies the lack of need of the NSI-ID for the interactions between the NSSF and the AMF, and proposes to resolve the editor's notes regarding NSI-ID by removing the NSI-IDs in these interactions.
Updates
This update includes the following changes compared to the original version:
-	NSI ID no longer removed between NSSF and AMF. Inclusion changed from conditional to optional
-	The query to NSSF at SMF selection is reintroduced (both in non-roaming/LBO and home routed cases).
-	Optionality of using NSI ID is made more explicit.
Update from S2-179294 based on the discussion:
-	Added the text on NSI ID optionality to the registration section
-	Removed the obsolete editor's note: "Logic during roaming is FFS"
-	clarified the text in the note on NSSF returning the NRF to be optional in the Registration, and in the SMF selection, that using multiple NRFs in the network is optional, and that if there's only a single NRF, only 3(A) is used.
-	changed "NSI ID(s) associated with certain S-NSSAI(s)" to "NSI ID(s) associated to the Network Slice instances corresponding to certain S-NSSAI(s)".
-	Changes to SMF selection are removed from this pCR to avoid implementation conflicts, and merged to 9379/9103


Introduction 
1.1	Background
Since the introduction of network slice instances and the assumption that there can be a n-to-m relationship between S-NSSAI and network slice instance, the question of whether we would need to introduce a NSI-ID, i.e. some sort of identifier for a network slice instance, has been considered.
Currently, TS 23.501 does not presume such information to be exchanged, while TS 23.502 does mention several times an NSI-ID, but is associated with editor's notes reminding that this is still FFS.
There are two aspects to be considered: use of NSI-ID between NSSF and AMF, and the use of NSI-ID between the AMF and the NRF as part of SMF selection. These two aspects are discussed below separately.
1.2	NSI-ID in interactions between NSSF and AMF
First, we need to take the following assumption, as this will allow us to remove a number of artificial use cases that would never occur in real deployments:
Observation#1: It is assumed that operators are going to deploy their network with a sensible organisation of network slices and network slice instances.
In the interaction between the NSSF and the AMF, the NSI-ID is proposed to be introduced as a mechanism for the NSSF to be able to differentiate two network slice instances supporting the same S-NSSAI (note that this led to early/late binding discussion, and is a consequence of the n-to-m relationship between S-NSSAIs and network slice instances).
Why would an operator do that? In general, within a single set of slice instances, the operator is likely to only have 1 network slice instance per S-NSSAI.
Between two sets of network slice instances (e.g. with each set being used to serve a category of subscribers), there can be two network slice instances supporting the same S-NSSAI, i.e. one per set of network slice instances. In that case, there is no need to differentiate them, as the AMF Set (or the list of AMF candidates) returned by the NSSF would belong to one or the other set of network slice instances, not both.
So, let's restrict ourselves to the case where two network slice instances are able to serve the same S-NSSAI within a single set of network slice instances. There can be several reasons for this to happen (migration of services across slices, redundancy, consolidation of services across a smaller set of network slice instances, etc.). In any case, we have two scenarios:
-	The two network slice instances are strictly equivalent from the point of view of serving the S-NSSAI, i.e. there is no sensible criteria that can decide the NSSF to select one instance or another (note that criteria like UE-specific information or slice NFs load are not pertinent for the NSSF, as the NSSF does not have UE-specific information, and the selection process is for global deployment reasons, not dynamic life-cycle & load reasons, which are rather in the scope of the NRF).
-	The two network slice instances are not strictly equivalent, i.e. they either fulfil a different service, have a different implementation, etc. There is something at the NSSF level that makes it relevant to select one over the other.
In the first case (where the two network slice instances are strictly equivalent), there is no point in asking the NSSF now or in the future to select among the two: this is the «late binding» scenario that was approved as part of the show of hands in SA2#122bis. The main factor for selection is "run-time" dynamic information about the NFs that are able to serve the UE. Such selection is within the remit of the NRF that is in charge of the determining the best NFs to serve the UEs (see also §1.3 for SM-level considerations).
If the NSSF is able to make a difference between the two instances, it is because this is a second scenario: the two slices are not strictly equivalent. In that case, it makes sense for the NSSF to already make a selection. This is the so-called «early binding» scenario that was also approved as part of the show of hands in SA2#122bis.
In that second case, the NSSF needs to be able to tell the AMF how to select between the two, and the decision information is not going to be different between the time the UE registers to the network and the time the slice is going to be used (PDU Session establishment).
However, there exists a number of ways already for the operator to organise its network to convey the proper information from the NSSF to the AMF:
-	The operator allocates specific S-NSSAI values for each of the slice instances (actually, if the network slice instances are able to serve multiple S-NSSAIs, then they are likely to have one of these other S-NSSAIs to be unique).
	In that, case, it is simply a case of providing S-NSSAI mapping information (S-NSSAI1 is mapped to S-NSSAIa). When the AMF needs to select an SMF, it just uses the NRF for S-NSSAI2 and gets a NF from the right network slice instance.
-	The operator uses slice-specific NRFs for each slice instance. In that case, when the AMF needs to select an SMF for S-NSSAI1, it will use the NRFa provided by the NSSF that will select an SMF in network slice instance a.
	Note that for this to work, the NRFs don't strictly have to be "slice-specific NRFs", they can be common NRF for a subset of the network (e.g. one NRF for Vendor A slice instances, one NRF for Vendor B slice instances, and the NSSF decides to be pick a slice instance for Vendor A, it will return the NRF-A for S-NSSAI1… but NRF-A would manage NFs for a number of different slice instances, all with Vendor A NFs… etc).
Of course, there is always the possibility to add more Information Elements, more information to manage and keep in the right place, to store and manage and allocate, etc. We can have the NSI-ID being sent by the NSSF. However, there has been no evidence until now that the NSI-ID allows «real life» scenarios that cannot be covered by the existing agreed signalling (see again Observation #1 – given the flexibility of the design of the 5GC, it is always possible to construct an artificial scenario under which something specific is required to fulfil that scenario – but is useless in practice…).
Proposal #1: As there is no evidence that NSI-ID has any use between the NSSF and the AMF, it is proposed to remove the editor's notes and the NSI-ID from the interactions between the NSSF and the AMF.
As a corollary, we have established that there is no usefulness in asking again the NSSF at the PDU session setup, since if the NSSF had any criteria for selecting one network slice instance or another, it would have made this choice from the start. Therefore:
Proposal #2: The AMF does not need to contact the NSSF at PDU Session Establishment for the purpose of network slice instance selection.
1.3	NSI-ID in interactions between AMF and NRF
As discussed before, the «late binding» scenario implies that there is a possibility that an S-NSSAI returned as part of the Allowed NSSAI from the NSSF to the AMF might be served by two (or more) network slice instances to which the AMF belongs.
As the network slice instances are strictly equivalent from the point of view of serving that S-NSSAI, it might not matter which one is selected, and other criteria (such as current load of the NFs) under the control of the NRF may be used to choose one or the other network slice instance.
While this is fair for the selection of the SMF for the first PDU session associated with this S-NSSAI, the following text in TS 23.501, clause 5.15.2.1, forces the AMF to select the same network slice instance for the subsequent PDU sessions associated with the same S-NSSAI:
	Upon association with an S-NSSAI, the UE is served by the same Network Slice instance for that S-NSSAI until cases occur where e.g. Network Slice instance is no longer valid in a given registration area, or a change in UE's Allowed NSSAI occurs etc.
Due to this, we need to have a mechanism to ensure that the same slice instance is selected in subsequent PDU sessions established, and it is thus proposed that in this case, an "NSI-ID" may be returned by the NRF (if the NRF could serve multiple network slice instances for that given S-NSSAI), so that the AMF provides it in the subsequent request. In that case, the "NSI-ID" needs only be an index among the network slice instances supported by that NRF, rather than a global PLMN unique value (alternatively, we could remove that constraint, and therefore remove the NSI-ID completely from the specification – this is not proposed in this contribution).
Proposal #3: It is proposed that the NRF may optionally return an NSI-ID to the AMF for subsequent requests to the NRF for the same S-NSSAI value.
Note that the proposal works for both non-roaming and roaming scenarios. The NSI-ID value can be one value for the VPLMN and one value for the HPLMN in that case.

Note also that the flows for SMF selection home routed scenario may be merged, as after the change, they overlap each other.
Proposal
It is proposed to update TS 23.502 as follows:
[bookmark: _Toc493627520][bookmark: _Toc494040246]First change
[bookmark: _Toc498413986][bookmark: _Toc498413988]4.2.2.2.1	General
A UE needs to register with the network to get authorized to receive services, to enable mobility tracking and to enable reachability. The Registration procedure is used when the UE needs to perform Initial Registration to the 5GS, Mobility Registration Update upon changing to a new Tracking Area (TA) outside the UE's Registration Area in both CM_CONNECTED and CM_IDLE mode, when the UE performs a Periodic Registration Update (due to a predefined time period of inactivity), and additionally when the UE needs to update its capabilities or protocol parameters that are negotiated in Registration procedure.
The General Registration call flow in clause 4.2.2.2.2 applies on all these Registration procedures, but the periodic registration need not include all parameters that are used in other registration cases.
Editor's note:	Aspects related to dual registration in 3GPP and non-3GPP access is FFS.
The general Registration call flow in clause 4.2.2.2.2 is also used for emergency registration by UEs requiring to perform emergency services but cannot gain normal services from the network. These UEs are in limited service state as defined in TS 23.122 [22].
During the initial registration the PEI is obtained from the UE. The AMF operator may check the PEI with an EIR. The AMF passes the PEI (IMEISV) to the UDM, to the SMF and the PCF.
NOTE:	The use of NSI ID in the network is optional and depends on the deployment choices of the operator.
Next change
4.2.2.2.3	Registration with AMF re-allocation
When an AMF receives a Registration request, the AMF may need to reroute the Registration request to another AMF, e.g. when network slicing is used and the initial AMF is not the appropriate AMF to serve the UE. The Registration with AMF re-allocation procedure, described in figure 4.2.2.2.3-1, is used to reroute the NAS message of the UE to the target AMF during a Registration procedure.



Figure 4.2.2.2.3-1: Registration with AMF re-allocation procedure
The initial AMF and the target AMF register their capability at the NRF.
1.	Steps 1 and 2 of figure 4.2.2.2.2-1 have occurred, and the (R)AN sends the Registration request message within an Initial UE message to the initial AMF.
2.	If the AMF needs the SUPI and/or UE's subscription information to decide whether to reroute the Registration Request or if the Registration Request was not sent integrity protected or integrity protection is indicated as failed, then AMF performs steps 4 to 9a of figure 4.2.2.2.2-1.
3a.	[Conditional] Initial AMF to UDM: Nudm_SubscriberDataManagement_Get (SUPI, Slice selection data request).
	If the initial AMF needs UE's subscription information to decide whether to reroute the Registration Request and UE's slice selection subscription information was not provided by old AMF, then initial AMF request UE's slice selection data from UDM by invoking the Nudm_SDM_Get (see clause 5.2.3.3.1) service operation.
3b.	UDM to initial AMF: Response to Nudm_SDM_Get with (Subscribed S-NSSAIs).
	UDM responds with slice selection data to initial AMF.
4a.	[Conditional] Initial AMF to NSSF: Slice Selection request (Requested NSSAI, Subscribed S-NSSAIs, TAI, PLMN ID of the SUPI).
	If there is a need for slice selection, e.g. the initial AMF cannot serve all the S-NSSAI(s) from the Requested NSSAI permitted by the subscription information, the initial AMF sends a Slice Selection Request to the NSSF. It sends to NSSF Requested NSSAI, Subscribed S-NSSAIs, PLMN ID of the SUPI and the TAI of the UE.
Editor's note:	The conditions to trigger a slice selection in the Initial AMF are FFS
4b.	[Conditional] NSSF to Initial AMF: Slice Selection response (AMF Set or list of AMF addresses, Allowed NSSAI, [NSI ID(s)], [NRF(s)], [List of rejected (S-NSSAI(s), cause value(s))]).
	The NSSF returns to initial AMF the Allowed NSSAI and the target AMF Set or, based on configuration, the list of candidate AMF(s). When multiple Network Slice instances in the registration area are able to serve a given S-NSSAI and the NSSF has selected one of them to serve the UE, tThe NSSF may return a NSI ID(s) associated to the Network Slice instance(s) corresponding to with that given certain S-NSSAI(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI.
NOTE:	The NRF(s) returned by the NSSF, if any, belong to any level of NRF (see clause 6.2.6 of TS 23.501 [2]) according to the deployment decision of the operator.
Editor's note:	Whether NSI ID is needed is FFS.
Editor's note:	Logic during roaming is FFS.
5. [Conditional] Initial AMF to old AMF: Namf_Communication_RegistrationCompleteNotify (failure cause ).
	The initial AMF decides to reroute the NAS message to another AMF. The initial AMF sends a reject indication to the old AMF telling that the UE Registration procedure did not fully complete at the initial AMF. The old AMF continues as if the Namf_Communication_UEContextTransfer had never been received.
6a.	[Conditional] Initial AMF to NRF: NF discovery request (NF type, AMF Set).
	If the initial AMF does not locally store the target AMF address, and if the initial AMF intends to use direct reroute to target AMF or the reroute via RAN message needs to include AMF address, then the initial AMF sends an NF discovery request to the NRF to find a proper target AMF which has required NF capabilities to serve the UE. The NF type is set to AMF. If network slicing is used, the AMF Set is included in the NF discovery request.
6b.	NRF to AMF: NF discovery response (AMF pointer and AMF address (or list of AMFs, plus additional selection rules and NF capabilities)).
	The NRF replies with the list of potential target AMF(s). The NRF may also provide the details of the services offered by the candidate AMF(s) along with the notification end-point for each type of notification service that the selected AMF had registered with the NRF, if available. As an alternative, it provides a list of potential target AMFs and their capabilities, and optionally, additional selection rules. Based on the information about registered NFs and required capabilities, a target AMF is selected by the initial AMF.
	If network slicing is used and if the initial AMF is not part of the target AMF set, and is not able to get a list of candidate AMF(s) by querying the NRF with the target AMF set (e.g. the NRF locally pre-configured on AMF does not provide the requested information, the query to the appropriate NRF provided by the NSSF is not successful, or the initial AMF has knowledge that the initial AMF is not authorized as serving AMF etc.) then the initial AMF shall forward the NAS message to the target AMF via (R)AN executing step 7(B); the Allowed NSSAI and the AMF Set are included to enable the (R)AN to select the target AMF.
7(A).	If the initial AMF, based on local policy and subscription information, decides to forward the NAS message to the target AMF directly, the initial AMF invokes the Namf_Communication_N1MessageNotify to the target AMF, carrying the rerouted NAS message. The Namf_Communication_N1MessageNotify service operation includes the information enabling (R)AN to identify the N2 terminating point and the NAS message carried at step 1, and optionally the UE's SUPI and MM Context. If network slicing is used and the initial AMF has obtained the Allowed NSSAI and other information as described at step 4a/b, the Allowed NSSAI and the other information are included. The target AMF then updates the (R)AN with a new updated N2 termination point for the UE (step 7b), the (R)AN acknowledges the updated N2 termination point (step 7c). Step 7(B) is skipped.
NOTE:	Steps 7b and 7c can occur separately or as part of the first subsequently required N2 interaction.
7(B).	If the initial AMF, based on local policy and subscription information, decides to forward the NAS message to the target AMF via (R)AN, the initial AMF sends a Reroute NAS message to the (R)AN (7a). The Reroute NAS message includes the information about the target AMF and the Registration Request message carried at step 1, and optionally the UE's SUPI and MM Context. If network slicing is used and the initial AMF has obtained the Allowed NSSAI, the AMF Set and other information as described at step 4a/b, the Allowed NSSAI, the AMF Set and the other information are included. The (R)AN sends the Initial UE message to the target AMF (7b) indicating reroute due to slicing.
8.	The target AMF may decide to invoke an AUSF. In that case, the target AMF shall select an AUSF as described in TS 23.501 [2], clause 6.3.4.
9.	The AUSF shall initiate authentication of the UE and NAS security functions.
	The authentication and security are performed as described in TS 33.501 [15].
Editor's note:	It is FFS whether the AUSF or the AMF initiates the authentication.
10.	After receiving the Registration Request message transmitted at step 7(A)a or step 7(B)b, the target AMF, based on rerouting due to slicing, continues with the Registration procedure from step 11 until 22 of figure 4.2.2.2.2-1 (with the target AMF corresponding to the new AMF).
Editor's note:	Whether the target AMF needs to interact with the NSSF to determine a Registration Area that is homogenous from slicing support point of view is FFS.
Editor's note:	The case when the target AMF cannot be determined and provided to the initial AMF, and the default AMF needs to be selected in step 3 is FFS.
[bookmark: _GoBack]Editor's note:	Whether both option (A) and option (B) are acceptable from a RAN perspective needs to be evaluated by RAN WGs.
End of changes
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