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Abstract of the contribution: The “S-NSSAI with standard values” is not defined, leading to potential confusion. S-NSSAI with PLMN-specific values is also referred to but never used. These issues are corrected in this pCR.
1
Introduction

3GPP TS 23.501 introduces S-NSSAI with standard values and S-NSSAI with non-standard values, without defining what these are. Furthermore, “S-NSSAI with PLMN-specific values” is also introduced but never used (instead S-NSSAI with non-standard values is used).

2
Proposal

Standardised SST values are introduced in sub-clause 5.15.2.2 and ought to serve as the basis for S-NSSAI with standard values.
Proposal 1: an S-NSSAI with a standard value (resp. with a non-standard value) is an S-NSSAI with a standardised SST value (resp. without a standardised SST value) AND no SD field.

The sentence “S-NSSAIs with PLMN-specific values are associated to the PLMN ID of the PLMN that assigns it.” is rather meaningless, whilst also introducing “S-NSSAIs with PLMN-specific values” that are never used in TS23.501.
Proposal 2: Remove S-NSSAI with PLMN-specific value and address instead the uniqueness of an S-NSSAI with a non-standard value in the PLMN with which it is associated.
2
pCR 23.501

**** FIRST CHANGE ****

5.15.2
Identification and selection of a Network Slice: The S-NSSAI and the NSSAI

5.15.2.1
General

An S-NSSAI identifies a Network Slice.

An S-NSSAI is comprised of:

-
A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services;

-
A Slice Differentiator (SD), which is optional information that complements the Slice/Service type(s) to differentiate amongst multiple Network Slices of the same Slice/Service type.

An S-NSSAI can have standard values (i.e. such S-NSSAI is only comprised of an SST with a standardised SST value, see clause 5.15.2.2, and no SD) or non-standard values (i.e. such S-NSSAI is comprised of either both an SST and an SD or only an SST without a standardised SST value and no SD). An S-NSSAI with a non-standard value identifies a single Network Slice within the PLMN with which it is associated. An S-NSSAI with a non-standard value shall not be used by the UE in access stratum procedures in any PLMN other than the one to which the S-NSSAI is associated.

The NSSAI is a collection of S-NSSAIs. There can be at most 8 S-NSSAIs in the NSSAI sent in signalling messages between the UE and the Network. Each S-NSSAI assists the network in selecting a particular Network Slice instance.
The same Network Slice instance may be selected by means of different S-NSSAIs.

Based on the operator's operational or deployment needs, a Network Slice instance can correspond to one or more S-NSSAIs, or multiple Network Slice instances of a nS-NSSAI may be deployed in the same or in different Tracking Areas. When multiple Network Slice instances of an S-NSSAI are deployed in the same Tracking Areas, the AMF instance serving the UE may logically belong to more than one Network Slice instance of that S-NSSAI, i.e. this AMF instance may be common to multiple Network Slice instances of that S-NSSAI. When a S-NSSAI is supported by more than one Network Slice instance in a PLMN, any of the Network Slice instances supporting the same S-NSSAI in a certain area may, as a result of the Network Slice instance selection procedure defined in clause 5.15.5, serve a UE that is allowed to use this S-NSSAI. Upon association with an S-NSSAI, the UE is served by the same Network Slice instance for that S-NSSAI until cases occur where e.g. Network Slice instance is no longer valid in a given registration area, or a change in UE's Allowed NSSAI occurs etc. In such cases, procedures mentioned in clause 5.15.5.2.2 or clause 5.15.5.2.3 applies.
The 5GC is responsible for selection of a Network Slice instance(s) to serve a UE and the 5GC Control Plane and user plane Network Functions corresponding to the Network Slice instance.
The (R)AN may use Requested NSSAI in access stratum signalling to handle the UE Control Plane connection before the 5GC informs the (R)AN of the Allowed NSSAI. The Requested NSSAI is not used by the RAN for routing when the UE provides a 5G-GUTI.

When a UE is successfully registered, the CN informs the (R)AN by providing the whole Allowed NSSAI.

NOTE:
The details of how the RAN uses NSSAI information are described in TS 38.300 [27].

**** END OF CHANGES ****

**** FOR INFORMATION ****

5.15.2.2
Standardised SST values

Standardized SST values provide a way for establishing global interoperability for slicing so that PLMNs can support the roaming use case more efficiently for the most commonly used Slice/Service Types.

The SSTs which are standardised are in the following Table 5.15.2.2-1.

Table 5.15.2.2-1 - Standardised SST values

	Slice/Service type
	SST value
	Characteristics.

	eMBB


	1
	Slice suitable for the handling of 5G enhanced Mobile Broadband

	URLLC
	2
	Slice suitable for the handling of ultra- reliable low latency communications. 

	MIoT
	3
	Slice suitable for the handling of massive IoT. 


NOTE:
The support of all standardised SST values is not required in a PLMN.
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