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Abstract of the contribution: This contribution proposes to add policy function description of roaming PCF in TS 23.503. 
1
Discussion
There are still some functionalities of PCF missing in the context, including the description of PCFs in roaming scenario.

For SM-related policy control, H-PCF is only existing in HR case and V-PCF is only existing in LBO case. In VPLMN, there is no SM policy information coming from H-PCF.
Proposal 1: For SM-related policy control, the H-PCF only includes functionality for home routed and provide the same functionality as PCF in non-roaming case; and the V-PCF only includes functionality for local breakout based on roaming agreement.
For UE policy control, H-PCF will generate its own UE policy and transfer the UE policy to V-PCF. 
Proposal 2: For UE policy control, H-PCF will generate its own UE policy based on subscription data and transfer the UE policy to V-PCF. 

For MM policy control, the RFSP index and Service Area Restrictions need to be spilt. 
According to clause 5.3.4.3 of TS 23.501, for roaming subscribers the AMF may alternatively choose the RFSP Index in use based on the visited network policy, but can take input from the HPLMN into account (e.g., an RFSP Index value pre-configured per HPLMN, or a single RFSP Index value to be used for all roamers independent of the HPLMN), which means H-PCF can provide RFSP Index to V-PCF.
The H-PCF can provide RFSP index to V-PCF. According to clause 5.3.4.1 of TS 23.501, In case of roaming, the service area restrictions are transferred from the UDM via the serving AMF to the serving PCF in the visited network. The serving PCF in the visited network may further adjust the service area restrictions, which means V-PCF will generate its own Service Area Restriction. 
Proposal 3: For access and mobility related policy control, V-PCF will generate Service Area Restriction by itself and may generate RFSP index based on the input from H-PCF.

2
Proposal

The following changes are proposed to TS 23.503.
* * * First change* * * *
6.2
Network functions and entities
6.2.1
Policy Control Function (PCF)

Editor's note:
This clause will contain a description for the new functionality that is independent from PCC related functionality together with a reference to TS 23.203 [4] for the PCC related functionality.

6.2.1.1
General

The PCF provides the following session management related functionality:

-
policy and charging control for a service data flows; 

-
PDU session event reporting to the AF.

The PCF provides authorized QoS for a service data flow. The authorization of QoS resources based on AF information described in clause 6.2.1.0 of TS 23.203 [4] applies with the clarification that the PCRF functional behaviour applies to the PCF, the subscription information is retrieved as defined in TS 23.501 [2], and that the authorized QoS for a service data flow is provided by the PCF to the SMF.

The PCF may support usage monitoring control for a PDU session or per Monitoring Key. The PCF support for usage monitoring control in clause 6.2.1.2 of TS 23.203 [4] applies with the clarifications that the PCRF functional behaviour applies to the PCF.

The PCF reports PDU session events, e.g. Access Network Information, PLMN identifier where the UE is located. The reporting of events to the AF described in clause 6.2.1.2 of TS 23.203 [4] applies with the clarification that the PCRF functional behaviour applies to the PCF.

Editor's note:
Reporting is FFS, functions such as 5G RAT, loss of resources and location information need to be included for IMS.
The PCF provides the following non-session management related functionality:

-
control of the time window for future background traffic requested by the AF.

The PCF provides time window and related conditions for future background data transfer as described in clause 6.1.2.4.

6.2.1.2
Input for PCC decisions
6.2.1.3
Policy control subscription information management 

The PCF may request subscription information at PDU session establishment and at UE Context Establishment.

The PCF may receive notifications on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the SMF and/or the AMF if needed.

NOTE:
How the PCF provisions/retrieves information related with policy control subscription data is defined in TS 23.501 [2].

The following subscription profile information may be provided:

-
Subscriber's allowed services;

-
Information on subscriber's allowed QoS;

-
Subscriber's charging related information;

-
Subscriber category;

-
Subscriber's usage monitoring related information;

-
MPS Priority, MPS Priority Level, and IMS Signalling Priority;

-
Subscriber's profile configuration indicating whether application detection and control can be enabled;

-
Spending limits profile information;

-
Subscribers IP Index;
-
UE Route Selection Policy (URSP).
Editor's note:
How to provide Access Network Discovery & Selection Policy (ANDSP) is still under discussion, and whether ANDSP is also the policy control subscription information is FFS. 

6.2.1.4
V-PCF
The V-PCF is a functional element that encompasses policy control decision functionalities in the VPLMN.

For SM-related policy control, the V-PCF only includes functionality for local breakout based on roaming agreement. 
For UE policy control, V-PCF receives the UE policy from H-PCF. V-PCF sends UE policy to the UE. The UE policy from the V-PCF may be different from the one from H-PCF (e.g. V-PCF may delete part of UE policy based on the SLA agreement with the HPLMN).    
For access and mobility related policy control, V-PCF generates RFSP Index and Service Area Restriction. 
6.2.1.5
H-PCF
The H-PCF is a functional element that encompasses policy control decision functionalities in the HPLMN.
For SM-related policy control, the H-PCF only includes functionality for home routed and provide the same functionality as PCF in non-roaming case.
For UE policy control, H-PCF will generate its own UE policy based on subscription data and transfer the UE policy to V-PCF. 

6.2.1.6
Application specific policy information management
The application specific information used for policy control includes:

-
ASP identifier;

-
A transfer policy together with a reference ID, the volume of data to be transferred per UE, the expected amount of UEs and the network area information;

-
application request information for multiple UEs (per group of UEs or all UEs) as specified in TS 23.501 [2];

-
sponsored data connectivity profile information.

The application specific policy information may be requested/updated by the PCF per AF request. 

Editor's Note: how the application request information for multiple UEs is accessed by PCF is FFS.
The management of application request information for multiple UEs is defined in Clause 6.3.7.2 of TS 23.501 [2] and the management of policies for the negotiation of background data transfer is defined in Clause 6.1.2.4 of this specification.
* * * End of the changes* * * *
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