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Discussion
In SA2#123, it was agreed that the UE policies (UE access selection and PDU session selection policy information) are delivered by the PCF to the UE transparently via the AMF and using NAS from AMF to UE. However, it was not detailed the procedure to do it. The analysis of the details of this procedure is split in three different issues:
1. How to avoid sending duplicated UE policies to the UE
2. UE policies information and NAS message size analysis
3. UE policies fragmentation analysis
1. How to avoid sending duplicated UE policies to the UE
The PCF delivers UE policies to the UE at UE Context establishment (UE registration with the network or AMF relocation in handover procedure) and UE Context modification (the policy subscription related information of a UE changes or the conditions impacting the access and mobility control policy change, e.g. UE location). 
For the cases of UE registration with the network or AMF relocation in handover procedure the UE policies downloaded by the PCF might be the same than the ones already stored in the UE, and the PCF should not send any UE policies. To avoid the sending of duplicated policies, it is proposed that the PCF always identify the UE policies downloaded to the UE with an ID, and that the UE provides to the PCF the ID of the policies currently stored in the UE as part of the registration request. Then the PCF uses the ID received to determine whether the policies in the UE are still applicable or have to be replaced by new ones.
For UE Context modification, the PCF already checks if UE policies are changed due to policy subscription related change or any other condition impacting the policies changes, e.g. location mobility (the PCF maintains the UE policies downloaded to the UE and checks if they have changed after policy evaluation). Therefore, in this case there is no risk of sending duplicated UE policies in this case.
Conclusion: The UE provides a list of UE policy identifiers to the PCF to inform on the stored UE policies at Registration and AMF relocation in handover procedures.
2. UE policies information and NAS message size analysis 
Theoretically there is no size limitation of NAS messages. The current protocol restriction is on individual IEs, where each IEs define its own maximum size. For IEs defined as large “TLV-E”, the length for the value part is defined with 2 bytes, so 65535 octets can be supported for the value part. A NAS message can contain many IEs, also many such large “TLV-E” IEs.
However, there is a size limitation imposed by NG-RAN PDCP layer of 9000 bytes for NR (described in TS 38.323) and 8188 bytes for E-UTRA. In order avoid that CN is aware or needs to be aware of whether E-UTRA or NR is used the lowest value is taken. Therefore, since there is no any fragmentation mechanism in any layer on top of PDCP, 8188 bytes is the maximum size limit expected in any NAS message, including UE Configuration Update message containing UE policies.
Regarding size of UE policies, it is worth to mention that there are two factors that may significatively impact the size:
· The encoding of the UE policies (TBD in CT3/CT1):  e.g. plain text JSON based vs binary TLV 
· Including validation conditions vs. filtering the applicable policies in the PCF:  mainly applicable for UE access selection policies, this factor impacts the number of policies to be sent to the UE.
Just to have a rough estimation of the size, the examples for UE access selection policies and WLANSP policies included in 23.503 (section A.1.3.8.1) and 23.402 (section 4.8.2.1.6) respectively have been taken as a base.
For these examples, it is assumed:
· Plain text JSON based encoding and the same name for the tags than the one in the examples
· For WLANSP no validation conditions are included as part of the policies.
Under these assumptions, it is roughly estimated that size for the example of PDU session selection policies is around 500 bytes and the size of the example for the UE access selection policies is around 250 bytes. 
It may be expected that just using an optimized binary encoding for the UE policies the size might be reduced between 33% and 50%.
However, even considering an optimized encoding for the UE policies, theoretically it can’t be ensured (may be in practice can be) that the maximum size will be always under the RAN limit. Mainly because both PDU session selection and UE access selection are composed by an un-limited list of items (items per traffic filter for PDU session selection policies and items per priority group for WLANSP). But also, because lack of details for the maximum size of each simple parameter.  
Conclusion: Our estimation is that NAS transport can be used for the delivery of UE policies to the UE. Whether an additional optimization is needed for the encoding of the UE policies is left for CT3/CT1 analysis.
3 UE policies split analysis
For the potential situation where the size of the NAS messages containing UE policies surpass the limit described in issue 2, it is proposed a mechanism for split of the UE policies, where the UE policies are split in smaller logical independent and self-contained fragments which can be delivered and enforced independently in the UE. The PCF has to check if the size of UE policies exceeds a predefined limit and in that case split the information and deliver them in different service invocations to the UE.
The criteria used to split the information may be:
a) PDU session selection policy information in one fragment and UE access selection policy in another fragment
b) one different fragment per each type of PDU session selection policy information (NSSP, DDNSP, …) and UE access selection policy
c) one different fragment for each individual PDU session selection rule (keyed by traffic filter) and UE access selection rule (e.g. for WLANSP keyed by priority)
For all of these alternatives the PCF has to give an ID and a type which identifies each fragment. The UE in its turn has to include in the registration request the list of IDs and types identifying the different fragments containing UE policies information that are stored in the UE (as described in section 2).
Note that for b) and c) the PCF may decide to include a list of fragments in a single service invocation to the UE. 
[image: ]
The different UE policies are sent from the PCF to the AMF in different Npcf_AMPolicyControl_UpdateNotify service invocations and handled independently in the AMF and in the UE (same than if just one Npcf_AMPolicyControl_UpdateNotify is sent).
Each level of granularity imposes a different maximum size for each UE policy, a different degree of granularity of the information that can be updated by the PCF and a different level of complexity to handle it, both in the PCF and in the UE. Also, the signalling required to send all the information from the PCF to the UE may be different depending on the level of fragmentation.
Since the maximum size of the UE policy will depend on the encoding used it is proposed to move to CT3 the decision about the right level of fragmentation required, once all the details of the encoding and protocol are fixed. Therefore, the proposal for SA2 is to describe how to send multiple UE policies to the UE, but not the granularity of the fragmented information.
Example Granularity: URSP and ANDSP. 
The PCF sends two different lists of UE Policies. One list of URSP and one list of ANDSP or both.  
If only URSP are downloaded  PCF includes one URSP identified by an ID  UE replaces stored URSP by the new URSP and its ID.
If only ANDSP are downloaded  PCF includes one ANDSP identified by an ID  UE replaces stored ANDSP by the new ANDSP and its ID.
If URSP and ANDSP are downloaded  PCF includes one URSP identified by an ID and one ANDSP identified by an ID  UE does as above for URSP and ANDSP.
Example Granularity: URSP per individual traffic filter. ANDSP per priority
The PCF splits URSP in individual URSP policies per trafficFilter, then the PCF assigns one different ID for each trafficFilter individual URSP policy (URSP Id). 
[bookmark: _Hlk499020788]If the UE already stored an individual URSP for the trafficFilter sent in an individual URSP policy, then it replaces the existing one by the one received from the PCF. Or add it if it is new. The PCF splits ANDSP in individual ANDSP policies per priority, then the PCF assigns one different ID for each individual ANDSP policy (ANSDP Id). 
If the UE already stored an individual ANDSP for the trafficFilter sent in an individual ANDSP policy, then it replaces the existing one by the one received from the PCF. Or add it if it is new.
Conclusion: 
1. PCF has to ensure that the size of the UE Policies delivered to the UE via AMF are always under a predefined limit in order to avoid that corresponding NAS messages to the UE surpass the size limit described in issue 
2. PCF may provide a list of UE Policies to the UE each UE policy logical independent and self-contained which can be delivered and enforced independently in the UE. The level of granularity is left for CT3/CT1 analysis. 
3. It is proposed to move to CT3 the decision about the right level of split required, once all the details of the encoding and protocol are fixed. Therefore, the proposal for SA2 is to describe how to send multiple UE policies to the UE, but not the granularity of the UE policies.

Proposal
It is proposed to update 23.502 as described below. Related P-CR on UE configuration procedure is S2-178502 and on Distribution of policies to the UE in S2-178333.
* * * First Change * * *
[bookmark: _Toc498413987][bookmark: _Hlk498530592][bookmark: _Hlk498530191]4.2.2.2.2	General Registration


Figure 4.2.2.2.2-1: Registration procedure
1.	UE to (R)AN: AN message (AN parameters, RM-NAS Registration Request (Registration type, SUPI or 5G-GUTI, last visited TAI (if available), Security parameters, Requested NSSAI, UE 5GC Capability, PDU Session status, PDU Session(s) to be re-activated, Follow on request, and MICO mode preference, UE access selection and PDU session selection policies IDs)).
	In case of NG-RAN, the AN parameters include e.g. SUPI or the 5G-GUTI, the Selected PLMN ID and Requested NSSAI, the AN parameters also include Establishment cause. The Establishment cause provides the reason for requesting the establishment of an RRC connection.
	The Registration type indicates if the UE wants to perform an "initial registration" (i.e. the UE is in RM-DEREGISTERED state), a "Mobility Registration Update" (i.e. the UE is in RM-REGISTERED state and initiates a Registration procedure due to mobility), a "Periodic Registration Update" (i.e. the UE is in RM-REGISTERED state and initiates a Registration procedure due to the Periodic Registration Update timer expiry, see clause 4.2.2.2.1) or an "Emergency Registration" (i.e. the UE is in limited service state). The UE performing an Initial Registration (i.e., the UE is in RM-DEREGISTERED state) to a PLMN for which the UE does not already have a 5G-GUTI, the UE shall include its SUPI in the Registration Request. For an Emergency Registration, the SUPI shall be included if the UE does not have a valid 5G-GUTI available; the PEI shall be included when the UE has no SUPI and no valid 5G-GUTI. In other cases, the 5G-GUTI is included and it indicates the last serving AMF. If the UE is already registered via a non-3GPP access in a PLMN different from the new PLMN (i.e. not the registered PLMN or an equivalent PLMN of the registered PLMN) of the 3GPP access, the UE shall not provide over the 3GPP access the 5G-GUTI allocated by the AMF during the Registration procedure over the non-3GPP access. Also, if the UE is already registered via a 3GPP access in a PLMN (i.e. the registered PLMN), different from the new PLMN (i.e. not the registered PLMN or an equivalent PLMN of the registered PLMN) of the non-3GPP access, the UE shall not provide over the non-3GPP access the 5G-GUTI allocated by the AMF during the Registration procedure over the 3GPP access. The UE may provide the UE's usage setting based on its configuration as defined in TS 23.501 [2] clause 5.16.3.7.
	If available, the last visited TAI shall be included in order to help the AMF produce Registration Area for the UE.
	The Security parameters are used for Authentication and integrity protection. Requested NSSAI indicates the Network Slice Selection Assistance Information (as defined in clause 5.15 of TS 23.501 [2]). The PDU Session status indicates the previously established PDU Sessions in the UE. The PDU Session(s) to be re-activated is included to indicate the PDU Session(s) for which the UE intends to activate UP connections. A PDU Session corresponding to a LADN shall not be included in the PDU Session(s) to be re-activated when the UE is outside the area of availability of the LADN. The Follow on request is included when the UE has pending uplink signalling and the UE doesn't include PDU Session(s) to be re-activated.
	The UE access selection and PDU session selection policies IDs identify the policies stored in the UE. They will be used by the PCF to determine whether these policies are still applicable or have to be replaced by new ones.
Editor's note:	The content of the Security parameters is FFS.
Editor's note:	It is FFS if HO attach indication is to be added.
Editor's note:	It is FFS how UE Radio capabilities are provided.
2.	If a SUPI is included or the 5G-GUTI does not indicate a valid AMF the (R)AN, based on (R)AT and Requested NSSAI, if available, selects an AMF
	The (R)AN selects an AMF as described in TS 23.501 [2], clause 6.3.5.
	If the (R)AN cannot select an appropriate AMF, it forwards the Registration Request to an AMF which has been configured, in (R)AN, to perform AMF selection.
3.	(R)AN to new AMF: N2 message (N2 parameters, RM-NAS Registration Request (Registration type, SUPI or 5G-GUTI, last visited TAI (if available), Security parameters, Requested NSSAI, UE 5GC Capability, PDU Session status, PDU Session(s) to be re-activated, Follow on request, and MICO mode preference, UE access selection and PDU session selection policies IDs)).
	When NG-RAN is used, the N2 parameters include the Selected PLMN ID, Location Information, Cell Identity and the RAT type related to the cell in which the UE is camping.
	When NG-RAN is used, the N2 parameters also include the Establishment cause.
	If the Registration type indicated by the UE is Periodic Registration Update, then steps 4 to 17 may be omitted.
4.	[Conditional] new AMF to old AMF: Namf_Communication_UEContextTransfer (complete Registration Request).
	If the UE's 5G-GUTI was included in the Registration Request and the serving AMF has changed since last Registration procedure, the new AMF may invoke the Namf_Communication_UEContextTransfer service operation on the old AMF including the complete Registration Request IE, which may be integrity protected, to request the UE's SUPI and MM Context. See clause 5.2.2.2.2 for details of this service operation. The old AMF uses the integrity protected complete Registration request IE to verify if the context transfer service operation invocation corresponds to the UE requested.
	The old AMF also transfers the event subscriptions information by each consumer NF, for the UE, to the new AMF.
NOTE 1:	The consumer NFs does not need to subscribe for the events once again with the new AMF after the UE is successfully registered with the new AMF.
	If the new AMF has already received UE contexts from the old AMF during handover procedure, then step 4,5 and 10 shall be skipped.
	For an Emergency Registration, if the UE identifies itself with a 5G-GUTI that is not known to the AMF, steps 4 and 5 are skipped and the AMF immediately requests the SUPI from the UE. If the UE identifies itself with PEI, the SUPI request shall be skipped. Allowing Emergency Registration without a user identity is dependent on local regulations.
5.	[Conditional] old AMF to new AMF: Response to Namf_Communication_UEContextTransfer (SUPI, MM Context, SMF information, PCF ID).
	Old AMF responds to the new AMF for the Namf_Communication_UEContextTransfer invocation by including the UE's SUPI and MM Context.
	If old AMF holds information about established PDU Sessions, the old AMF includes SMF information including S-NSSAI, SMF identities and PDU Session ID.
	If old AMF holds information about active NGAP UE-TNLA bindings to N3IWF, the old AMF includes information about the NGAP UE-TNLA bindings.
6.	[Conditional] new AMF to UE: Identity Request ().
	If the SUPI is not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE.
7.	[Conditional] UE to new AMF: Identity Response ().
	The UE responds with an Identity Response message including the SUPI.
8.	The AMF may decide to initiate UE authentication by invoking an AUSF. In that case, the AMF, shall be based on SUPI, select an AUSF as described in TS 23.501 [2], clause 6.3.4.
	If the AMF is configured to support Emergency Registration for unauthenticated SUPIs and the UE indicated Registration type "Emergency Registration" the AMF skips the authentication and security setup or the AMF accepts that the authentication may fail and continues the Registration procedure.
9a.	The AUSF shall execute authentication of the UE.
	The authentication is performed as described in clause X, it requires UDM. The AUSF discovers a UDM as described in TS 23.501 [2], clause 6.3.8.
	If network slicing is used, the AMF decides if the Registration Request needs to be rerouted as described in clause 4.2.2.2.3, where the initial AMF refers to the AMF.
9b	The AMF shall initiate NAS security functions.
	The NAS security is performed as described in clause X.
10.	[Conditional] new AMF to old AMF: Namf_Communication_RegistrationCompleteNotify ().
	If the AMF has changed the new AMF notifies the old AMF that the registration of the UE in the new AMF is completed by invoking the Namf_Communication_RegistrationCompleteNotify service operation.
	If the authentication/security procedure fails, then the Registration shall be rejected, and the new AMF invokes the Namf_Communication_RegistrationCompleteNotify service operation with a reject indication reason code towards the old AMF. The old AMF continues as if the UE context transfer service operation was never received.
	If one or more of the S-NSSAIs used in the old Registration Area cannot be served in the target Registration Area, the new AMF determines which PDU Session cannot be supported in the new Registration Area. The new AMF invokes the Namf_Communication_RegistrationCompleteNotify service operation including the rejected PDU Session ID and a reject cause (e.g. the S-NSSAI becomes no longer available) towards the old AMF. Then the new AMF modifies the PDU Session Status correspondingly. The old AMF informs the corresponding SMF(s) to locally release the UE's SM context by invoking the Nsmf_PDUSession_ReleaseSMContext service operation.
	See clause 5.2.2.2.3 for details of Namf_Communication_RegistrationCompleteNotify service operation.
11.	[Conditional] new AMF to UE: Identity Request/Response (PEI).
	If the PEI was not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated by AMF sending an Identity Request message to the UE to retrieve the PEI. The PEI shall be transferred encrypted unless the UE performs Emergency Registration and cannot be authenticated.
	For an Emergency Registration, the UE may have included the PEI in the Registration Request. If so, the PEI retrieval is skipped.
12.	Optionally the new AMF initiates ME identity check by invoking the N5g-eir_MEquipmentIdentityCheck_Get service operation (see clause 5.2.4.2.2).
	The PEI check is performed as described in clause 4.7.
	For an Emergency Registration, if the PEI is blocked, operator policies determine whether the Emergency Registration procedure continues or is stopped.
13.	If step 14 is to be performed, the new AMF, based on the SUPI, selects a UDM.
	The AMF selects a UDM as described in TS 23.501 [2], clause 6.3.8.
14a-b. If the AMF has changed since the last Registration procedure, or if the UE provides a SUPI which doesn't refer to a valid context in the AMF, or if the UE registers to the same AMF it has already registered to a non-3GPP access (i.e. the UE is registered over a non-3GPP access and initiates this Registration procedure to add a 3GPP access), the new AMF registers with the UDM using Nudm_UECM_Registration and subscribes to be notified when the UDM deregisters this AMF. AMF retrieves the mobility subscription data using Nudm_SDM_Get and subscribes to be notified using Nudm_SDM_Subscribe when the mobility subscription data is modified. The GPSI is provided to the AMF in the subscription data from the UDM if the GPSI is available in the UE subscription data.
	The new AMF provides the Access Type it serves for the UE to the UDM and the Access Type is set to "3GPP access". The UDM stores the associated Access Type together with the serving AMF.
Editor's note:	Whether interactions with UDM and PCF includes mobility restriction related information is FFS.
Editor's note:	The PEI is to be provided to the UDM in the Update Location procedure.
	The new AMF creates an MM context for the UE after getting the mobility subscription data from the UDM.
	For an Emergency Registration in which the UE was not successfully authenticated, the AMF shall not register with the UDM.
	For an Emergency Registration, the AMF shall not check for access restrictions, regional restrictions or subscription restrictions. For an Emergency Registration, the AMF shall ignore any unsuccessful registration response from UDM and continue with the Registration procedure.
14c.	When the UDM stores the associated Access Type together with the serving AMF as indicated in step 14a, it will cause the UDM to initiate a Nudm_UECM_DeregistrationNotification (see clause 5.2.3.2.2) to the old AMF corresponding to 3GPP access, if one exists. The old AMF removes the MM context of the UE. If the serving NF removal reason indicated by the UDM is "Initial Registration", then the old AMF invokes the Namf_EventExposure_Notify service operation towards all the associated SMFs of the UE to notify that the UE is deregistered from old AMF. The SMF shall release the PDU Session(s) on getting this notification.
14d.	The Old AMF unsubscribes with the UDM for subscription data using Nudm_SDM_unsubscribe.
[bookmark: _Hlk498454111]15.	In case the new AMF receives a PCF ID from the old AMF in step 5 and successfully contacts the PCF identified by the PCF ID, the new AMF retrieves the dynamic policy from the PCF.
	If the PCF identified by the PCF ID cannot be used (e.g. no response from the PCF) or there is no the PCF ID received from the old AMF in step 5, t he AMF selects a PCF as described in TS 23.501 [2], clause 6.3.7.1.
16.	[Optional] new AMF to PCF: Npcf_AMPolicyControl_Get (SUPI, GPSI, UE access selection and PDU session selection policies IDs).
	If the AMF has not yet obtained Access and Mobility policy for the UE or if the Access and Mobility policy in the AMF are no longer valid, the AMF requests the PCF to apply operator policies for the UE from the PCF through the Npcf_AMPolicyControl_Get service operation (see clause 5.2.5.2.2). The GPSI is included if available at AMF. In roaming case, the interaction between H-PCF and V-PCF is required for the provision of Access and Mobility policy. For an Emergency Registration, this step is skipped.
	PCF to new AMF: Response to Npcf_AMPolicyControl_Get (Access and Mobility policy data, UE access selection and PDU session selection policy information).
	The PCF responds to the Npcf_AMPolicyControl_Get service operation and provides the Access and Mobility policy data and optionally the UE access selection and PDU session selection policy information for the UE to the AMF.
In case the total size of the UE access selection and PDU session selection policy information exceeds a predefined limit, the PCF may split the policy data as described in clause 4.16.1 and include the UE access selection and/or PDU session selection policy information in additional Npcf_AMPolicyControl_UpdateNotify service operations. 
NOTE 2: NAS messages from AMF to UE do  not exceed the maximum size limit allowed in RAN. The predefined limit in PCF is related with that limitation.
17.	[Conditional] AMF to SMF: Namf_EventExposure_Notify () or Nsmf_PDUSession_UpdateSMContext ().
	For an Emergency Registered UE, this step is applied when the Registration Type is "Mobility Registration Update".
	The AMF invokes the Namf_EventExposure_Notify (see clause 5.2.2.3.4) or Nsmf_PDUSession_UpdateSMContext (see clause 5.2.8.2.6) in one or more of the following scenarios:
-	If the AMF is changed, the new AMF notifies each SMF of the new AMF serving the UE by informing the UE reachability status. In case the AMF has changed, it is assumed that the old AMF provides the available SMF information. If any PDU Session status indicates that it is released at the UE, the AMF invokes the Nsmf_PDUSession_ReleaseSMContext service operation towards the SMF in order to release any network resources related to the PDU Session.
-	If the "PDU Session(s) to be re-activated" is included in the Registration Request in step 1, the AMF sends Nsmf_PDUSession_UpdateSMContext Request to SMF(s) associated with the PDU Session(s) to activate User Plane connections of the PDU Session(s). From step 4 onwards described in clause 4.2.3.3 are executed to complete the User Plane connection activation without sending MM NAS Service Accept from the AMF to (R)AN described in step 8 of clause 4.2.3.3.
Editor's note:	It is FFS how the AMF handles if N1 SM information is included in Nsmf_PDUSession_UpdateSMContext Response by the SMF in step 7 of clause 4.2.3.3 due to relocation of PDU Session Anchor UPF.
-	If the UE was in MICO mode and the AMF had notified an SMF of the UE being unreachable and that the SMF needs not to send DL data notifications to the AMF, the AMF informs the SMF that the UE is reachable.
-	If the AMF had notified an SMF of the UE being reachable only for regulatory prioritized service and the UE enters into Allowed Area, the AMF informs the SMF that the UE is reachable.
-	If the UE is in Non-Allowed Area, and the PDU Session(s) to be re-activated is included in the Registration Request, then the AMF informs all the associated SMF(s) of the UE is reachable only for regulatory prioritized service.
NOTE 32:	the AMF will also notify any NF(s) that subscribed to UE reachability of the change of UE reachability.
-	If an SMF has subscribed to UE location change notification via Namf_EventExposure_Subscribe service operation and if the AMF detects that the UE has moved out the area of interest subscribed by an SMF serving the UE, the AMF invokes Namf_EventExposure_Notify service operation to inform the SMF of the new location information of the UE.
NOTE 43: Whether notification Ack needs a separate message or be realized in the transport layer will be determined in TS 29.518 [18].
	The SMF may decide to trigger e.g. new intermediate UPF insertion, removal or relocation or UPF relocation as described in step 5 in clause 4.2.3.2.
	If the Registration type indicated by the UE is Periodic Registration Update, then steps 20 may be omitted.
	If the serving AMF is changed, the new AMF shall wait until step 17 is finished with all the SMFs associated with the UE. Otherwise, steps 18 to 22 can continue in parallel to this step.
18. New AMF to N3IWF: N2 Request ().
	The AMF may decide to modify the NGAP UE-TNLA-binding toward N3IWF as described in 4.2.7.2. This is done in case AMF is changed and old AMF have existing NGAP UE-TNLA-bindings toward a N3IWF for the UE.
19.	N3IWF to new AMF: N2 Response ().
Editor's note:	It is FFS whether further description is needed on how the old AMF releases the existing NGAP UE-TNLA-bindings toward a N3IWF is FFS.
20.	[Conditional] old AMF to PCF: Npcf_AMPolicyControl_Delete ().
	If the old AMF previously requested UE context to be established in the PCF, the old AMF terminates the UE context in the PCF by invoking the Npcf_AMPolicyControl_Delete service operation (see clause 5.2.5.2.4).PCF to old AMF: Response to Npcf_AMPolicyControl_Delete ().
21.	New AMF to UE: Registration Accept (5G-GUTI, Registration Area, Mobility restrictions, PDU Session status, Allowed NSSAI, Periodic Registration Update timer, LADN Information and accepted MICO mode, IMS Voice over PS session supported Indication, Emergency Service Support indicator).
	The AMF sends a Registration Accept message to the UE indicating that the Registration Request has been accepted. 5G-GUTI is included if the AMF allocates a new 5G-GUTI. If the AMF allocates a new Registration area, it shall send the Registration area to the UE via Registration Accept message. If there is no Registration area included in the Registration Accept message, the UE shall consider the old Registration Area as valid. Mobility restrictions is included in case mobility restrictions applies for the UE and Registration Type is not "Emergency Registration". The AMF indicates the established PDU Sessions to the UE in the PDU Session status. The UE removes locally any internal resources related to PDU Sessions that are not marked as established in the received PDU Session status and for which the UE has requested PDU Session establishment and not received SMF response yet. If the PDU Session status information was in the Registration Request, the AMF shall indicate the PDU Session status to the UE. The NSSAI includes the Allowed S-NSSAIs. If the UE subscription data includes subscribed LADN identification information, the AMF shall include in the Registration Accept message the LADN Information for LADNs, defined in TS 23.501 [2] clause 5.6.5, that are available within the Registration area determined by the AMF for the UE. If the UE included MICO mode in the request, then AMF responds whether MICO mode should be used. The AMF sets the IMS Voice over PS session supported Indication as described in clause 5.16.3.2 of TS 23.501 [2]. In order to set the IMS Voice over PS session supported Indication the AMF may need to perform the UE/RAN Radio information and Compatibility Request procedure in clause 4.2.8 to check the compatibility of the UE and RAN radio capabilities related to IMS Voice over PS. If the AMF hasn't received Voice Support Match Indicator from the NG-RAN on time then, based on implementation, AMF may set IMS Voice over PS session supported Indication and update it at a later stage. The Emergency Service Support indicator informs the UE that emergency services are supported, i.e. the UE is allowed to request PDU Session for emergency services.
	The Handover Restriction List is provided to NG-RAN by AMF in this step.
	When the Follow on request is included, the AMF shall not release the signalling connection immediately after the completion of the Registration procedure.
	For an Emergency Registered UE, there is no AS security context information included in the N2 control messages and there is no NAS level security when the UE cannot be authenticated.
Editor's note:	It is FFS whether NSSAI is provided to RAN by AMF.
Editor's note:	It is FFS whether LADN subscription information (i.e. information which indicates whether the UE subscribes the LADN service) is included in UE subscription data or is managed by policy information by PCF.
22.	[Conditional] UE to new AMF: Registration Complete ().
	The UE sends a Registration Complete message to the AMF to acknowledge if a new 5G-GUTI was assigned.
[bookmark: _Hlk498530299]	When the "PDU Session(s) to be re-activated" is not included in the Registration Request, the AMF releases the signalling connection with UE, according to clause 4.2.6. When the Follow on request is included in the Registration Request, the AMF shall not release the signalling connection immediately after the completion of the Registration procedure.
Editor's note:	Details of N2 interaction is FFS.
* * * Second Change * * *
[bookmark: _Toc498413991]4.2.2.3.2	UE-initiated Deregistration
The UE uses this procedure to deregister from the registered PLMN as shown in Figure 4.2.2.3.2-1.


Figure 4.2.2.3.2-1: UE-initiated Deregistration
1.	The UE sends NAS message Deregistration Request (5G-GUTI, Deregistration type (e.g. Switch off), Access Type) to the AMF.
	Access type indicates whether the Deregistration procedure applies to the 3GPP access or non-3GPP access, or both if the 3GPP access and non-3GPP access of  the UE are served by the same AMF (refer to TS 23.501 [2]). The AMF shall invoke the Deregistration procedure for the target access indicated by the UE.
2.	[Conditional] AMF to SMF: Nsmf_PDUSession_Release SM Context (SUPI, PDU Session ID).
	If the UE has no established PDU Session over the target access indicated in step 1, then steps 2 to 5 are not executed. For all PDU Sessions over the target access, which belong to the UE are released by the AMF sending Nsmf_PDUSession_ReleaseSMContext Request (SUPI, PDU Session ID) message to the SMF for each PDU Session.
3.	[Conditional] The SMF releases the IP address / Prefix(es) that were allocated to the PDU Session and releases the corresponding User Plane resources:
3a.	[Conditional] The SMF sends N4 Session Release Request (N4 Session ID) message to the UPF(s) of the PDU Session. The UPF(s) shall drop any remaining packets of the PDU Session and release all tunnel resource and contexts associated with the N4 Session.
3b.	[Conditional] The UPF(s) acknowledges the N4 Session Release Request by the transmission of an N4 Session Release Response (N4 Session ID) message to the SMF.
4.	[Conditional] The SMF responds with Nsmf_PDUSession_ReleaseSMContext Response message.
5.	[Conditional] If dynamic PCC applied to this session the SMF invokes the Npcf_SMPolicyControl_Delete service operation to delete the PDU Session.
6.	[Conditional] If there is any association with the PCF for this UE, the AMF invokes the Npcf_AMPolicyControl_Delete service operation to delete the association with the PCF.
NOTE 1: The PCF needs to store  the UE access selection and PDU selection policy information for the UE in the UDR in order to avoid in the next initial registration the sending of UE access selection and PDU selection policies already stored in the UE.
7.	[Conditional] The AMF sends NAS message Deregistration Accept to UE depending on the Deregistration type i.e. if Deregistration type is switch-off, AMF does not send Deregistration Accept message.
8.	[Conditional] AMF to AN: N2 UE Context Release Request (Cause)
	If the target access for Deregistration procedure is 3GPP access or both 3GPP access and non-3GPP access, and there is N2 signalling connection to NG-RAN, the AMF sends N2 UE Release command to RAN with Cause set to Deregistration to release N2 signalling connection. The details of this step are covered by steps 2 to 4 in the AN Release procedure", as described in clause 4.2.6.
	If the target access for Deregistration procedure is non-3GPP access or both 3GPP access and non-3GPP access, and there is N2 signalling connection to the N3IWF, the AMF sends N2 UE Release command to N3IWF with Cause set to Deregistration to release N2 signalling connection. The details of this step are covered by steps 2 to 5 in the "Deregistration procedure for untrusted non-3gpp access", as described in clause 4.12.3.
[bookmark: _Toc498413992]* * * Third Change * * *
4.2.2.3.3	Network-initiated Deregistration
The procedure depicted in Figure 4.2.2.3.3-1 shows Network-initiated Deregistration procedure. The AMF can initiate this procedure for either explicit (e.g. by O&M intervention) or implicit (e.g. expiring of Implicit Deregistration timer). The UDM can trigger this procedure for operator-determined purposes to request the removal of a subscriber's RM context and PDU Session(s) of the UE.


Figure 4.2.2.3.3-1: Network-initiated Deregistration
1.	[Conditional] If the UDM wants to request the immediate deletion of a subscriber's RM contexts and PDU Sessions, the UDM shall send a Nudm_UECM_DeregistrationNotification (SUPI, Removal Reason) message with Removal Reason set to Subscription Withdrawn to the registered AMF.
2.	If the AMF receives Nudm_UECM_DeregistrationNotification in Step 1 with Removal Reason as Subscription Withdrawn, the AMF executes Deregistration procedure over the all accesses the UE is registered.
	The AMF-initiated Deregistration procedure is either explicit (e.g. by O&M intervention) or implicit. The AMF does not send the Deregistration Request message to the UE for Implicit Deregistration. If the UE is in CM-CONNECTED state, the AMF may explicitly deregister the UE by sending a Deregistration Request message (Deregistration type, Access Type) to the UE. The Deregistration type may be set to Re-registration in which case the UE should re-register at the end of the Deregistration procesdure. e.g. slice relocation for isolated case. Access Type indicates whether Deregistration procedure applies to the 3GPP access or non-3GPP access, or both. If the Deregistration Request message is sent over 3GPP access and the UE is in CM-IDLE state in 3GPP access, the AMF pages the UE.
3.	[Conditional] If the Deregistration procedure is triggered by UDM (Step 1), the AMF acknowledges the Nudm_UECM_DeRegistrationNotification with (SUPI, Access Type) to the UDM. The AMF also unsubscribes with the UDM using Nudm_SDM_Unsubscribe service operation.
4.	[Conditional] If the UE has any established PDU Session over the target access for deregistration indicated in step 2, then step 2 ~ step 5 of UE-initiated Deregistration procedure in clause 4.2.2.3.2 is performed.
5.	[Conditional] If there is any association with the PCF for this UE, the AMF invokes the Npcf_AMPolicyControl_Delete service operation to delete releases the association with the PCF.
NOTE 1: The PCF needs to store  the UE access selection and PDU selection policy information for the UE in the UDR in order to avoid in the next initial registration the sending of UE access selection and PDU selection policies already stored in the UE
6.	[Conditional] If the UE receives the Deregistration Request message from the AMF in step 2, the UE sends a Deregistration Accept message to the AMF any time after step 2. The RAN forwards this NAS message to the AMF along with the TAI+ Cell identity of the cell which the UE is using.
7. [Conditional] AMF to AN: N2 UE Context Release Request (Cause)
	If the target access for Deregistration procedure is 3GPP access or both 3GPP access and non-3GPP access, and there is N2 signalling connection to NG-RAN, the AMF sends N2 UE Release command to RAN with Cause set to Deregistration to release the N2 signalling connection. The details of this step are covered by steps 2 to 4 in the AN Release procedure, as described in clause 4.2.6.
	If the target access for Deregistration procedure is non-3GPP access or both 3GPP access and non-3GPP access, and there is N2 signalling connection to N3IWF, the AMF sends N2 UE Release command to N3IWF with Cause set to Deregistration to release N2 signalling connection. The details of this step are covered by steps 2 to 5 in the "Deregistration procedure for untrusted non-3gpp access", as described in clause 4.12.3.
[bookmark: _Toc498413999]
* * * Fourth Change * * *
[bookmark: _Toc498414152]4.16.1.2	UE Context Establishment during Registration




Figure 4.16.1.2-1: UE Context Establishment during Registration
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF:
1.	Based on local policies, the AMF decides to establish UE Context with the (V-)PCF during Registration procedure then steps 2 to 3 are performed under the conditions described below.
2.	[Conditional] The AMF sends Npcf_AMPolicyControl_Get to the (V-)PCF to retrieve the access and mobility control policy. The request includes the following information: SUPI, subscription notification indication and, if available, Service Area Restrictions, RFSP index, GPSI which are retrieved from the UDM during the update location procedure, and may include Access Type and RAT, PEI, ULI, UE time zone, Serving Network, UE access selection and PDU session selection policies IDs.  In roaming scenario, the V-PCF contacts the H-PCF. 
NOTE 1:	The UE provides the list of UE access selection and PDU session related policies IDs that were provided and stored at the last contact with the PCF.

3.	The (H-)PCF gets policy subscription related information if not available from the UDR using Nudr_User_Data_Management query service operation and makes a policy decision. In roaming scenario, the H-PCF responds to the V-PCF, then the (V-)PCF responds to the Npcf_AMPolicyControl_Get service operation, and provides Access and mobility related policy information and optionally UE access selection and PDU Session selection related policy information. The AMF is implicitly subscribed in the PCF to be notified of changes in the policies.
The PCF compares the UE access selection and PDU session selection policies IDs received from the UE with the ones applicable to the UE to determine whether new UE access selection and PDU session selection policy information have to be included in the answer to the AMF. 
If new UE access selection and/or PDU session selection policies have to be sent to the UE, the PCF checks if the size of these policies exceeds a predefined limit:
NOTE 1: NAS messages from AMF to UE do not exceed the maximum size limit allowed in RAN (PDCP layer), so the predefined size limit in PCF is related to that limitation.  
· If the size is under the limit then the UE access selection and PDU session selection policy information is included in the answer of Npcf_AMPolicyControl_Get service operation. 
· If the size exceeds the predefined limit the PCF does not include UE access selection and PDU session selection policy information in the answer and splits this information in smaller logical independent UE access selection and PDU session selection policy information and ensuring the size of each is under the predefined limit. Each UE access selection and PDU session selection policy information will be then sent in additional Npcf_AMPolicyControl_UpdateNotify service operations as described in steps in 5(B). 
The PCF identifies each UE access selection and PDU session selection policy information sent to the UE by an ID.
NOTE 2: The mechanism used to split the UE access selection and PDU session selection policy information is  described in TS 29.507 [x].
Editor's note:	For Service Area Restrictions adjusted by the V-PCF in roaming case, whether the V-PCF acknowledges the UE Context Establishment Request directly or combines them with the other polices from the H-PCF is FFS.
4.	[Conditional] The AMF deploys the Access and mobility related policy information which includes storing the Service Area Restrictions, provisioning the UE access selection and PDU Session selection related policy information and Service Area Restrictions to the UE and provisioning the RFSP index and Service Area Restrictions to the RAN as defined in TS 23.501 [2] .
5(A). If the PCF included UE access selection and PDU session selection policy information in the answer of Npcf_AMPolicyControl_Get service operation in step 3, the AMF deploys the UE access selection and PDU selection policy information to the UE using UE Update Configuration procedure as described in clause 4.2.4.2. Step 5(B) is skipped.
5(B). If the PCF applied splitting in step 3 it sends Npcf_AMPolicyControl_UpdateNotification service operation to the AMF including one UE access selection and PDU session selection policy information (step 5a). 
The AMF stores the information and acknowledges the operation (step 5b).
The AMF deploys the UE access selection and PDU selection policy information to the UE using UE Update Configuration procedure as described in clause 4.2.4.2 (step 5c). 
NOTE 3: The AMF handles transparently the UE access selection and PDU session selection policy information received from the PCF.
65.	The PCF may subscribe to events detected and triggered by the AMF sending the Namf_EventExposure_Subscribe operation. The PCF provides the list of event triggers to report. The PCF determines the AMF instance form information received in Npcf_AMPolicyControl_Get service operation.
76.	The AMF acknowledges the subscription from the PCF.

* * * Fifth Change * * *
[bookmark: _Toc498414156]4.16.2.2	UE Context Modification for UE Policy and Access and Mobility control
This procedure is applicable to UE context modification due to change of access network selection policy.





Figure 4.16.2.2-1: UE Context Modification-UE policy and access network selection policy
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. In the roaming case, it is the H-PCF to make a final policy decision, and provide the policy to the AMF via V-PCF, the V-PCF may provide AMF access and mobility policy control to the AMF based on roaming agreements, i.e. operator policies in V-PCF are configured for roamers.
Steps 1a and 1b below may triggers a UE Context Modification procedure, other events may also trigger a UE Context Modification procedure, e.g. any input for a policy decision defined in TS 23.503 [20].
1a.	[Conditional] If (H-)PCF subscribed to notification of subscriber´s policy data change and a change is detected, the UDR detects that the subscriber´s policy data of a UE has been changed.
1b.	[Conditional] If the (V-)PCF (if subscribed to) receives the Namf_EventExposure_Notify service operation that triggers the change of access and mobility control policy.
2a.	[Conditional] The UDR notifies the (H-)PCF of the updated subscriber profile via Nudr_User_Data_Management_Notify service operation service operation including SUPI and the updated subscriber policy data. This is applicable to case 1a.
3.	The (H-)PCF makes the policy decision, the H-PCF interacts with the V-PCF.
4.	[Conditional] The (V-)PCF sends the Npcf_AMPolicyControl_UpdateNotify service operation including Access and mobility related policy information and UE access selection and PDU Session selection related policy information to the AMF.The AMF sends Acknowledgement to the (V-)PCF. The V-PCF checks if the size of the resulting UE access selection and PDU session selection policy information exceeds a predefined limit:
NOTE 1: NAS messages from AMF to UE do not exceed the maximum size limit allowed in RAN (PDCP layer), so the predefined size limit in PCF is related to that limitation.  
· If the size is under the limit then the access and mobility control policy and UE access selection and PDU session selection policy information are included in a single Npcf_AMPolicyControl_UpdateNotify service operation.
· If the size exceeds the predefined limit the PCF only includes access and mobility control policy in the Npcf_AMPolicyControl_UpdateNotify service operation. The PCF splits the UE access selection and PDU session selection policy information in smaller logical independent UE access selection and PDU session selection policy information and ensuring the size of each t is under the predefined limit. Each UE access selection and PDU session selection policy information will be then sent in additional Npcf_AMPolicyControl_UpdateNotify service operations as described in steps in 6(B). 
NOTE 2: The mechanism used to split the UE access selection and PDU session selection policy information is described in, 29.507 [x].
The PCF identifies each UE access selection and PDU session selection policy information sent to the UE by an ID.
5.	[Conditional] The AMF deploys the Access and mobility related policy information and UE access selection and PDU Session selection related policy information, which includes storing the Service Area Restrictions, provisioning of the Service Area Restrictions and UE access selection and PDU Session selection related policy information to the UE and provisioning the RFSP index and Service Area Restrictions to the NG-RAN.
6(A). [Conditional] If the PCF included UE access selection and PDU session selection policy information in Npcf_AMPolicyControl_UpdateNotification service operation in step 4, the AMF deploys the UE access selection and PDU selection policy information to the UE using UE Update Configuration procedure as described in clause 4.2.4.2. Step 6(B) is skipped.
6(B). [Conditional] If the PCF applied split in step 4 it sends Npcf_AMPolicyControl_UpdateNotification service operation to the AMF including one UE access selection and PDU session selection policy information (step 6a). 
The AMF deploys the UE access selection and PDU selection policy information to the UE using UE Update Configuration procedure as described in clause 4.2.4.2 (step 6b). 
NOTE 3: The AMF handles transparently the UE access selection and PDU session selection policy information received from the PCF.
* * * Next Change * * *

[bookmark: _Toc498414159]4.16.3.2	AMF-initiated UE Context Termination




Figure 4.16.3.2-1: AMF-initiated UE Context Termination
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case, the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V‑PCF interacts with the AMF. The V‑PCF contacts the H-PCF to request removing UE context unless V-PCF provides AMF access and mobility control to the AMF based on roaming agreements.
In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF.
1.	The AMF decides to terminate the UE Context during Deregistration procedure or due to mobility with change of AMF in the registration procedure, then if a UE context was established with the (V-)PCF steps 2 to 3 are performed.
2.	[Conditional] The AMF sends the Npcf_AMPolicyControl_Delete  service operation including SUPI to the (V-)PCF.
3.	The (V-)PCF stores the UE access selection and PDU session information for that SUPI in the UDR using Nudr_UDM_Update for data set “subscriber´s policy data”, data subset “UE context”.
4. The UDR sends an acknowledgment, 
53.	The (V-)PCF removes the policy context for the UE and replies to the AMF with an Acknowledgement including success or failure. The V-PCF may interact with the H-PCF. The (H-)PCF unsubscribes to subscriber policy data changes.
64.	[Conditional] The AMF removes the Access and Mobility Control Policy related to the UE. The AMF deletes the subscription to AMF detected events for that PCF.
Editor's note:	It is FFS how to optimize the procedures to reduce the impact on the signalling, e.g. by merging the UE policy and access and mobility management policy into a single message.

* * * Sixth Change * * *
[bookmark: _Toc498414236]5.2.5.2.2	Npcf_AMPolicyControl_Get Service Operation
Service operation name: Npcf_AMPolicyControl_Get
Description: Provides the requested policy to the NF Consumer.
Inputs, Required: SUPI, Subscription to notification indicator.
Inputs, Optional: Access Type, Permanent Equipment Identifier, GPSI, User Location Information, UE Time Zone, Serving Network, RAT type, List of Service Area Restriction elements, UE access selection and PDU session selection policy IDs.
Outputs, Required: The requested policy  ofpolicy of the UE, such as Service Area Restrictions, RFSP Index and URSP.
Outputs, Optional: NoneUE access selection and PDU session selection policy information.
See clause 4.2.2.2.2 (step 16 and 17) for the detail usage of this service operation for AMF. In step 16, the AMF requests the PCF to apply operator policies for the UE; in step 17, the PCF acknowledges AMF with requested policy.
See clause A.4.1.2 (step 2 and 3) in TS 23.501 [2] for the detail usage of this service operation for AMF. In step 2, the AMF requests the PCF to apply operator policies for the UE; in step 3, the PCF acknowledges AMF with requested policy.
See clause A.4.2.1 (step 1b and 4c) in TS 23.501 [2] for the detail usage of this service operation for AMF. In step 1b, the AMF requests the PCF to apply operator policies for the UE; in step 4c, the PCF acknowledges AMF with requested policy.

* * * Seventh Change * * *
[bookmark: _Toc498414237]5.2.5.2.3	Npcf_AMPolicyControl_UpdateNotify Service Operation
Service operation name: Npcf_AMPolicyControl_UpdateNotify
Description: Provides updated policy to the NF Consumer.
NOTE:	This notification corresponds to an implicit subscription.
Inputs, Required: SUPI, Updated Policies such as Service Area Restrictions, RFSP Index and UE access selection and PDU session selection policy informationURSP.
Inputs, Optional: None.
Outputs, Required: Success or Failure.
Outputs, Optional: None.
See clause A.4.2.1 (step 5) and clause A.4.2.2 (step 5) in TS 23.501 [2] for the detail usage of this service operation for AMF. In those steps, the updated UE policies are provided to the AMF by the PCF/H-PCF
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Remove the Access and Mobility Control Policy







5. Npcf_AMPolicyControl_Delete response
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