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Abstract of the contribution: in this contribution, it is proposed to consider UPF topology as one criteria for UPF selection.
1. Background
In the SA2#123 meeting, it was discussed in the paper S2-177566 when SMF selects a UPF, it shall take UPF topology into consideration. However, people are not fully convinced why UPF topology is needed.
In this contribution, we further discussed this issue.

2. Discussion
As discussed in the TR phase, it was documented in clause 7.7.4.1, TR 23.799: 
The NG Unified Data Management (UDM) supports the following functionality:
-
Store the data in a unified data layer including:

-
User subscription data;

-
Policy data (i.e. per UE related policy data and per application related policy data);
-
Network data (e.g. UE traffic reports from UP NFs, the NF topology information in user plane for UP NF discovery and selection); and
-
Service information (e.g. the user location information and UP anchor information used for handover between different access networks).
-
The data stored in the unified data layer can also be used for network data exposure and data analytics.
NOTE 2:
The NF topology information includes network nodes hosting UP NFs and logical links connecting network nodes. Attributes of network nodes include resources reserved for UP NFs, such as input and output ports and their processing capabilities (e.g. throughput and number of supported UEs and/or PDU sessions). Attributes of logical link include, e.g. link capacity limit.
Therefore, UPF topology can be summarized as:

1. Attributes of logic links connecting network nodes, e.g. link capacity limit;

2. Attributes of connected network nodes, e.g. input/output ports and processing capabilities;

Furthermore, UPF topology should be considered for UPF selection and reselection because:

UPF topology should be used by SMF to determine the "costs" associated with selecting one UPF over another one, to fulfil the maximum of constraints in an optimum way. When a selection/reselection trigger of UPF happens, SMF goes through the graph of the UPF mesh from the UE to the potential targets, and for each of them, evaluate its suitability. UPF topology can have multiple parameters: added latency on the links (N3/N9/N6), added jitter on the links, links capacity and remaining capacity, actual monetary costs (in case the resources are rented from a third party), UPF capacity/availability, the DNAI(s) to be used in priority, if several choices are available. Other information for example, if multiple UPFs can share the same data pools, which "local DN" of the DNN it is connected to. All these costs, for each link and each node, result in a multi-dimensional value to be fed to a function that resolves the matrix into a given cost (not necessarily a unidimensional value) for a link with the function being dependent on the requirements set upon the PDU session.
Of course, the analysis of the costs in the UPF topology is not only used at PDU session setup. It has to be performed regularly by the SMF in order to decide whether to keep the session in the same UPF or move it to a different one (e.g. UL-CL cases or SSC2/3, or even SSC1 when the IP address can be handled by both the source and the target UPF,e.g. due to the use of tunnels, etc). The "cost of moving" itself is an additional cost to take in account when making the decision to move or not (when there's a choice). Additional parameters come also into play, such as expected mobility of the UE based on previous reports, potential AF influence rules in neighbouring areas, etc. Querying an external node increases this cost, unless the SMF gets the relevant part of the topology that it can run its simulations on its own.

While the externalisation of the storage of the UPF topology is an interesting endeavour, this requires further study in terms of defining the structure of the topology to be transmitted, the cost structure of the different nodes and links, defining an optimum pattern for transmitting this information (e.g. on a per PDU session basis, per DNN, per SMF, etc), the role of N4, the considerations whether the service-based interfaces extend to the user plane, the role of the different network functions in this (NRF, as proposed, being one of the candidates), etc. We do not expect that we would be able to resolve all these issues within SA2#124, which is the last SA2 meeting for Rel-15, and we thus propose that this discussion is postponed and fully considered in the next release as part of the ETSUN work.
3.  Conclusion and Proposal

It is proposed to add the following texts into TS 23.501.
* * * First Change * * *
6.3.3
User Plane Function Selection

The selection and reselection of the UPF are performed by the SMF by considering UPF deployment scenarios such as centrally located UPF and distributed UPF located close to or at the Access Network site. The selection of the UPF shall also enable deployment of UPF with different capabilities, e.g. UPFs supporting no or a subset of optional functionalities.

SMF may be locally configured with the information about the available UPFs, e.g. by OA&M system when UPF is instantiated.

NOTE:
UPF information can be updated e.g. by OA&M system any time after the initial provisioning, or UPF itself updates its information to the SMF any time after the node level interaction is established.

For home routed roaming case, the UPF(s) in home PLMN is selected by SMF(s) in H-PLMN, and the UPF(s) in visited PLMN is selected by SMF(s) in V-PLMN. The exact set of parameters used for the selection mechanism is deployment specific and controlled by the operator configuration, e.g. location information may be used for selecting UPF in some deployments while may not be used in other deployments.

The following parameter(s) may be considered by the SMF for the UPF selection:

-
UPF's dynamic load.

-
UPF's relative static capacity among UPFs supporting the same DNN.

-
UPF location available at the SMF.

-
UE location information.

-
Capability of the UPF and the functionality required for the particular UE session: An appropriate UPF can be selected by matching the functionality and features required for an UE.

-
Data Network Name (DNN).

-
PDU Session Type (i.e. IPv4, IPv6, Ethernet Type or Unstructured Type) and if applicable, the static IP address/prefix.

-
SSC mode selected for the PDU Session.

-
UE subscription profile in UDM.

-
DNAI as included in the PCC Rules and described in clause 5.6.7.

-
Local operator policies.

-
S-NSSAI.

-
Access technology being used by the UE.
-
UPF logical topology.
* * * Second Change * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
5G Access Network: An access network comprising a NG-RAN and/or non-3GPP AN connecting to a 5G Core Network.

5G Core Network: The core network specified in the present document. It connects to a 5G Access Network.

5G QoS Flow: The finest granularity for QoS forwarding treatment in the 5G System. All traffic mapped to the same 5G QoS Flow receive the same forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.). Providing different QoS forwarding treatment requires separate 5G QoS Flow.

5G QoS Identifier: A scalar that is used as a reference to a specific QoS forwarding behaviour (e.g. packet loss rate, packet delay budget) to be provided to a 5G QoS Flow. This may be implemented in the access network by the 5QI referencing node specific parameters that control the QoS forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).

5G System: 3GPP system consisting of 5G Access Network (AN), 5G Core Network and UE.
Allowed NSSAI: an NSSAI provided by the serving PLMN during e.g. a registration procedure, indicating the NSSAI allowed by the network for the UE in the serving PLMN for the current registration area.
Allowed Area: Area where the UE is allowed to initiate communication as specified in clause 5.3.2.3.

AMF Region: An AMF Region consists of one or multiple AMF Sets.

AMF Set: An AMF Set consists of some AMFs that serve a given area and network slice. Multiple AMF Sets may be defined per AMF Region and network slice(s).

Application identifier: An identifier that can be mapped to a specific application traffic detection rule.
Configured NSSAI: an NSSAI that has been provisioned in the UE.

DN Access Identifier (DNAI): Identifier of a user plane access to one or more DN(s) where applications are deployed.

Expected UE Behaviour: Set of parameters provisioned by an external party to 5G network functions on the foreseen or expected UE behaviour, see clause 5.20.

Forbidden Area: An area where the UE is not allowed to initiate communication as specified in clause 5.3.2.3.

Initial Registration: UE registration in RM-DEREGISTERED state as specified in clause 5.3.2.

Local Area Data Network: a DN that is accessible by the UE only in specific locations, that provides connectivity to a specific DNN, and whose availability is provided to the UE.

Local Break Out (LBO): Roaming scenario for a PDU Session where the PDU Session Anchor and its controlling SMF are located in the serving PLMN (VPLMN).

Mobility Pattern: Network concept of determining within the AMF the UE mobility parameters as specified in clause 5.3.2.4.

Mobility Registration update: UE re-registration when entering new TA outside the TAI List as specified in clause 5.3.2.

MPS-subscribed UE: A UE having a USIM with MPS subscription.

NGAP UE association: The logical per UE association between a 5G-AN node and an AMF.

NGAP UE-TNLA-binding: The binding between a NGAP UE association and a specific TNL association for a given UE.

Network Function: A 3GPP adopted or 3GPP defined processing function in a network, which has defined functional behaviour and 3GPP defined interfaces.
NOTE 2:
A network function can be implemented either as a network element on a dedicated hardware, as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
Network instance: Information identifying a domain. Used by the UPF for traffic detection and routing in case of different IP domains or overlapping IP addresses.
Network Slice: A logical network that provides specific network capabilities and network characteristics.

Network Slice instance: A set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which form a deployed Network Slice.

NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs.

NF service operation: An elementary unit a NF service is composed of.

NG-RAN: A radio access network that supports one or more of the following options with the common characteristics that it connects to 5GC:

1)
Standalone New Radio.

2)
New Radio is the anchor with E-UTRA extensions.

3)
Standalone E-UTRA.

4)
E-UTRA is the anchor with New Radio extensions.

Non-Allowed area: Area where the UE is allowed to initiate registration procedure but no other communication as specified in clause 5.3.2.3.

Non-Seamless Non-3GPP offload: The offload of user plane traffic via non-3GPP access without traversing either N3IWF or UPF.

PDU Connectivity Service: A service that provides exchange of PDUs between a UE and a Data Network.

PDU Session: Association between the UE and a Data Network that provides a PDU connectivity service.

PDU Session Type: The type of PDU Session which can be IPv4, IPv6, Ethernet or Unstructured.

Periodic Registration update: UE re-registration at expiry of periodic registration timer as specified in clause 5.3.2.

(Radio) Access Network: See 5G Access Network.

Requested NSSAI: the NSSAI that the UE may provide to the network.

Service based interface: It represents how a set of services is provided/exposed by a given NF.

Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point change.
Service Data Flow Filter: A set of packet flow header parameter values/ranges used to identify one or more of the packet (IP or Ethernet) flows constituting a Service Data Flow.
Service Data Flow Template: The set of Service Data Flow filters in a policy rule or an application identifier in a policy rule referring to an application detection filter, required for defining a Service Data Flow.

Session Continuity: The continuity of a PDU Session. For PDU Session of IPv4 or IPv6 type "session continuity" implies that the IP address is preserved for the lifetime of the PDU Session.

Subscribed S-NSSAI: S-NSSAI based on subscriber information, which a UE is subscribed to use in a PLMN

UPF Service Area: The area within which PDU Session associated with the UPF can be served by (R)AN nodes via a N3 interface between the (R)AN and the UPF without need to add a new UPF in between or to remove/re-allocate the UPF.

UPF Logical Topology: it contains two aspects: attributes of logic links connecting network nodes, e.g. link capacity limit and attributes of connected network nodes, e.g. input/output ports and processing capabilities;
Uplink Classifier: UPF functionality that aims at diverting Uplink traffic, based on filter rules provided by SMF, towards Data Network.
UPF logical topology: attributes of the logical links connecting network nodes (e.g. link capacity limit), and attributes of the connected network nodes (e.g. input/output ports and processing capabilities).
For the purposes of the present document, the following terms and definitions given in TS 33.501 [29] apply:

Subscription Concealed Identifier
* * * End of Changes * * *
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