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Discussion
There are quite a few statements and requirements in the latest version of TS 23.501 related to UE support of slicing and because of the lengthy discussions on this topic in the last meeting it seems worth gathering that text together in a summary of what the TS says.
These are statements taken from section 5.15 of the TS. Analysis and emphasis added in some cases:

· “The (R)AN may use Requested NSSAI in access stratum signalling to handle the UE Control Plane connection before the 5GC informs the (R)AN of the Allowed NSSAI.”

· The use of “may” indicates that the (R)AN doesn’t have to use the Requested NSSAI
· “Subscription information may contain multiple S-NSSAIs”

· The use of “may” indicates that there don’t have to be multiple S-NSSAIs in the subscription information

· “If an S-NSSAI is marked as default, then the network is expected to serve the UE with the related Network Slice when the UE does not send any valid S-NSSAI to the network in a Registration Request message.”
· This could either be taken as meaning the UE is not mandated to send any S-NSSAIs, or that it is mandated to, but has sent invalid ones
· “A UE can be configured by the HPLMN with slice configuration information.”

· This text does not mandate that a UE is configured with configuration information related to slicing.
· “… the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN.”
· Taken together with the previous statement this means that if the UE does not have a Configured NSSAI for a PLMN then it shall not send any S-NSSAIs in the Registration Request
· “If received, the Allowed NSSAI for a PLMN shall be stored in the UE”

· This means that even if a UE didn’t send a Requested NSSAI, if the network sends an Allowed NSSAI then the UE must store it, and must use the information in it (or a subset) for PDU session requests and future registration procedures (see later statements for the usage requirements). 
· “When no Requested NSSAI was included or when an S-NSSAI was rejected permanently, the AMF may update the UE slice configuration information for the PLMN”
· So it seems possible that if a UE doesn’t have a Configured NSSAI, and therefore didn’t send a Requested NSSAI, that after registration the UE would still not have a Configured NSSAI for the PLMN. (It might 
· “… if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network … a Requested NSSAI”
· “The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages”
· “The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN.”
· “The UE uses UE Configuration (e.g. NSSP) to determine whether ongoing traffic can be routed over existing PDU Sessions belonging to other Network Slices or establish new PDU Session(s) associated with same/other Network Slice.”
· This text doesn’t mandate that all UE’s support NSSPs, but does state that there is configuration information on the UE that it uses to determine which slice to use for a PDU session
· “The network operator (HPLMN) may provision the UE with Network Slice selection policy (NSSP)”

· This is another indication that use of NSSPs are optional.

In summary the current TS seems to say:
· A Requested NSSAI shall be sent by a UE and is based either on a Configured NSSAI for the PLMN (which might not exist), or a received Allowed NSSAI for the PLMN. If this is the first registration in a PLMN and there is no Configured NSSAI then the requirement saying “… the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI” means that the UE shall not send a Requested NSSAI.
· A network that supports slicing will send an Allowed NSSAI (based on subscription information if no Requested NSSAI was provided in the initial registration) and can expect all UEs to store it and use it to populate the Requested NSSAI whenever performing Registration procedures.

· The UE needs to know which network slice to use for each PDU session establishment it performs. Operator provisioning of NSSPs on the UE appears to be optional and it is stated that the UE uses configuration information (eg NSSP), so methods other than NSSP could be used.
· If a UE will only ever have a subscription to a single network slice, selection of the right network slice is of course easy, but in general UE implementations need to be capable of determining which network slice to use. Even a UE that only supports one slice will need to include the S-NSSAI it has received from the network in the Allowed NSSAI.

A set of clarifying statements regarding UE support of slicing functionality could therefore be:

· All UEs shall store a received Allowed NSSAI
· All UE’s shall be capable of populating a Requested NSSAI based on a received Allowed NSSAI
· All UE’s shall be capable of selecting the network slice instance to use for a PDU session

· All UE’s shall be capable of including the S-NSSAI of the selected network slice in a PDU session establishment request

These clarifying statements could be captured in a new sub-section of 5.15 related to UE support for slicing, although they do overlap with existing text, so maintenance of the text might be a concern.

Proposal
It is proposed to capture the following new text in TS 23.501.
*** start of changes ***
5.15.6
Network Slicing Support for Roaming

For roaming scenarios:

-
If the UE only uses standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.

-
If the VPLMN and HPLMN have SLA to support non-standard S-NSSAI values in the V-PLMN, the NSSF of the V-PLMN maps Subscribed S-NSSAIs values to respective S-NSSAI values to be used in the VPLMN. The S-NSSAI values to be used in the VPLMN are determined by the NSSF of the VPLMN based on the SLA. The NSSF of the VPLMN needs not inform the HPLMN of which values are used in the VPLMN.

Depending on operator's policy and the configuration in the AMF, the AMF may be allowed to decide the S-NSSAI values to be used in the VPLMN and the mapping to the Subscribed S-NSSAIs.
-
The UE constructs Requested NSSAI as described in clause 5.15.5.2.1.
-
The NSSF in the VPLMN determines the Allowed NSSAI without interacting with the HPLMN.
-
The Allowed NSSAI in the Registration Accept includes S-NSSAI values used in the VPLMN. The mapping information is also provided to the UE with the Allowed NSSAI as described in clause 5.15.4.
-
In a PDU Session Establishment procedures, the UE includes a Subscribed S-NSSAI based on the NSSP (HPLMN S-NSSAI), and the related S-NSSAI from the Allowed NSSAI (VPLMN S-NSSAI). For home routed case, the V-SMF send the PDU Session Establishment Request message to the H-SMF along with the HPLMN S-NSSAI. 
-
When a PDU Session is established, the CN provides to the AN the VPLMN S-NSSAI corresponding to this PDU Session.
-
The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI and querying the NRF either pre-configured or provided by the NSSF in the VPLMN. The Network Slice specific functions of the HPLMN (if applicable) are selected by using the related HPLMN S-NSSAI via the support from the NRF in the HPLMN.
NOTE:
In this release of specification it is assumed that in any PLMN (home or visited), for all the S-NSSAIs that the PLMN can serve it is always possible to select an AMF that can serve a Requested NSSAI that contains only S-NSSAIs that can coexist each other.
Editor's note:
The details of the procedure to select specific functions in the HPLMN minimizing the interactions between VPLMN and HPLMN and the exposure of HPLMN topology are FFS.
5.15.7
Summary of essential Network Slicing related UE functionality

The following is a summary of the essential Network Slicing related functionality required by all UEs:

· All UEs shall store a received Allowed NSSAI

· All UE’s shall be capable of populating a Requested NSSAI based on a received Allowed NSSAI

· All UE’s shall be capable of selecting the network slice instance to use for a PDU session

· All UE’s shall be capable of including the S-NSSAI of the selected network slice in a PDU session establishment request

5.15.8
Network slicing and Interworking with EPS

A 5GC which supports Network Slicing might need to interwork with the EPS in its PLMN or in other PLMNs, and the EPC may support the Dedicated Core Networks (DCN) in which MME selection may be assisted by a DCN-ID provided by the UE to the RAN (see TS 23.401 [26]). 

If the UE is in ECM-IDLE or CM-IDLE state, mobility triggers a TAU (or Attach, if it is the first mobility event in the target system) in EPS and a Registration procedure in 5GS. These procedures are sufficient to place the UE in the right DCN or (setf of) Network Slice(s).
Editor's note:
Relocation of PDU session(s)/EPS bearer(s) and the UE context between the EPC supporting DCN and the 5GS (and vice versa) is FFS.

For Connected mode mobility/interworking 5GC to EPC and vice versa:

When a UE CM state in the AMF is CM-CONNECTED in 5GC and a handover to EPS occur, the AMF selects the target MME and forwards the UE context to the selected MME over the N26 Interface. The handover procedure is executed as documented in TS 23.502 [3]. When the Handover completes the UE performs a Tracking Area Update. This completes the UE registration in the target EPS and as part of this the UE obtains a DCN-ID if the target EPS uses it.

Editor's note: It is FFS how an AMF selects the target MME in case of a UE handover from 5GC to EPC supporting DCN.

The handover between 5GC to EPC does not guarantee all active PDU session(s) of slice(s) can be transferred to the EPC, thus some PDU session(s) may be dropped.

When a UE is ECM-CONNECTED in EPC, and performs a handover to 5GS, the MME selects the target AMF based on any available local information (including the UE Usage Type if one is available for the UE in the subscription data) and forwards the UE context to the selected AMF over the N26 interface. The handover procedure is executed as documented in TS 23.502 [3]. When the Handover completes the UE performs a Registration procedure. This completes the UE registration in the target 5GS and as part of this the UE obtains an Allowed NSSAI.

Editor's note:
Interworking with (e)DECOR-enabled EPC networks without N26 is FFS when slicing is supported.

Editor's note:
Whether there is a limitation to the number of Slices supported per UE when interworking with EPS is supported is FFS
*** End of changes ***
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