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Abstract of the contribution: This contribution updates the description on how to transfer policies to the UE.
1
Discussion
There are two types of methods which can transfer the UE Selection Policy to the UE. (UE Selection policy is a shorter name for UE access selection and PDU session selection policy, e.g. URSP and ANDSP)
1. UE Configuration Update procedure
In this method, the AMF can know the context of the configuration and may not paging UE when UE is in idle mode and AMF judges that the information does not need to tell UE at once.
2. UE context management procedure
In this case, AMF will always transfer the information to UE immediately unless there are some special indications out of the container.

According to clause 5.15.5.2.1 in TS 23.501, when no Requested NSSAI was included or when an S-NSSAI was rejected permanently, the AMF may update the UE slice configuration information for the PLMN UE Configuration Update procedure as specified in TS 23.502 [3], clause 4.2.4. This may also trigger NSSP update. NSSP is a part of URSP, which needs to be update as soon as possible.
Proposal: The UE Selection Policy should be transferred by UE context management procedure.

There is an EN in 502 “It is FFS how to optimize the procedures to reduce the impact on the signalling, e.g. by merging the UE policy and access and mobility management policy into a single message.” Which can be deleted because the UE Selection Policy should be transferred by UE context management, the same way as access and mobility management policy.
Besides, how to transfer URSP is described in clause 6.1.2.2.3, so there is no need to document it in clause 6.1.2.2.1. And there are some editorials in the context.
There is a related contribution S2-178478 revising 502.
2
Proposal

The following changes are proposed to TS 23.503.
* * * First change* * * *
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1], TS 23.501 [2], TS 23.502 [3] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
H-PCF
A PCF in the HPLMN

NWDAF
Network Data Analytics Function

OCS
Online Charging System

OFCS
Offline Charging System

PCF BSF
PCF Binding Support Functionality
URSP
UE Route Selection Policy
APSP
UE access selection and PDU session selection related policy
V-PCF
A PCF in the VPLMN
* * * Second change* * * *
6.1.2.2
UE access selection and PDU session selection related policy control

Editor's note:
This clause will cover functionality that is independent from PCC related functionality.

6.1.2.2.1
General

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause 6.1.2.2.2.

2)
UE Route Selection Policy (URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The structure and the content of this policy are specified in clause A.3.1.8. The URSP policy groups of one or more of the following policies:

2a)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.

2b)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with S-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new S-NSSAI.

2c)
DNN Selection Policy: This policy is used by the UE to associate UE traffic with one DNN and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.

2d)
Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).



* * * Third change* * * *
6.1.2.2.3
Distribution of the policies to UE 

Npcf and Namf enabled the UE access selection and PDU session selection policy (APSP) delivery from the PCF to the AMF, and the AMF delivers the APSP over N1 to the UE. In the roaming case, the V-PCF may receive the APSP from H-PCF.
For the UE access selection and PDU session selection policy, as specified in 6.1.2.2.1 (e.g. ANDSP and URSP), the PCF delivers to the UE transparently via the AMF with the UE Policy Context Management procedure as defined in TS 23.502 [3]. 
Editor´s note: How to handle policy information that cannot fit into the specified size limit for policy delivery over NAS (maximum one NAS PDU) is FFS.

NOTE:
The size limit to allow the policy information to be delivered using NAS transport is specified in stage-3 specifications.

Editor's Note: It is FFS whether UE can provide information to assist the PCF to decide the UE Policies delivery.    

* * * End of the changes* * * *
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